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ASSESSMENT OF INSIDER ATTACK WITH LEARNING STATISTICS METHODS

The popularity of mobile devices, wearable devices used in collaborative information
systems, has dramatically exploded over the past decade. Thus, we understand that in ordinary
office, a single person can use plenty of active interfaces like wireless data transfer interfaces,
which can help, among direct usage, strengthen access control and information security subsystem.
Despite the fact that enterprises quite rightly develop controls and prevention techniques to combat
cyberattacks, threats from users within the corporate network pose a significant risk to information
assets. Existing users with accounts, permissions and access required to perform their jobs are
increasingly becoming a major risk to information security through account misuse, data loss and
fraudulent activities. This article reviews the definition of an insider threat and its impact, and
provides an overview of the techniques to control and remediate these threats.
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Introduction. A major driver for insider threats stems from the motive and intent of an
employee to perform a malicious activity, for either financial gain or personal satisfaction.

An insider threat is no longer associated with privileged account management or operational
superusers. Engineering, development and system administrators are often associated with having
the ability to perform data processing activities and execute transactions that few others are
permitted to perform. Threats are also associated with general users, due to a lack of clearly defined
controls and policies that help delineate separation of duties, data-in-transit activities and access-
deprovision processes.

The risk associated with data loss, for example, does not always coincide with a malicious
activity. The rise of Bring Your Own Device (BYOD), or simply the introduction of corporate-
managed smartphones, has also opened up another attack vector, in which sensitive emails and
corporate information can be lost either via negligence or device theft or interference.

While each enterprise has different infrastructure, personnel and business processes, this is a
staggering percentage attributable to employees who are responsible to develop, protect and execute
business processes that should aid the growth of the enterprise.

Insider threat increases as an enterprise’s infrastructure and complexity of interaction
increase. In today’s ever-connected work and social landscape, the risk of information
dissemination is as high as ever.

The rise of home-based working and BYOD has not only increased flexibility and, arguably,
efficiency, it has also opened up an avenue of information flow that, if not well managed and
maintained, can be a great liability. The main area of concern is the general employee who has a
basic level of IT understanding, and also has a limited grasp of IT and information security. This
lack of understanding is likely to cover the vast majority of employees and can put information at
risk in the simplest way, e.g., a home worker who allows family members to use a work laptop or
the company mobile to download an untrusted app.

The rise of BYOD also opens up the opportunity for users at the opposite end of the technical
spectrum to become an information liability.
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The true impact of insider threats is largely unknown. This is mainly due to an enterprise’s
inability to identify, track, report and remedy the data breaches that occur within the corporate
landscape.

From the perspective of information system, external intruder who gains access actually
becomes insider. To avoid false reasoning, we introduce the concept of «Insider process». So,
insider process — is executing user’s process on behalf of whom there are being produced
illegitimate actions. This definition covers activities within information environment as an insider
and external intruder. It is worth to note that these illegitimate actions can be established only by
content, while remaining legitimate by form.

Until recently, the main focus in the construction of information security was to prevent
external threats [1]. Most of the companies was limited to software installation, protect information
systems from external influences such as remote gaining unauthorized access to information, the
installation of malicious software, etc. Such security has evolved constantly increasing level of
resistance to such attacks, losing, meanwhile, the possibility of impact on the system from the
inside. Until recently, the problem of internal threats did not attach due importance. While
struggling with the external intruder protection system in an attempt to gain access to information,
insider receives this information quite freely within its competence or illegally expanding their
rights and opportunities.

The concept of «insider» covers a fairly wide range of offenders, but their general feature is
that all these people who have legal access to information systems and perform illegal actions in it.
It is important to note that the term «insider» does not necessarily imply malice offender. As an
example, the ordinary employee, who for their own convenience or entertainment installs on your
computer connected to the company network, programs not provided by the company security
policy, or visit the untrusted Internet resources. Installed programs may not have the appropriate
level of security, and visited sites contain malicious code than in the end, can be exploited from
outside. Thus, the employee may disclose confidential information without knowing it.

There are cases when insiders become so out of ignorance or out of good intentions. An
example of the latter is a company secretary, received a call from a superior officer to transmit
sensitive information via e-mail to the specified address. The man who introduced himself as the
chief may be an intruder, and said e-mail address of a competing company. Thus, the Secretary, on
the basis of the best reasons, without knowing it, become an insider.

In these examples, the insiders are just a tool to get information for real intruders. Such cases
are not uncommon, but the main danger is posed by insiders, which aim is to produce malicious
action to take the benefit of financial or moral satisfaction.

Actions of insiders, to succeed, almost always, ultimately entail financial losses for the
organization. In order to be able to detect an insider must first understand what it may represent a
threat. Are seven basic types of insider threats [2], [3], representing a violation of the principles of
information security — confidentiality, integrity and availability.

Confidentiality:

1. Leakage of confidential information.

2. Bypass means of protection against leakage of confidential information.

3. Theft of confidential information by negligence.

4. Infringement of copyright in the information. ¢

Integrity:

1. Fraud, the substitution of some other resource.

2. Misuse of company's information resources

Availability:

1. Sabotage IT infrastructure - either intentionally or spontaneously.

In the context of insiders under the threat of leakage of confidential information means the
following: from the actions of insiders important information transferred to the people who do not
have access to this information. This threat can be conducted in many different ways, for example,
via email, USB-memory or a printer. To prevent such threats apply filtering internet-traffic control
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at the workstation level, archiving corporate correspondence and administrative constraints
(blocking P2P channels at the level of the firewall).

The threat of bypass leakage protection of confidential information implies the possibility to
cheat the system security. For example, an insider who knows about the existence of email message
filters, can try to change the information being sent so that his letter was not to arouse suspicion.
However, this type of threat is only possible with a legacy system and weak protection methods
because modern security system virtually impossible to avoid in this way.

Negligence, carelessness or ignorance of the employees may pose a threat to steal confidential
information inadvertently. In this case, an insider with public information may inadvertently put
sensitive data on a web page that is accessible to the public, or copy sensitive information on a
portable storage medium that is — will subsequently be lost or stolen.

It is also worth to notice that an insider with no malicious intent, faced with the inability to
make conceived action will not try to circumvent the protection system, which greatly facilitates the
suppression of this class of threats.

The threat of copyright violation on the information, in general, involves the use of insiders
information without the knowledge of its owner. Use for one author in his letters, without
attribution; use without treatment, in their instruments of materials published on the Internet;
installation of illegal software distribution; fake sender email address in order to create a false
impression of him — all these are examples that can produce the threat of copyright infringement on
the information. To prevent this type of threat is used controls operations on workstations. In
general, the problem of preventing illegal copying is very acute and is not a comprehensive
solution. Several areas of protection, such as «electronic watermark» only emphasize the
complexity of the problem.

The informational environment threat of fraud involves the possibility of misuse of important
changes to the company's data. In this case, an insider in this case can act like a user who does not
have access to this information, and get it illegally, and staff members with a right to do it, but
without ever notifying superiors. For example, an accountant, spontaneously changing wage of
employees, is an insider, realizing the threat of fraud. To eliminate this type of threat is widely used
controls of financial reporting, monitoring user activity, etc.

The threat of misuse of the information resources of the company is very extensive and
versatile. The implementation of this type of threat involves action committed by a network that is
not under its workflow. Examples of such actions are: sending advertising messages, visiting
entertainment web pages, the use of improper language in business correspondence. To prevent
such threats apply filtering mechanisms mail messages and web traffic.

The threat of sabotage in IT infrastructure is mainly used by persons whose motivation is
personal. It may be, for example, resentful employees who choose to hurt the company in which
they work, by any way possible. The essence of a threat is that an insider with access to the system,
trying to destroy it, destroys important information to inject the virus, etc. Successful
implementation of this threat has often very serious consequences for the company and entails
serious losses, and takes time to restore the system. Protection against such acts should cover two
aspects: first, the monitoring of the working atmosphere and corporate conflicts, and secondly, the
technical limitations of the actions of each employee.

At the moment, there is no single set of security tools that will prevent all of the threats used
by insiders, but there are remedies that eliminate one or more of these threats. Therefore, the actions
of insiders are the least preventable using developed information security tools. In the next section
we consider the ordering of actions of insiders to identify the most characteristic features of the
system undergoing invasion. These features will be used by us in the choice of model parameters
monitoring computer system.

Insider activity analysis. In order to identify ways to harm insider information system, you
must cover (if possible) all possible scenarios insiders. Classification and models of insiders and
their actions can significantly reduce the number of scenarios of actions to be taken into account. In
the context of this work division insiders on certain types of supposedly allow to correlate their
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actions with the change of some specific parameters of an information system under the supervision
of ISS. Such research can help to justify theoretically the relationship between the attacker and the
incident is detected in the computer system.

There are many models and classifications insiders. The most common are the following.

One of the first classifications insiders was proposed in 2006, an international research
company IDC [2]. Separation of intruders in this classification is made on the basis of their loyalty
to the company. On this basis, all insiders are divided into four classes: «citizensy, «intrudersy,
«Departed» and «traitorsy.

First class «citizensy», consists of the most loyal employees, almost do not violate the security
policy set in the information environment. Intruders these employees become accidentally or
inexperience. People belonging to this class are minimal threat to the system or do not represent it
at all.

The second class, «intruders» — is the most numerous. It includes all employees whose actions
deviate from the accepted security policy, but are entertaining or personal.

Examples of such actions are visiting during working hours outside Internet resources,
playing computer games, chatting online, and others. Insiders belonging to this class represent a
threat to the information system, but in most cases, losses related to incidents that occurred through
the fault of these individuals are insignificant.

The third class, «Departed» includes people who spend most of their time, committing acts
that constitute gross violations of security policy. For example, these steps include - installation and
use of unauthorized software, the publication of confidential information on a variety of online
resources, as well as other misuse of the connection to the Internet. Attackers belonging to this
class, pose a serious threat, and their actions can greatly affect the well-being of the company in
which they are located.

Fourth, the most disloyal class insiders — «traitorsy, is the most dangerous, since it includes a
person intentionally subjecting the information system and the threat of confidential information.
Often motivated «traitors» is a material benefit, so their actions are well thought out, careful,
invisible and carry serious harm to the company. Examples of such actions may be deliberate
entering of malware in the local network, database and theft of intellectual property. Effects of
«traitorsy» can be extremely serious, up to the bankruptcy of the injured party.

The above classification covers all insiders, however, is too inaccurate, and the boundaries are
blurred between her classes and conventional. This classification does not apply to solve the
problem raised in this paper. This is due to the fact that the actions of insiders classification is
difficult to correlate with changes in certain parameters of the system, since the same actions can be
performed by representatives of different classes. In addition, the criterion for this classification is
the motivation of insiders that does not reflect the possibility of representatives of individual classes
to the system and is being more general educational character.

The second deals with the classification of insiders was offered by research company
InfowWatch [2]. It differs from the classification according to IDC clearer boundaries between
classes, a more complete description of them as well as take into account not only the motivation of
the attacker, but the nature of its impact on the system. According to this classification, any insider
can be attributed to one of the following six classes: «careless», «manipulated», «offendedy,
«Disloyaly, «earning» and «embedded».

Class of «careless» insiders includes people who violate the established rules in the
information environment by accident or on the basis of their own «best» reasons. This class
includes the majority of ordinary workers. For example, an employee becomes a «careless» insider
when copying confidential information to external media, in order to finish the job at home, and
loses said carrier, or access to it strangers. Faced with the impossibility to commit an illegitimate
act, such offender is likely to ask for help to colleagues. Thus, employees belonging to this class of
insiders create undirected threats and malicious actions of their unmotivated. Despite the
considerable amount generated by this class of threats posers, the vast number of these threats
remain unfulfilled and do not involve any losses.
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Class «manipulatedy insiders consists of loyal people who commit illegal actions in relation
to the information system under the influence of outsiders. In most cases, this class includes
employees who are victims of various types of fraud, including social engineering. For example, if
an employee who has received an email from a superior officer with a request to send to an external
email address confidential information shall comply with these instructions, it becomes a
«manipulated» the insider, as an attacker could forge the sender's address, thereby misled the said
employee. Threats outgoing from «manipulated» insiders can cause considerable harm. Considered
two classes of internal intruders in common is that the people involved in them, are not intended to
break the rules, unlike the subsequent classes.

In the class of «offended» insiders includes people who commit illegitimate actions for
personal reasons. Basically actions «offended» insiders are destructive, that is, they tend to harm the
information environment, and not to steal information. For example, if an employee, who refused to
increase wages, decides to take revenge of the company where he works, by storing malware in
company network or theft of confidential information and of its competitors, it falls into the class of
«offended» insiders. Consider the type of malicious creates a very dangerous threat to the
information system, because when faced with failure, they will try again harm until they are found
or until their actions do not lead to the desired result of.

Feature insiders, members of the class of «disloyal», lies in the fact that their illegal actions
motivated in the first place, the desire to benefit in exchange for information (in general) to which
they can access when working in the company. Unlike attackers included in the previous class,
these offenders have no personal motives and are not intended to harm the current employer, they
are driven by calculation. Examples of these insiders can serve people who are going to change
their place of work, and in order to take advantage of the subsequent device to work, since they take
a certain confidential information such as customer database. The actions of these insiders realize
the threat of information theft, and depending on the importance of information stolen, the
consequences can be extremely unprofitable.

Class «earning additionally» insiders covers offenders who initially were loyal to the
organization in which they work, but for some reason, began to make a malicious act on behalf of
disloyalty to the organization mentioned persons. In most cases, the reason for such action is the
desire for material benefit for the actions taken. The most common example of such offenders is a
member of the organization who has access to confidential information, which competes company
offered a cash prize for giving them this information, and that takes their conditions. Threats posed
by such offenders are the most dangerous, as an insider in the past could establish itself as a very
loyal person, and his illegitimate actions becomes difficult to track, but at the same time they are
directional.

Class «embedded» insiders is similar to the previous class, with the difference that in this case
the attacker initially aims to make malicious actions in relation to the implemented within
organization. Threats posed by this class are similar malicious threats mentioned in the description
of «earning additionally» insiders.

The above classification of internal attackers are much more informative than the
classification according to IDC. However, despite the fact that in a certain sense, the classification
types are recorded actions made by insiders, for its use in the solutions of the affected work tasks
difficult. Firstly, as in the previous classification same action can be accomplished by hackers
belonging to different classes, but in this case the number of classes mainly downward. Secondly,
viewed in the labeling of types of actions do not reflect exactly what manipulations are made in the
computer system, which is critical in determining the variable parameters of the system. Due to the
fact that the use of existing classifications insiders impractical, the need arose to offer its own
systematization actions insider.

Earlier it was noted that the position information system, an external intruder who gains
access actually becomes insider. To avoid false reasoning, we introduce the concept of «insider
process». So, insider process — an executable system user process on behalf of which produced
illegitimate actions. This definition covers activities in the information environment as an insider
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and external intruder to access this system. It is worth emphasizing that these illegitimate actions, as
mentioned earlier, can be established only content, while remaining legitimate form. Thus, later in
this paper, referring to the actions of insiders in the information environment, we mean the insider
process, unless specified otherwise.

Insider actmty
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Figure 1 — Insider activity

In order to systematize violator has been effectively applied to solve the problem identifying
ISS in the information system by monitoring its condition, it must meet the following requirements:

— arrangements are to be taken into account all (if possible) types of actions insider with
respect to the information system;

— systematization should have clear boundaries between the various actions of the offender
and projected changes in the functioning of the information system.

Based on these requirements, the author proposed a model of insider misconduct shown in
Fig. 1. According to this scheme, any action insider, first of all, can be directed either to the
information system, which is obviously reflected in the parameters of the observed system or the
information contained in the information systems.
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BOJIOAUMUP MOXOP,
I'PUI"OPIN KPABIIOB,
II'OP KOIIIOBA

OLIHIOBAHHSI THCAUJEPCHBKHUX ATAK CTATHCTUYHUMHU METOJAMUA
HABYAHHSA

[TomynsipHicTs MOOITBHUX 1 MOPTATUBHUX MPHUCTPOIB, IO BHUKOPHCTOBYIOTHCS Y CHUIBHUX
iHpopMaIiMHUX CHUCTEMax, CTPIMKO 30UIBIIMJIACh MPOTATOM OCTAaHHBOTO ACCATHWIITTA. Takum
YHMHOM, Yy 3BHYaifHOMY o(ici JIOAMHOI MOKE BHUKOPHUCTOBYBATHCS BEIMKA KUIBKICTh AKTUBHHX
inTepdeiiciB. Takux sk 6e31poToBi iHTEpdeiicu nepenadi JaHUX, 0 MOXE CIPHATH, Y BUIAIKY
0e3nmocepeIHOr0 BUKOPUCTAHHS, MOKPALIEHHIO KOHTPOJIO JOCTYIY Ta MiJCUCTeM 3a0e3neueHHs
oes3rneku iHpopmMarii. He3pakaroun Ha Te, 110 MiAMPUEMCTBAMHU PO3POOIISIOTHCS METOIM KOHTPOJIIO
Ta TONEpPEeHKEHH peani3alii Kibeparak, 3arpo3u BiJl KOPUCTYBadiB, IO 3HAXOIATHCS yCEepenuHi
KOPIOPAaTUBHOI Mepeki, HaOUIbI HeOe3nmeuHi A iHPopMalifHUX aKTUBIB 4Yepe3 HEMpaBHIIbHE
BUKOPHUCTAHHS aKayHTIB, BTpaTy JaHuX a0o0 maxpaichKi [ii. Y CTaTTi pO3MISIa€ThCS BU3HAYCHHS
iHCaliiepchKol 3arpo3u Ta il BIJIMBY, a TaKOXX HPOMOHYETHCS OTJISA METOAIB KOHTPOJIIO Ta
3aro0iraHHs UM 3arpo3am.

KurouoBi ciioBa: iHcaiinepcbka 3arpo3a, miiicHicts, BYOD, ypa3iauBicTs.

BJIAZIUMUP MOXOP,
T'PUTOPUI1 KPABIIOB,
WUT'OPB KOLIIOBA,

OIIEHKA WHCAMJIEPCKHX YIPO3 CTATHCTUYECKHMH METOIJAMHU
OBYYEHUA

[TommynsipHOCT MOOWJIBHBIX M TOPTATUBHBIX YCTPOWCTB, KOTOPBHIE HCIIONB3YIOTCA B
COBMECTHBIX HH(OPMAIIMOHHBIX CHUCTEMaX, CTPEMHUTEIBHO YBEIMYWIACH HAa MPOTSHKCHUU
nocienHero aecatwieTus. Takum o6pa3oM, B 00BIYHOM O(rce YeTTOBEKOM MOXKET MCIOIb30BaThCs
00JIbIIOE KOMMYECTBO aKTUBHBIX MHTep(deiicoB. Takux kak OecrpoBoaHbIe UHTEpdEIiCch nepeaaun
JAHHBIX, YTO MOXKET CIIOCOOCTBOBATh, B CIIy4ae HEMOCPEICTBEHHOI'O MCIOIB30BaHUS, YIYUIICHUIO
KOHTPOJISI IOCTYyIa U MOJCUCTEM obecrieueHus: 6e3onacHoctd nHpopmanmu. Hecmotps Ha To, 4TO
OPEINPUATHIME pa3padaThIBalOTCS METOABI KOHTPOJIS U MPEAOTBPAIllEHUs pealn3aly KuoepaTax,
yrpo3bl OT IOJIb30BATENeH, KOTOphle HAXOJATCA B CepeAMHE KOPIOPAaTUBHOW ceTH, Hambosee
OIacHbIe 1715 UH(OPMALIMOHHBIX AKTUBOB M3-3a HENPABUJILHOTO UCIOJIb30BaHUS aKayHTOB, IOTEPIO
JAaHHBIX WJIM MOILIEHHUYECKHE NeHCTBUS. B cTatbe paccmaTpuBaeTrcs omnpesesieHue MHcaliepckoi
yIpo3bl U €€ BIUSHMA, a TaKXkKe MpearaeTcsi 0030p METOJI0B KOHTPOJIS U MPEJOTBPALLICHHUS ITUM

yIrpo3am.
KiroueBble cJioBa: HHCalIepcKas yrpo3a, mesocTHocTs, BYOD, ys3BUMOCTS.
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Bosiogumup BosoaumupoBuy Moxop, OKTOp TEXHIYHHX HayK, mpodecop, 3aBimyBad
kadenpu, JlepxaBHuii 3aknan «[HCTUTYT crienialbHOTO 3B°SI3KY Ta 3aXUCTy iH(opmarii HamionansHoro
TEXHIYHOTO YHiBepcuTeTy YKpainu «KUiBCbKHMIA MOMITEXHIYHUNA IHCTUTYT», KuiB, YKpaiHa.
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I'puropiii OuexciiioBuu KpaBuoB, KaHaugar TeXHIYHUX HayK, IOKTOPaHT, I[HCTUTYT
npobnem MozemtoBaHHa B eHeprerumi iM. I'. €. IlyxoBa HamionaneHoi akamemii Hayk Ykpainw,
KwuiB, Ykpaina.

Irop BacuaboBuu Kompwoa, acmipant, [HCTUTYT mpoOiieM MOJACIIOBAHHS B €HEPreTHIN
im. I'. €. IlyxoBa HamionanbHoi akaznemii Hayk Ykpainu, Kuis, Ykpaina.

Baagumup BaagumupoBuy Moxop, JOKTOp TEXHHMYECKHX HayK, Ipodeccop, 3aBeAyIONIHi
kadenpoi, TocymapcTtBeHHoe yupexneHue «MHCTUTYT CHENHATBHOM CBS3M W 3alIUTHI
uHpopmanun  HanumonanmpHOro  TexHu4eckoro  yHuBepcutrera — Ykpaunel — «KueBckuit
MOJUTEXHUYECKUN HHCTUTYT», Kues, Ykpauna.

I'puropuii AsnexkceeBnd KpaBuoB, KaHIMIAaT TEXHUYECKUX HAyK, JOKTOpaHT, MHCTHUTYT
npobnem wmojenupoBanusi B 3Hepretuke um. [. E. IlyxoBa HamumonanbHON akageMuu Hayk
VYkpaunsl, Kues, Ykpauna.

Hrops BacuiabeBuu Komroda, acnupant, MTHCTUTYT npo0OiieM MOJIETUPOBAHUS B DHEPTETHKE
uM. I'. E. ITlyxoBa HaunonanbsHoi akagemun Hayk Ykpaunbl, Kues, Ykpauna.

VJIK 004.91:65.012.45
I0J1151 KOXKEZIYB

CTBOPEHHS JOKYMEHTAIII V11 CACTEM YIIPABJIIHHSI IHO@OPMAIIMHOIO
BE3IIEKOIO

3alponoHOBaHO HOBY CHCTEMY CTBOPEHHS JIOKyMEHTalii Ui CHCTeM YIpaBIiHHSA
iH(popMaliifHOIO 0e3meKor0, IO BigoOpakae OCOOIMBOCTI, NMpPUTAMaHHI CHUCTEMaM YIPaBIiHHS
iHopmMmariitHoi Oe3mekn opraHizaiii. BimoOpakeHO acmekTH, MOB’si3aHl 3 TEPCOHAIOM Ta iX
MOBO/DKEHHSIM 3 JIOKYMEHTaMH, IO CTOCYIOThbCsS 1H(OpMaliiiHOi Oe3neKu MiANPUEMCTB Ta/uu
oprasi3arii.

Kiro4oBi cjioBa: 1oKyMeHTallis, MDKHApO/IHI CTaHAAPTH, CUCTEMH YIIPABIIIHHS, YIIPaBIIHHS
OpraHizalie€ro, nepcoHal.

ITocTanoBka nmpo6JemMu. 3Bakalouu Ha MIMPOKE MOUIMPEHHS CHCTEM YIIPaBJIiHHS Ha Pi3HI
chepu KUTTS W AISUTBHOCTI JIIOAWHM, 1 BIAHOCAYM ceOe 0 IMIaHYyBAIHHUKIB BHUIIE 3a3HAYCHHUX
CHCTEM, BUCBITJIIOETbCS BJIACHUH MOTJIS/ HA O3HAUEHE MMUTaHHS.

Po3po0neHHs TOKyMEHTIB AJisl TOTped CUCTEM YIpPaBIIiHHS, 30KpeMa JJisl CUCTEM YIpaBIIiHHSA
iH(popMaLiifHOIO O€3MeK0I0, € Ba}JIMBE, SKIIO HE HAWTOJIOBHINIE, MUTAHHS (QYHKIIOHYBaHHS
oprasi3zanii 1 OoTpUMaHHsI IPUOYTKIB, CTAIOr0 HOro po3BUTKY i Oe3repepBHOCTI O13HEC-TIPOLIECIB.

Cnig 3aBxaM mam’sTaTv, IO ycl [Jii NepcoHaly y NeBHIA opradizamii MarTh OyTH
3aJI0KyMEHTOBaHi. IX 3alicaHO y YMCJIEHHiH HU3II JTOKYMEHTIB, IO PErIaMeHTYIOTh poOOTY SIK
okpeMmoi JoauHM (T0cagoBOi OCOOM), Tak 1 yciei opradizaiii, He 3a0yBarouM NpPO MPOMIKHI
JOKYMEHTH, HI0 CTOCYIOTbCS pOOOTH BIUIUTY, CEKTOpY, JemapTaMeHTy Tomio. B Takomy pasi
YHEMOXJIUBITIOIOTHCS aBpaju, 3001 B poOOTI, TEpMIHOBI YCYHEHHS HETOIal0K Ha BUCX1THOMY eTarti,
3aTPUMKHU y BUKOHAaHHI IUTaHY peaii3anii abo 3puBU y MOCTayaHHI MPOAYKIIi YM HaJaHHI MOCIYT.
3po3yMijio, MO 3a BIAMOBIIHOTO PO3YMHOTO IJIAaHYBaHHS W BUKOHAHHS [ TIEPCOHAT 3MOXKE
MOCTIHO 3BEPTAaTUCh 0 IIMX JOKYMEHTIB, /1€ JeTaJbHO i peanbHO Bi10Opa’keHO MEeBHI MpOoLeypHi

© 10. Koxeny0, 2015
95



