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€BI'EH CAMBOPCBLKUI

VIOPABJIIHHSA IH®OPMALIEI0O TA MNOAIAMUA BE3INEKH MOBLIbHOI
CTLIbHUKOBOI MEPEXKI 3 BAKOPUCTAHHSM LIU®POBOT'O JIBINHUKA

VY craTTi aKIEHTOBAHO yBary Ha PO3MIAAl ICHYIOUMX Hapas3i MiIXOAiB IS e(eKTUBHOTO
3abe3neueHHs iHpopManiiHOi Oe3MeKn CyJacHUX 1 IepCHeKTUBHUX MOOUIBHUX 3ac00iB U(POBOTO
3B’s13Ky. BigmiueHo, 1o cyyacHa MoOUTbHA 1H(POpPMaliHHO-KOMYHIKAIiHA CTIIbHUKOBA MEpeXka €
OJIHMM 13 HAWOUIbII BaXUJIMBUX 1 BOJHOYAC Ypa3JIMBUX OO0 €KTIB KPUTHYHOI iH(OpMaIiiHOI
iHppacTpykTypu AepxkaBu. Ll Mepexa oOCIyroBye 3HauHy KUIBKICTh KOPHCTYBadiB, SKi, SK
MPaBUJIO, MIPUUMAIOThH PIMICHHS JJIS OpraHi3amii eeKTHBHOTO JNEpKABHOTO YIPABIIHHSA, @ TAaKOX
3a0e3neuye UGPOBUM 3B’ A3KOM HU3KY IHIINX aOOHEHTIB, BiJ IIMPOKUX BEPCT HACEIECHHS J0 yCiX
BIJOMYMX KOPIOPATUBHUX CTPYKTYp. Came TOMY 1151 KpUTHUHA Mepexka 1 BUCTYIAE SIK IPIOPUTETHUH
00’€KT y KOHTEKCTI opraHi3aiii e)eKTHBHOTO YIPaBIiHH MOAIsIMY ii iHpopMamniiiHoi Oe3nexn. s
oprasizanii HaJiHHOTO (QYHKIIOHYBAHHS IIHOTO BaYXUIMBOT'O KPUTUYHOTO iH(OpMamiiftHOTo 00’€KTa
3aMporNOHOBAHO HOBUHM MiAXiJ 0 CHHTE3Y ajlropuTMiyHOro 3abe3meueHHs HUGPOBOTO ABiMHHKA
CUCTeMH YTPaBIiHHSA 1HPOpMAIi€r0 1 MOAISIMH O€3MeKH KOMIT IOTEPHUX CHUCTEM CTUTBHUKOBOI
MOOUTBHOT 1H(POPMAITIITHO-KOMYHIKAIIITHOT Mepexi.

B 0CHOBY 3ampormoHOBaHOTO CHHTE3Y MOKJIAACHO JIOTIKO-AMHAMIYHE MOICITFOBAHHSI ICHYFOUOTO
Hapas3i HIMPOKOTO CHEKTpa MOl Oe3nmeKd B CyYacHHUX YMPaBISIOYMX cHcTeMax iH(opMaliiiHo-
KOMYHIKaLlIHHUX MepeX, CIEeHapiiB aTak Ta MEXaHI3MIB pearyBaHHs Ha BKa3aHl IHIMJCHTU
1H(popMalLiiHOT 0e3MeKH 3a paXxyHOK (pOpMyBaHHS BIANOBITHUX €()EKTUBHUX YIIPABIISIFOUUX BIUIUBIB
NBIHHUKA, aJITOPUTM 11 CHHTE3Y, a TAKOXK 3aIPOTIOHOBaH1 MOKJIMBI MiIXOIH AJIs peatizallii inTerparii
L[BOTO BIpTyaJbHOro 00’ekTa 3 TakuMmH miuaTgopmamu sk Wazuh, Streamlit, Neo4j, AWS IoT.
[IpoBeneHo Bepudikallito Ta TECTyBaHHS Ha MpHKIaal cleHapito Tunosoi ataku DDoS, naBeneno
pe3yabpTaTH peajizallii alropuTMy CHUHTe3y nu@poBoro ABiiHuKa. [TokazaHo epeKTUBHICTH MO
IOA0 ajanTaiii A0 IHTEHCHBHUX Bapiallii 0e3MeKOBOTO CepeloBHUINa KOMII IOTEPHOI CHUCTEMHU
CTUIBHUKOBOI MOO1IbHOT T POBOT Mepeki. BiamiueHo, 1110 3arpornoHoBaHa apXiTeKTypa HuppoBOro
NBIMHUKA 3a paxyHOK peami3amii BIAMOBIIHOTO  alrOPUTMIYHO-IPOTPAMHOIO  MPOIYKTY
3a0e3neyyBaTUMe CUHEPIeTU3alliio By3iiB 1H(POpMaliifHO-KOMYHIKAIIITHOI Mepexi, MOoJii Oe3neKu,
CTaHIB KOMII FOTEpPHOI CUCTEMH IIPH peatizallii 6e31eKoBOro ynpaBiIiHHA 1 CIIEHapiiB pearyBaHHS Ha
NepeBaXHy OUIBIIICTh YCIX MOMJIMBUX IHIUACHTIB iHPOpMALIHHOT Oe3MeKH.

3po0IeH0 BHCHOBOK, IO 3alpOIOHOBAHHWN aJITOPUTM CHHTE3Y JO3BOJISIE TOCIITIOBHO
peai3yBaT KJIIOUOBI eTanu MoOynoBU IUGPOBOTro ABIMHUKA Ul BIPTyaJlbHOTO IPEJCTaBICHHS
cucteMu LIHU(POBOTO 3B’A3KYy, BKIIOYAIOUM (Qopmaiizalilo mopaii Oe3neku, moOyaoBY JIOTTYHHUX
NEepexodiB y KOMIT'IOTEPHHX CHCTEMax 1 IHTErpalil0 B pealbHI CTPYKTypu iH(OpMaLiiHO-
KOMYHIKal1iHOT MEepexi.

Kurouosi ciioBa: mudposuii 1BIHHUK, cCUCTeMa yNpaBiliHHSA, iHpopMaliiiHa O6e3mneka, JoTiKo-
JMHaMIYHA MOJIeIb, MOO1TbHA 1H(OpMaIliiiHO-KOMYHIiKaliiiHa Mepexa, Wazuh.

IlocTanoBka mnpodJjieMH Yy 3arajJbHOMY BHIJsAAi. Y CydacHHX YMOBax IIOCTIHHOTO i
IHTEHCUBHOTO 3POCTAaHHS TEMMIB 1HPOPMAIIMHOTO MPOTUCTOSIHHS Ta T10puaHOI arpecii nudpoBmii
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CTUTPHUKOBHMH 3B’S30K Hapasi BiJirpa€e KIOYOBY pojb Yy (YHKIIOHYBaHHI 00’ €KTiB KPHUTUYHOI
iHdopmariiinoi iHppacTpykrypu (KII) Hamoi mpeprkaBu, BKIIOUAOYM YCI €HEPreTUYHI CTPYKTYPH,
¢dinaHCOBY cHCTEMY, JOTICTUYHI MEpexi, Iep)KaBHI PpEECTpHU, 1 OCOOIMBO, KOPHOPATUBHUI
3aXUIeHUH 3B’ s130K. 3abe3nedyeHHs Oesneku komm roTepaux cucteM (KC), siki € ssapom opranizartii
Ta 3a0e3MeueHHs YNpaBliHHS CHUCTEMHUMH TpollecaMd y MOOUIbHUX iH(OpMaLiiHO-
KoMyHiKaiiiHux mepexax (MIKM) crano Haa3BUYaiiHO aKTyaJlbHUM Y 3B’SI3KYy 13 3pOCTaHHSM
KUTPKOCTI Ta CKJIATHOCTI 3arpo3 iHQopmariiiHiii Oe3meri mux YHIpaBisiOYUX OOYHCITIOBAIBHUX
3ac00iB.

Omninka #moBipHOCTI BUHUKHEHHS atrak y MANET B ymoBax HEBH3HAUEHOCTI € HE JIHMILE
CKJIaJHUM TEXHIYHUM 3aBJAHHSM, a ¥ BaKJIMBOIO CKJIAJJOBOK HAI[IOHAIBHOI Ta KOPIOPATHBHOI
ki6epOesnexu. [i BupileHns BEMarae BIpOBaKEHHs iHTETEKTyalbHUX MiJXO/iB — TAKUX AK HEUiTKA
JIOTiKa, MOJIEJIi HEYITKO1 arperariii, oliHKa JOBipH JI0 BY3JIiB TOIIIO.

Takum urHOM, pO3poOKa eheKTHBHUX MOjeNeH 1 MeTodiB omiHoBaHHS 3arpo3 y MANET B
YMOBAaXx HETOBHOI, HEYITKOI a00 cynepeunuBoi iHpopMallii € OJHUM 13 KIFOUOBUX HAyKOBUX 3aBJIaHb
cydacHocTi. BoHa Mae BenHKe NpakTHYHE 3HAYCHHS JUIA MIABHINEHHS CTIHKOCTI KPUTHUYHHX
1HGPACTPYKTYp, BIHCHKOBHUX CHCTEM, aBapiiHOIO 3B’S3Ky Ta aBTOHOMHHMX MEpEX B YMOBax
HaJ3BUYANHUX CUTYAIIH.

SIckpaBUM NPHUKIAJOM MPOSBU ASCTPYKTUBHUX HACHIJKIB BKa3aHMX 3arpo3 OyJia MacmrabHa
kibepartaka y rpyaHi 2023 poky Ha OHOTO 3 HAWOUIBIIMX MOOUIFHUX OMEPaTOpiB HAIIOT IePIKaBH —
“KuiBcrap”. Lls aTaka npu3Bena 0 TPUBAJIOIO 1 CEpHO3HOTO MOPYyIIEHHS IU(PPOBOTo 3B’A3KY, B TOMY
YHCl 1 3aXWIICHOTO KOPIOPATHBHOTO, 3aTSDKHUX 300iB y po0OOTi OaHKIBCHKHX, JIOTiCTUYHUX,
EHEePreTUYHUX Ta aJMIHICTpAaTUBHHUX cepBiciB. Llell iHIMAEHT KpiM OpraHi3alliiHUX TpPoOJIeM B
YIpaBIiHHI BKAa3aHOKI HU(PPOBOIO CTUTLHHUKOBOIO CTPYKTYpPOIO BUSIBUB Hapasi SK TEXHIYHY, TakK i
KOHIENTYaJbHy HECIPOMOXKHICTh TPAAMIIMHUX CUCTEM YIpaBIiHHS iHGOpPMAIIED 1 MOIISIMU
oesnekn (CYIIIB), sxi choromni ekcruryatytoteesi B MIKM, omeparuBHO, eheKTUBHO 1 HAAIHHO
MPOTUCTOSITH y PEeaTbHOMY Yaci Cy4aCHUM CKJIaJHUM OaraTopiBHEBUM iHIMJEHTaM iH(opMariitHoi
6esneku (11b).

Opranizanis e(QeKTHBHOro ymnpaBiiHHS iH(opMali€lo Ta MOAIAMU O€3MeKH B YMOBax
eKCIUTyaTalii AMHaMIYHUX, TeTEPOreHHUX Ta PO3MOAUIEHUX MOOUIBHUX CTIIBHUKOBUX LU(PPOBUX
Mepex MoTpedye HarajabHOI peanizalii cyTTeBO HOBUX MiaxoiB. OcoOaMBOi yBaru 3aciyroByOTh
METOJIY, 10 J03BOJIAIOTh CUHTE3yBaTH (PYHKILIOHAIBHO €()EeKTHBHI, aJalTUBHI Ta CTIMKI 0 aTak
3aco0u ynpaBiiHHA 1HQOPMAIII€IO 1 MOAISIMHA Oe3MeKH. Y 11bOMY KOHTEKCTI BaXJIUBY POJIb Biirpae
3aCTOCYBaHHA Ta peaiizauis KoHuenuii nudposux AsiiHUKIB (LIJ]), sxa n03BOJISE€ BIATBOPIOBATH
BipTyasibH1 Mozeni 00'extiB MIKM Ta ogHO3HAaYHO BitoOpakaTH iX y peXuMi peanbHOro yacy. Sk
npaBuio, KoHmenmis cuaTe’y L/l rpyHTYyeTbCcs Ha Cy4acHHX TEXHOJIOTISIX, a came: TEeXHOJOTil
Industry 4.0. ITpu bomy 000B’s13k0BO BpaxoByeMo, 110 MIKM € oaHuM i3 HailO11b1 ypa3nuBUX Ta
BoAHOYac ocobnmBo BaxnBux 00’ekTiB KII oo 3a6e3nedenns ix 0e3mekoBoi Ta PyHKIIOHATBHOI
criiikocti. BoHa 00cimyroBye HaaIIMpOKe KOJIO KOPUCTYBauiB — BiJ] HACEJNEHHS /0 BiJOMYHMX
cTpykTyp nepxaBu. Came tomy MIKM BucTynae sik mpiopuTeTHHH 00’€KT 1100 Oprasizarii
ynpaBiiHHA nofisimMu ii iHdopmariiiHoi Oe3neku. Tomy HayKOBO-TIpHKJIagHa 3a/adya CHHTE3Y
anroputmiyHo-tiporpamuoro 3abesneuenns [[JI CYIIIB KC MIKM mnotpeGye po3poOku HOBHUX
MoJiesiel, METOMIB Ta aJNrOpuTMIB I CYTTEBOTO IIJBUIICHHS pIBHSA 3aXMIIEHOCTI Ta
(GYHKIIOHAJIBHOT CTIMKOCTI IUX CYYaCHHUX 1 MEpPCHEKTUBHUX 3ac00iB MOOUIBHOTO IM(PPOBOTO
3B’SI3KY.

AHaJi3 ocTaHHIX aociigxeHb i myOaikaniil. OcTaHHIME pOKaMHU CIOCTEPIraeThCsl CyTTEBE
3pOCTaHHs HAYKOBOT'O IHTEpeCy /0 CTBOPEHHS Ta TIOCTIMHOTO YyJOCKOHAJIEHHS KOHULEMIi 1
texHojorii 1] sk edexkruBHOrO 1HCTpyMeHTYy minBuieHHs O0e3nexku MIKM. V chepi ynpasninHs
iHpopmarniero 1 momisimu Oe3neku KC MIKM I/l 103BONSIOTH CTBOPIOBATH Ta MPAKTUYHO
peaiizoByBaTu BipTyainbHi Korii 00’ ekTiB KII, skum nputamManHa 31aTHICTh 0 MOHITOPUHTY, aHAITI3Y
CTaHiB 1 MoJiemoBaHHs po3BUTKY I1b y peanbHOMY yaci nuX KpUTHYHUX cucTeM. IIpoanarnizyemo
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pe3yNbTaTH OCTAaHHIX (YHIAMEHTAIbHHUX Ta MPUKIATHUX TOCTIIKEeHb, SKI BUKIAQJACHI Yy HU3III
B1JIOMHMX HAyKOBHX IpAllb.

Binmitumo, 110 HaykoBa mparis [ 1] € BU3HauanbpHO 71 OpraHi3allii Ta MpoBeICHHS CUHTE3Y
noriko-nuHamigaux mozaeneit (JIJIM) /I CYIIIb KC MIKC ta o0rpyHTOBY€ aKTyalbHICTh JAHOTO
MiAXOLy AJISl CKIaAHUX 1H(POpMAIIHHIX yHpaBisiFounx cucteM. Y npausx [2] Ta [3] aBTopu BceOiuHO
OOTPYHTOBYIOTh JOILUIBbHICTH BUKopucTanHsa JI/IM B 3amadax 3abe3nedenHs Oesneku KC y pasi
HAsIBHOCTI TOJi O€3MeKH i3 BUCOKMM CTYIEHEM KPUTHYHOCTI, IEMOHCTPYIOUHM ii aJlanTHBHICTS,
MacmTaboOBaHICTh Ta BiMOBIIHICTh quHaMiuHii npupoi [Ib.

Ocob6nuBy yBary NpuAUIAIOTh npobiemMaTuii BusBieHHs atak tumy APT, MITM, DDoS y
CydyacHUX NIHU(PpOBUX MOOUIBHMX Mepexkax, IO MalTh BHUCOKY JWHAMIYHICTH TOIOJOTIi Ta
oOMexeHICTh y peakisx i3 6oky knacuunux SIEM / SOAR mnatdopm. Y npomy xonrtekcti L1 i3
BOyzaoBaHow JIJIM 3xaren He ymimie BiaTBOproBatd apxiTekTypy MIKM, a Takoxk 1 MojenoBaTu
MOJIMBI JECTPYKTUBHI HACHIJKW TMOAINA Oe3NeKkd, MPOrHO3yBaTH KPUTHUYHI CTaHW W 3amyCKaTh
ynpaninas uumu [1b. CuctemaTuzoBaHuil miaXia 10 CHHTE3Y BKa3aHUX MOJIeJIei BCeOIYHO OMUCaHO
B poborax [4]-[7]. Y HaBemeHHUX Mpamsx 3ampOIOHOBAHO AJTOPUTMIUHI PIICHHS MO0 pearyBaHHs
Ha MoAil 6e3MeKu 3 BUKOPUCTAaHHSAM MOJeliell HEeCaHKIIIOHOBAHOTO BIUIMBY 1 JIOT1KO-TIOJIEBUX CXEM
opranizalii mpoIeciB yrnpaBIiHHS.

[IpoBenenuii anani3 HaAyKOBUX JDKEPEN CBIAUUTH MPO AKTYyalIbHICTh 1 MOTYXHHUM MOTEHIIa
JIIM s BupimenHs ckiagaux 3agad anroputmizanii [[JI KC y posmopineHHX KpUTHYHUX
cepenoBuiax — MIKM.

CVYIIIBb KC MIKM 3 /I, B iIKMX peaii3oBaHO PO3TISIHYTHH ITiJIXiJl, MAIOTh CYTT€BI IepEeBaru
Haj kiaacuuHuMu SIEM/SOAR — cuctemamu 3a paXyHOK MOKJIMBOCTI aJaITUBHOTO pearyBaHHs Ha
Hu3Ky I1b, mporHosyBanus po3Butky lIb, monenroBanus B3aemuoi kopessuii [1b B MIKM, a Takox
orepaTUBHOTO 1 eheKTUBHOrO (OpMyBaHHS yMpaBIiHHS MOAISIMH O€3MEKH y Takux Mepexkax. Lle
BH3HAa4Ya€ HAYKOBY HOBHU3HY 1 MPAKTUYHY IIHHICTH NOJAIBIIMX JOCIiKEHb mono cunte3y L/ i3
noriko-auHaMivHuM siipoM y KC crinparkoBux MIKM.

Mertoro cTaTTi € OOIpyHTYBaHHS Ta po3poOJieHHs e€()EeKTHBHOrO Miaxoqy a0 cuHresy L]
noriko-guHaMmiyHoi CVYIIIb KC crinbHukoBoi MIKM sk KpuUTHYHOTO 00’€KTa HaIliOHAIbHOI
iH(popMmaniiiHoi 1HppacTpykTypu. OcobnuBy yBary npu 1poMy OyJ/ie aKIIEeHTOBaHO Ha MOOYJI0BI
CHUHEpreTH30BaHo1 apxiTekTypu LI, cTBOpeHHs anroputmy ioro GpyHKIioHyBaHHs Ha ocHOBI JI[IM,
a Takox iHTerpamii [{/] 13 cyyacHumMu minatdopmamMu MOHITOPUHTY ¥ 00pOoOKHU O€3MeKOBUX MOIIHN, a
came:

—  Wazuh;

—  Streamlit;

—  Neo4j;

— AWS IoT Tomo.

[Topsia 3 UM METOI0 TaKOX € JOCIIIKEeHHs €(peKTUBHOCTI 3alpOIIOHOBAHOI MOJIENI B yMOBax
DDoS-cuenapiiB 1 BucokonuHamiyHux Oe3nekoBux mnpoueciB y KC MIKM. lle no3Bonutsb
3a0e3neunTH BUCOKUH piBeHb Oe3rekoBoi Ta pyHkIioHanbHOi cTidikocTi KC, nependauntu po3BUTOK
MOKJIUBHUX 3arpo3 (1 0coOJMBO “HYJILOBOTO JHS), aBTOMATHYHO (POpPMYBaTH CTpaTerii pearyBaHHs
Ta aJalTHUBHE YIPABIiHHSA MOIAMH O€3MEeKH Ta HU3KOI0 IHIIUX PU3UKIB y KPUTUYHHUX yMOBax
(YHKIIOHYBAaHHS Cy4YaCHUX CTUIbHUKOBHX MOOITBHUX 3aC001B 3B S3KY.

OTxe, roJIOBHA METa CTATTI MOJIATAE B TOMY, 11100 3alIpONIOHYBATH HOBI Ta €()EKTUBHI MiIXOAU
no cuntesy LIJI CYIITb KC MIKC, peami3artis sikux 3a0e3neunts Hagiiaui 3axuct KC Big cydacHuX
1 MOXKJIMBUX MailOyTHIX 3arpos.

Buxkiaax ocHoBHOro marepiany aociigskenHsi. [y po3poOJieHHS] TMPUHITMIIOBO HOBUX Ta
edextuBHUX crioco6iB cuaTedy L] CYIIIb i3 Bukopucranusm JIJIM, peamnizaiis sikux 3a0e3MeUnTh
Hamiianii 3axuct KC MIKM Bin icHyrounx 3arpo3 ix Oesmerri, 1, 0COOIUBO, Bij] 3arp03 HYJIHOBOTO
1Hs, Bpaxyemo, 1o MIKM — Haiibinbi ypa3nusa nomix ycix 00’ektiB KII. Cepen ocHOBHUX THTIIB
MOXUIMBUX 1H(OpMaIIHHUX 3arpo3, KOTpi € TeHeparopamu moxAiii Oesmexku KC, HaWOiIbII
KPUTUYHHMHU € TaKi:
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—  IepexoruieHHs Tpadiky;

—  TaymiHHA (IOJaBJICHHS ) PalioKaHATIB IU(PPOBOTO 3B SI3KY;

—  araku, MOoB’si3aHi 13 WKIJUIMBUM IPOTPAMHUM 3a0e311eUeHHSIM;

—  BHyTpimHi 6e3nekosi 3arpozu KC MIKM;

— APT-araku 3 noetanHuM BIUTMBOM Ha cTpykTypy MIKM.

Bxazanum 3arpo3am 6e3nerni KC nputamanHi 03HaKW BUCOKOT JMHAMIYHOCT1, HEOTHO3HAYHOCTI
Ta B3aEMO3AJIC)KHOCTI, III0 YHEMOXJIUBITIOE TX eheKTHBHE 00pOOIICHHS Ta KOMITeH allito Bka3anux [1b
TpagUIIHHAMHU 3aco0aMU. Y 3B 3Ky 3 1M JUTIsl BUPIIICHHS II€] MPoOJIeMH CIIOYaTKy popMalizyeMo
ctpyktypy LIJI CVIIIb. Ilpu mpomy Bpaxyemo, 1mo cTinbHuUKOBIH MIKM mnpuramanHa Hu3Ka
crienn(pivHUX 0COOIUBOCTEH Ta XapaKTEPUCTHK, SKi CYyTTEBO BITMBAIOTh HA BUMOTH 10 cuHTe3y LI/I.
Haii611b111 BaXKJTMBUMU 3 HUX €:

— nauHamiuyHa Ttomosioris MIKM, ska o00’eanye By3nu Mepexi (06a30Bi  craHii,
MapIIpyTU3aTOpH, KOMyTaTOPH TOIIO), K1 IOCTIHHO Ta JHHAMIYHO 3MIHIOIOTH CBOE PO3TaIlyBaHHS
Ta HaBAaHTAXKEHHS 3aJIe)KHO BiJ] reorpadiqHoi CTPYKTypH Ta Bapialliid KUTbKOCTI KOPUCTYBauiB;

—  TeTepOreHHICTh (HEOAHOPITHICTH) MPHUCTPOIB (Pi3HI THUIM TEPMIiHAIIB, MPOTOKOJIB,
crangaptiB (4G, 5G, LTE tomo);

— BHCOKa IIUIBHICTH Tpadiky (0co0IMBO B CHIBHO YypOaHI30BaHMX 30HAX, IO CYTTEBO
YCKJIAJJHIOE MOHITOPHUHT, aHali3, ineHTudikamniro ta onepatusHe pearyBans Ha [1b KC MIKC);

—  KpUTHYHICTH CEpBICiB, fKa IMoyisirae B 3a0e3le4eHHI BHMOT HIOZO0 OOCIyroBYBaHHI
EKCTPEHUX Ta CIeliaIbHUX CIYkO0, MEIMUYHUX 3aKIa/iB, EHEPreTHUYHUX 1 JJOTICTUYHUX 00’ €KTIB.

Ili ocobmuBocTi BuMararoTh Bix LIJ] cripoMOXHOCTI alaiTUBHO Ta ONEPAaTUBHO (HOpMyBaTH
yIpaBJsiioyi peakiii Ha 3MiHy MapaMeTpiB Ta THYYKY IHTerpailito 3 HassBHUMH B cTpyKkTypi CVYIIIb
KC MIKC.

Jns uiei popmanizanii Bumor 1o 1] 3anpononyemo Moieinb BUAY:

DT =(F.,T,4,0). (1)

ne  F — QyHKuioHaIbHI BUMOTH;
T — TexHIYHI BUMOTH;
A — aHaNITUYHI BUMOTH,
O — opraHi3ailiifiHi BUMOTH.
Koxen 13 ux enemMeHTIB 3anpornoHoBaHoi mojeni (1) aeranizyemMo y BUIVISIII MIJIMHOXHH, a
came:

F=(fistfoses )
T=(t,,ty,..051,)
A=(aa,,...,a,);
0=(0,,0,,...,0,).

Peanizanis npoueciB edexruBHoro ympasiinHsa [Ib KC crinenukoBoi MIKM mnepenbauae
BianoBiAHIicTh L] CYIIIB Hu3mi BUMOT, SIKI OXOIUTIOIOTH (DYHKIIOHAJIBHI, TEXHIYHI, aHAIITUYHI Ta
oprasisaiitai acrexkTu. HMoro apxiTexTypa moBHHHA GyTH THYYKOIO, MAacIITaGOBAHOIO, GE3MEYHOI0
Ta BIJAMOBIZATH y TTOBHOMY 00Cs31 MIDKHAPOIHUM O€3MEeKOBUM CTaHJapTaM. BU3HAYMMO 111 BUMOTH,
SK1 CTaHyTh MIATPYHTAM A5 00y 10BH epeKkTHBHOI soriko-auHamiunoi CVYIIIb i3 BukopuctaHHsIM
L. ITpu npomy 1eit BipTyaidbHHUI 00’ €KT Mae 3a0e3MedyBaTu peani3aliio BaXIMBUX (DyHKIIH, SKi
nepeadavyaoTh MOHITOPUHT MOTOYHMX Ta MONEPEAHIX MOl 6e31eKH, peKOHCTPYKIIIO JaHIIOT1B IIUX
MoJ1i Ta 1X JeCTpyKTUBHUX BIUIMBIB Ha poriecu ¢pyHkiionyBanHs KC MIKM, nporuo3zyBaHHs cTaHy
IKM y BiamoBiap Ha yci MOXIMBI IHUMAEGHTH iHopmauiiiHoi Oe3nekn KC, reneparito
YIPaBIIHCHKUM J1{ AJis onepaTUBHOI Ta e)eKTUBHOI MPOTUIIT 3arpo3aM UM YIIPaBISTUUM 3ac00aM.
Bpaxyemo, mo Bumoru o LIJI CYIIIb KC MIKM nepen6auatots:

—  MOXJIMBICTb IHTETpalii 3 TeleMeTpuIHUME 3acobamu, oramu, NetFlow, syslog MIKC;

—  BimoOpaskeHHs aKTyaJlbHOTO (TIOTOYHOT0) cTaHy Tonojiorii MIKM;
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—  (opmamizaiito MoBeAIHKH CUCTEMH 3 BUKOopucTaHHIM JI[IM;

— mnporHo3yBaHHs HachiakiB Bif [1b Ta onepatuBHe popMyBaHHS yIIPaBIiHCHKUX pEaKIliil Ha
IHIUJIEHTH; CYMICHICTB 13 peaibHUMH Oe3rnekoBuMH TuiaTdopmamu cydacHux MIKM tumy SIEM /
SOAR.

Bxazane cBiguuth, mo cuates L[J] CYIIIb KC IKM 3 noriko-auHaMiYHUM SIPOM € CKIIATHOIO
3aauero, sKa OXOIUIIOE TPOEKTYBAHHS apXiTeKTypH, (opMallizalilo CTaHiB, MOJICIIOBAHHS
MepexoIiB 1 IHTErpallito 3 peaJbHUMH 1H(OPMAIIHHO-YIIPABIIHCBKUMHU IUIaT(GOpMaMu CydacHUX
U(PPOBUX MEPEK.

Cunresyemo ¢yskiioHanbHy apxitektypy LI CYIIIb KC IKM. Y nporieci cuHTE3y Bpaxyemo,
IO I alrOpUTMIYHO-IPOTPAMHUI 3aci® € BIpTyaJbHUM aHAIOrOM (i3UYHOI CHCTEMH, SKUU B
peanbHOMY 4aci 3a0e3nevye MOHITOPUHT, aHali3, MPOTHO3YBaHHs Ta yrpasiiHHsa [1b. Apxitekrypa
TAaKOTO JBiHWKA Oyne TIpyHTyBaTHCS Ha 3actocyBanHi JIJIM, mo 3a0e3meunTh MOJETIOBAHHS
muckperHux ctaHiB KC Ta iX mepexoiB mij BIUTMBOM 30BHIIIHIX Ta BHYTPIIIHIX O€3IEKOBUX TOJIIH
ta moxuBuX 1Ib. Po3pobrnena cTpykTypa mporo BipTyaiabHOro ananora ¢izuanoi cucremu — LIJI
CVYIIIb KC MIKM cknagaetbes 3 CHHEPTeTU30BaHUX MOAYJIBHUX MifcucteM (puc. 1).

Ve ~ ~
Moay s 1 iii 6 KC IKM
MIKM > MHA nojaiil 6esnexu
. S I I /
M /M . \ IaTepdeiic \
oAyIbL OAyNE JiOTiKO- i3 SIEM/SOAR
JAAHHX AMHaAMiYHOTO
(arperaTop > Mo/ e /110 BaHHA 4
AAHHX 3 l
TesmeMeTpii
Ta nogig / Moaynb \ __/_ Moayis \
Geamexu) inTepuperanii - dopmyBanun
\Gesnexonoro crany/ \ ynpaBaiHEa /
P I
Hoxnin Mo ge/110BaH Nporuos / OpkecTpaTop \
ae. B *— pearyBaHHa Ha
Gesmexu moAl#H Gesnexu cramy MIKM noAii 6eanexH
\ f NG ‘L /
-
3BOPOTHHMM 3B’ AA30K J
\_

Pucynok 1 — Apxirekrypa LIJ] CYIIIB ynpasnstouoi KC IKM, noOynoBanoi Ha J0TiK0-
JUHAMIYHOMY ITiJIXOTi

PosrnsineMo (QyHKIIOHaNbHE TpPU3HAUEHHS MOMYJIB, SKI BXOASITh B 3alPONOHOBAHY
apXiTeKTypy.

Mooyns cmpyxmypu IKM — BipTyanbHa MOJIEb TOMONOT1T MOOUTEHOT cTibHUKOBOI IKM. Bona
BKJTFOYAE BY3JIM, KaHAJIM, 0a30B1 CTaHII1, KOMyTaTOpH, MapuipyTu3atopu. Peamizyerbcs uepe3 Neo4dj
— rpadoBi 6a3M 1aHUX 1 TOCTIHHO OHOBIIIOETHCS B pealibHOMY 4aci 3a iHdopmali€ero Bij iHTepdeicy
nporpamyBaHHs 3acTocyHKiB API (Application Programming Interface) Ta renemerpuynux 3aco0iB
PO CTaH MEPEXKI.

Mooynb danux — arperye aaHi Bij TeneMeTpudHux 3aco0iB MIKM, nor-gaiinm, Mmepexesi mouii
6esneku, SNMP-3anutu, NetFlow, syslog. 3a0e3neuye HopMaiizallio, CHHXpPOHI3AI[IO Y Yaci Ta
00po6sie nani. [pamroe 3 Bukopucranusm Katka, Fluentd ao OpenTelemetry.

Mooynb 102iK0-0uHaMIUHO20 MOOen08aH s TIPEACTaBIsie cOO00 JIOTiKo-TuHaMivHe siapo L[J]
Ta peanizye JIJIM y BUIIIsI1I KOPTEXY:
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LDM =(S,E,M,T),

e S — MHOxkHHa ctaHiB MIKM;

E — muoxuna I1b;

M — dyukuii monitopunry crany KC,

T — npaBuia nepexoaiB Mix cranamu KC.

Lleit Momysb aHaAi3y€e MOBEAIHKY ITi€1 0OUMCITIOBAILHO-YIIPABIISIIOYOI CHCTEMH Ta BHUSBIISE ii
KPUTHUYHI CTaHU 3 BpaxyBaHHsM Mozemi (1).

Monynb iHTepnpeTanii 6e3neKOBOro CTaHy — IHTEPAaKTUBHUH iHTEepdeic ia BioOpaKeHHS
MOTOYHOTO CTaHy CHCTEMH, PEe3yJIbTaTiB MPOTHO3YBAaHHS Ta PEKOMEHAALIN IIOAO ONEpaTUBHOTO
pearyBaHHSl 3a paxyHOK (opMmyBaHHS Ta peaii3amii ymnpaBisSioyuX BIUIMBIB. Peani3yeThcs 3a
moroMmororo Streamlit, Grafana, Kibana.

Iarepdeiic inTerparii i3 SIEM / SOAR peanizye oneparnBHuii 0OMiH iH(pOpMaLi€0 TPO Moii
6esnekn B MIKM, cHoBilleHHSIMHU Ta KEPYIOUMMH KOMaHAaMu 3 cuctemamu tuity Wazuh, Splunk,
TheHive, OpenCTI. 3a6e3neuye aBocTopoHHiit 06MiH 3 SOC-aHATITUKOIO.

OpkecTpaTop pearyBaHHs Ha MoAii Oe3MeKkr— mijicucTeMa aBTOMaTU3allii pearyBaHHs Ha MOJii,
110 MiITPUMYE CIieHapii rany pearyBanHs Ha [1b, peanizoBaHi y BUrIIsi i JoriaHux aepes. Li toriuni
nepesa aktuBytotbes L[] y 3anexxHoCTi Bix Mojeni BekTopi 3arpo3 KC MIKM.

B3aemoqiss Mik KOMIIOHEHTaMH pealli3yeThCs 4epe3 LIMHY JaHuX 13 miaATpumMkor publish—
subscribe Mozeni- mabmoHy 0OMiHY MOBiTOMIIEHHSIMU Y TiporpamHiit apxiTextypi KC. Takuii miaxin
JI03BOJISIE TMHAMIYHO OHOBITIOBATH MOJIEINb, aJaNTyBaTH ii 10 3MiHu ctaHiB MIKM Ta 3a6e3neuyBatu
MUKTIYHUN MEXaHI3M B JITOPUTMI 00pOOKH Oe3MEeKOBHX TMO/IN, SIKUI MPEICTABICHUNA y BUTIISII:

“Iloxist 6e3neku — AHaini3z — [Iporao3 — YnpasmiHCcbKe pilieHHst — PearyBanus — 3BOpOTHii 3B 30K .

3anponoHOBaHUN AJITOPUTM CKJIAJIA€ThCS 3 HU3KM CHHEPreTU30BaHMX IOCIHIJOBHUX €TaliB.
KosxeH 3 HUX nependayae NocTynoBy (popmanisaiiiro 3 nofanbIioro interpauieto JIJIM B apxitekTypi
LI (puc.1). IliarpyaTsm nmoOyaoBa L] € 3a0e3neuenHs BUMOT 70 peajizallii Horo 3/aTHOCTI 110
camocriitnoro anamizy [Ib, mporHo3yBaHHsl iX HacHiIKiB, 1, OCOOJMBO, ONTHUMI3allll MiATPUMKH
MPUAHATTS pillIeHb y 6€31IeKOBOMY cepeoBHIIl MOOUTBHOI cTinbHUKOBOT MIKM. Anroputm cuHTe3y
BKJIFOYA€ HACTYIIHI eTalu:

Eman 1. Ioenmugbixayia o6'exma moodentosanns.: Ha 1IbOMY €Tall MPOBOAUTHCS BU3HAYEHHS
ckianoBux IKM sk o6’exkra KII Ta BuALIEHHS KIFOUOBUX KOHTPOJIBHMX TOYOK IMOJINA O€3MeKH,
iHpopManiiHuX noTokiB 1 Tunosux IIb.

Eman 2. @opmanizayiss nooditi ma cmanie: nependavyae moOynoBY MHOXHUHHU JUCKPETHHX
cTaHiB S (HampuKJIal: “HOpMaNbHUI”, “3arpo3a BUsBIECHA”, “peaKilis akTUBOBAaHA ), BA3HAYAIOTHCS
MHOXXHUHM N0 £ (IHIMAEHTH, aHOMaJlii, HECAHKIIIOHOBAaHI BTOPTHEHHS), BU3HAYAIOThCS (PYHKIIIT
MOHITOpHHTY M 15 (iKcallii yMOB MEBHUX MO/IiH O€3MEKH 3 TIOIATBIIOI0 (hOpMaTi3aIli€lo y BUTIISI I
JOT1YHUX mpaBuil yu rpadis nepexoaiB 7 mix cranamu KC.

Eman 3. Ilobyoosa JI/IM: mnepenbauae o00’eaHanHs MHOXMH craHiB KC y Kkoprex

LD =(S,E,M,T), nepeBipky Mozem Ha KOHQUIKTHICT, MOBHOTY Ta BiACYTHICTh LHMKITIB 0e3

PO3B’sA3aHHS, a TAKOXK MOJIeNIIOBaHHs TUIOBHX cueHapiiB IIb 1 mepeBipky peakiiii Mojeni Ha 11i moaii
Oesmneku.

Eman 4. Inmeepayia 3 yughposoro ingppacmpyxkmyporo IKM: peanizye KOpemsIlio 3 JpKepeaaMu
tenemerpii (yior-aiimu, mepexeni nonaii, SNMP) ta dopmyroTecs amantepu A Bi3yasizailii,
opkecTparlii pearyBanHs 1 B3aemoii 3 SOC.

Eman 5. Hasuanns L]/]: nepenbavae aganramiro JIIM 10 HOBUX MOXIJIMBHX TOJIIH O€3MEKH 32
pPaxyHOK 3aCTOCYBaHHs METOJIB MAUIMHHOTO HaBUaHHs AJS BUSBICHHS HOBUX CLEHApiiB MOAIN
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0e3MeKH, a TaKoK HaBUaHHS TIpaBUIIaM TepexoiB 7 Ha OCHOBI cTaTUCTUYHUX naHuX mpo i [1b. Ie
HaBYaHHs Ma€ Ha MeTi popMyBaHHs pedaekcuBHOT Moieni moBeainku 11/

AHani3 cuaTe30BaHoro anroputMy LIl cBiguuTs, mo ioro peanizamii B peanpbHux CYIIIb KC
MIKM f103BOJUTH TOCTYIOBO MEPEHTH BiA OMUCYy 00’€kTa 10 (YHKIIOHATBHOI MOJemi 3
MIPOTHO3HUMH, PEAKTUBHUMU Ta JANTHBHAMH MOXKIIUBOCTSIMH YIPABIIIHHS MOMISIMH O€3MeKH, sSKa
MOK€ THYYKO 1HTErpyBaTHCSI B Cy4acCHI KOMILIEKCHI CUCTEMH 3aXUCTY IMX KPUTHYHO Ba)XJIMBHX
u(GPOBUX MEPEXK.

BinmiTimo, mo micns nodyaoBu 1boro BipryansHoro nudposoro 3acody CYIIIb KC MIKM
BOXJIMBUM €TaIlOM € Horo Bepudikarlist Ta Baigamis.

Bpaxyemo, mo Bepudikaiis nepeadadae BHYTPIITHIO KOMIUIEKCHY TEPEBIPKY JIOTIKH POOOTH
MoJeni Ta il CKJIagoBUX KOMIIOHEHTIB, a caMme:

—  TepeBipKy MPaBWIBHOCTI BU3HAYCHHS MHOXHH CTaHiB S, mojiid Oe3neku E Ta mpaBuil
niepexofiB T ;

—  BIJACYTHICTOCTi JIOT1YHUX KOH(QIIIKTIB, HEOJHO3HAYHHUX TMEPexoiB abo 3alUKIECHHS
MOJICHCH;

—  BIONOBIAHOCTI MOJIENI 3a/1aHiil apXiTeKTypl Ta cTpykTypi LIJI.

Banigaris cipsmMoBaHa Ha IepeBipKy MO/IENI B pealbHUX a00 OJIM3bKUX J0 PEaIbHOCTI yMOBax
¢ynkuaionyBanas MIKM.

Bona nepenbauae:

— TecryBaHHs noBeninku LI/ Ha ocHOBI cuieHapiiB atak (Hanpukiaa, DoS, APT, MITM);

—  TIOpPIBHSHHS peakilii MO/l 3 eTAIOHHUMH CIEHapisiMHU pearyBaHHs B peaibHiii SIEM —
cuctemi MIKM;

—  BH3HAYCHHS TOYHOCTI, IIOBHOTHU Ta CBOE€YACHOCTI BUsABIcHHS I1b.

AJropuTM ClEHapio Bajifallii MoJsArae B HaCTYITHOMY:

I'enepyeTbes Mol “aHOMabHE EPEBAHTAXKEHHS KaHAIY 3B°SI3KY .

Mogens ¢ikcye 3MiHy METPUKH Yepe3 arperatop TeaeMeTpii.

JIJIM mepexonuTh y CTaH “‘3arpo3a BUsIBJIeHa .

AKTHUBYETBCS CIIeHApil pearyBaHHs OPKECTPATOPOM i OJI0KyBaHHS TpadikKy.
PesynbTat 30epiraeTscsi Ta BUBOJUTHCS Ha iHTepdeiic Bizyamizaiii.

HpOBez[eHa Bepudikailist 3a0e3neuye CTpyKTypHy y3romxenicts LI, a pesynabTatu Bamigamii
CBiUaTh MPO HOro eeKTUBHICTh Y KOHTEKCTI KOMITCHCAIlli JecTpyKTUBHHX HachiakiB st KC
MIKM vy pa3i nosiBu peanbHux 3arpo3 ii 6e3neni. Cuneprerusaiiis Bepudikailii Ta Bayiaii 103Bosie
MIJIBUIIATH TOBIPY A0 MOJENI Ta 3a0€3MeUnTH 11 MPUAATHICTH I peajtizallii MpoIeciB IHTerpalii B
peanbHe cepenosuiie — cydacHi MIKM (tabm.1).

Jns miarBepmkeHHs npare3aatHocTi cuate3oBanoro [/ CYIIIb KC IKM 6yno peanizoBaHo
eKCIIEpUMEHTAJIbHY MOJIEb Y BIPTYaJIbHOMY CEPEOBHIIL.

Sk tectoBuil cuenapiii oOpaHo ymoBHy DDoS-ataky Ha KC, sikuii € By3n0oM ympaBiliHHS
MIKM.

Bubpano Taki iHCTpyMeHTaJbHI cepefoBula peatizanii [8]-[10]:

N N

— Streamlit — cepemoBuIlle MOJETIOBAaHHS BUKOPUCTAHO Il MOOyAOBH 1HTepdelcy
B3aeMoii Ta Bizyamizaiii mporeciB LI/];

— Python — cepenoBuiie MoaentoBaHHS BUKOPUCTAHO JJISl peaii3alis JIOriKo-IUHAMIYHOTO
sJipa Ta aNropuTMiB aHanizy noaii 6esnexku B KC MIKM;

— Neo4j — rpadoBa 6a3a 3acTocoBaHa Jyisl MOJIETIOBaHHA Bapiatiil crpykrypu MIKM Ta ii
MO>KJIMBUX CTaHIB;
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—~ MOQTT -

Cepe/IOBUINE MOJICTIOBAaHHA BHKOPHCTAHO [UIs TEHEpYBaHHS IOTOKIB

iHpOopMaLiifHUX JAaHUX 13 TEIEMETPUIHUX 3aC00iB;
— Wazuh — cepenoBulille MOIENIIOBaHHS BHKOPHCTAaHO SIK JDKEPENO JUIsl TeHepyBaHHS
PEATBHUX JIOTiB Ta MOKJIMBUX MOMAI O€3MeKH.

Tabmuus 1 — IHTerpanis nudposoro aBiiiHMKa 3 peasibHuM cepenosuiiem MIKM

CTaHiB MoOJel

if MoenmroBanHs

Kommonent / 3aBranus / OCoGIMBOCTL iHTerPALL [Ipuxman
matgopma (dbyHKIIT pal peanizanii B MIKM
MoHiTopuHT BukopucranHs areHris, Bussnennsa DDoS,
Wazuh (SIEM) rnoniit 6e3nexu Ta | REST API, minkimrodeHHs 10 MITM, iHIUACHTIB Y
noriB By3niB [IKM MeHekepa Wazuh 0a30BUX CTAHIIISAX
InTepakTBHA Beo6-inTepdeiic, I'pad mepexoniB craHiB
Streamlit Bi3yaJizallis BiIOOpa’keHHs CTaHiB, what- MoJIeNl y peaJbHOMY

Jacl

36ip renemerplii,

MQTT, Lambda-dynkuii,

Amnanis
HepeBaHTa)KeHH?I

AWS IoT Core H1IKIFOYCHHS Amazon Timestream mis . .
- . . KaHaJiB, 30epiraHHs
npuctpoiB y IKM | ananizy Ta 36epiranus [1b .
4acOBUX PsIiB
Bpokepu [epenaua momiii 3abe3neueHHs publish— Teng;(;TaliaKjHoi
MOB1IOMJICHb y pealbHOMY subscribe noriku, " cbopMau%'):; —_—
(Kafka, MQTT) gaci go LI/] Oydepuzartis noaii 6e3nexu IKM 110 Moayns LDM
. - - [TinTprmka oOMiHy Ta ABTOMaTHYHE
MexanizmMu IminiroBanHsa a1 S
. . peaiizaltisi cieHapiis OJOKyBaHHS
pearyBatui Y BIATOBULb Ha pearyBaHHS Ha MOAIT Tpadiky
(SOAR/Playbook) | peanbHy 3arposy Fo— npu DDoS

VY xoni excriepumenty LI ¢ikcyBaB migo3piie HaBaHTaXEHHS, 10 HAIXOIUIIO 3 MEBHOTO
cerMeHTa Mepexi. byno cdopmoBaHO Moit0 “aHOMaisl IEPEBUIICHHS HABAaHTa)XEHHS Ha Tpadik”,
sKa 1HilioBaja mepexiJ A0 CTaHy “3arpo3a BHsBIeHa . Moienb akTUBYBaa ClieHapiil pearyBaHHs,
KU TOJIAraB y TUM4YacOBOMY 130JII0BIOHHI Tpadiky, nepeHanpasieHHs joriB 1o SIEM. ITig gac

TECTYBaHHsI OTPUMAHO HACTYMHI pe3ynbTatu (pyHKIioHyBaHHs L] (Tabm. 2).

Tabmuis 2 — Pesynbpratul TectyBanss L/] mix yac cuenapito peanabHOi nmoaiit 6e3nexku

3HavYCHHS Orinka KomenTapi
[Tapamerpu . .
napameTpiB €(hEeKTUBHOCTI €KCIIEPUMEHTY
Cepenniii yac .
pel Bucoxka B Mexax uimpoBoro
BUSIBJICHHS 10 3 cek. .
IIBUJIKICTh nopory (<5 cek.)
3arpos3u
Kinpkictsb XMOHOMO3UTHUBHUX Jomyctumuii
XHOHUX 1 13 20 momiit CIpaLOBaHb piBEHb
CIIpAItOBaHb — 10 5% st SIEM-knacy
HasanraxxeHHs Cepenne IlixoBe —
45-60% p 17 9ac o0poOKu
Ha TPoIIecop HaBAHTAKCHHSI
CKJIaJIHUX CIIEHapiiB
OHOBNIEHHSA 3 HOBHX IIpaBuUja . .
. AJlaniTUBHICTH 30epesxeHo 10 rpadoBoi
MIPaBHII T (Ipu aBTOMaTUIHOMY .
. MATBEPIKEHO 6a3u nanux — macuBy [1b
4ac aTaku OHOBJICHHI)

353




P-ISSN 2411-1031. Information Technology and Security. July-December 2025. Vol. 13. Iss. 2 (25)

BucHoBkH. VY pe3yibTari MPOBEACHOTO JOCTIKEHHS OyJI0 peanai3oBaHO OJUH 3 MOXIJIMBHX
nigxoaiB A0 mooyaosu LIJI MIKM, miarpyHTSM SIKOTO € JIOT1KO-TUHaMIYHE MOJICITFOBaHHI MPOIIECIB
ynpasmiaas [1b.

CunTte3oBana apxitektypa LJ] 3a0e3neuye cTpykTypoBaHy cuHepreTusaunito By3inis MIKM,
I1b, craniB KC i crienapiiB pearyBaHHs a MOXKJIMBI IHIMJCHTH iHPOpMALIHHOT Oe3MeKH.

3anponoHOBaHM AITOPUTM CHHTE3y MOJENI JO3BOJISIE TOCTIIOBHO peali3yBaTH KIIOYOBI
eTany 1mooy/10B1 UG POBOTO MPEICTABICHHS CUCTEMH, BKITFOYAIOUH (popMati3aiiro MOXIMBUX TOIiH
Oe3meku, a Takox ix cykynHicTh — IIb, moOynoBy JOriYHMX MepexofiB 1 iHTerpaliro B peanbHi
cepenosuia MIKM.

Oco0nuBY yBary mpHIUICHO NMPAKTHYHUM acriektam inTterpamii 11/l 3 Bimomumm 3acobamm
3a0e3neyeHHs 0e3MeKu:

—  Wazuh;

- WS IoT;

Streamlit;

—  Neo4j.

[IpoBenene TecTyBaHHA y BipTyanbHOMY cepenoBuin IKM mokazano 31aTHiCTs CHHTE30BaHOTO
L no:

— mBHAKOl imeHTHdikamii 3arpo3 (YacoBi mapaMeTpH peakiii MpU LbOMY CKIIAJal0Th
nopsiaka 3 c.);

—  MiHIMI3amii XUOHHUX CTPAIIOBaHb (KUTbKICTh CIIPAIIOBAHb CKIaae ~ 5% );

—  JIMHaMIYHOT'O OHOBJICHHS PEAKIIHHO]1 JIOT1KH;

—  THYYKOI Bi3yasi3alii IOTOYHOTO CTaHy i cueHapiiB “what-if”, siki opMyBany rimoTeTuyHi
CHUTYallli 3 METOIO OLIHKH MMOTEHIIMHUX HACJ1JKIB KOHKPETHUX MO1H Oe3MeKy, 3MiH B IPUUHSTTI Ta
peastizaliii yrpaBiliHCbKUX PIIIE€Hb.

OTtpumaHni pe3ynpTaTd CBiAYaTh MPO €()EKTUBHICTH JIOTIKO-IAMHAMIYHOTO MOJICIIOBAHHS [0
ynpaninHs nogismu 6e3nexku y KC MIKC ta gouinsHicTh 3actocyBanns LI/ anst miaBuiieHHS piBHS
CUTyalllHOI OOI3HAHOCTI, aJalNTHUBHOCTI Ta PEAKTUBHOCTI B TIJIOOAJHLHOMY YIPABIIHHSI TaKUMH
1H(pOopMaLIHHO-KOMYHIKallIHHMU KpUTHYHUMU 1HQpacTpykTypamu sik MIKM.
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IYEVGEN SAMBORSKYT

MANAGEMENT OF INFORMATION AND SECURITY EVENTS OF A MOBILE
CELLULAR NETWORK USING A DIGITAL TWIN

The article focuses on the consideration of currently existing approaches to effectively ensure
the information security of modern and promising mobile means of digital communication. It is noted
that the modern mobile information and communication cellular network is one of the most important
and at the same time vulnerable objects of the critical information infrastructure of the state. This
network serves a significant number of users, who, as a rule, make decisions for the organization of
effective state management, and also provides digital communication to a number of other
subscribers, from the general population to all departmental corporate structures. That is why this
critical network acts as a priority object in the context of the organization of effective management
of its information security events.

To organize the reliable functioning of this important critical information object, a new
approach to the synthesis of algorithmic support of the digital twin of the information and event
management system of computer systems of the cellular mobile information and communication
network has been proposed.The proposed synthesis is based on the logical and dynamic modeling of
the currently existing wide range of security events in modern control systems of information and
communication networks, attack scenarios and response mechanisms to these information security
incidents due to the formation of appropriate effective control influences on the processes of
compensation for their destructive consequences. The architecture of the digital twin, the algorithm
for its synthesis are considered, as well as possible approaches for the implementation of the
integration of this virtual object with such platforms as Wazuh, Streamlit, Neo4j, AWS IoT are
proposed. Verification and testing are carried out on the example of a scenario of a typical DDoS
attack, the results of the implementation of the algorithm for the synthesis of a digital twin are
presented. The effectiveness of the model in adapting to intensive variations in the security
environment of the computer system of the cellular mobile digital network is shown.

It is noted that the proposed architecture of the digital twin due to the implementation of the
appropriate algorithmic and software product will provide cyberization of information and
communication network nodes, security events, computer system states in the implementation of
security management and response scenarios to the vast majority of all possible information security
incidents. It is concluded that the proposed synthesis algorithm allows sequentially implementing the
key stages of building a digital twin for the virtual representation of a digital communication system,
including the formalization of security events, the construction of logical transitions in computer
systems and integration into real structures of the information and communication network.

Keywords: digital twin, control system, information security, synthesis, logical-dynamic
model, mobile network, Wazuh.
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