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BOJIOAMMUP AXPAMOBNY
BAJIUM AXPAMOBHNY

METO/ PO3PAXYHKY MOKJ/IMBOCTI NOsAABU ATAK B MEPEKI MANET B
YMOBAX HEBU3HAYEHOCTI

AnoTtanisi. OIUH 13 HAUBAXIHMBIIIUX BUKIUKIB I CyYacHUX 1H(POPMAIIMHUX TEXHOJIOTIH
MOJISiTa€ 'y 3JaTHOCTI CHUCTEM TMPHUMMAaTH palioOHaNbHI Ta aJanTHBHI pIlIEHHS B YyMOBax
HeBU3Ha4eHOCTI. JIfoMuHa 1HTYITHBHO CIPABISETHCS 3 HEMOBHOK, CYNEPEWIMBOIO a00 PO3MHUTOIO
iH(pOopMalIiero — 1 came IS 3aTHICTh CTajia HKEPEIIOM HATXHEHHS ISl TOOYI0BU 1HTEIEKTyIbHUX
Mozeneil. Choro/iHi 3aBJaHHsIM HayKH € CTBOPSHHSI aITOPUTMIB 1 MOZIEIIEH, 1110 3/1aTH1 IMITyBaTH TaKy
KOTHITMBHY THYYKICTh Ta pealli3oByBaTH ii y KiOepmpocTopi, 30KpeMa B CHCTeMax MiATPUMKHU
MPUAHATTS PillICHb 1 B cUcTeMax iHGOopMariitHo1 6e3neKH.

VY konTekcTi MoOUTbHHX aarok-mepexk (MANET), siki (yHKIIOHYIOTh B YMOBaxX BHCOKOi
JTUHAMIYHOCTI, HECTaOIIBbHOCTI 3B’S3Ky Ta OOMEKEHUX pPECypcCiB, HAJA3BHYANHO aKTyallbHUM €
MUTAHHS CBOEYACHOTO BUSBIICHHS MOTCHIIHHUX aTaK Ta OI[IHIOBAHHS PiBHS 3aXUIIEHOCTI CUCTEMH.
Opniero 3 ocobnuBocteit MANET € BincyTHicTh (ikcoBaHOT 1H(PPACTPYKTYypH, IO 3HAYHO
YCKJIQJIHIOE 3aCTOCYBaHHS TPAIUIIITHUX METOIB Oe3meKku. Y TakuxX yMoBax €(pEeKTUBHUN 3aXHCT
iH(popMalii moTpedye HOBUX METOOJIOTIH, 3JaTHUX MPAIOBATH 32 YMOB HEBU3HAUEHOCTI.

VY crarTi 3anmpOnoOHOBaHO METOJI OI[iHIOBAaHHs HMOBipHOCTI BUHUKHEHHS atak Yy MANET, mo
0a3yeThbcs Ha araparti He4iTKoi JIoriku. MeTo ] BKiltouae noOya0By KOPTEKY HEUITKMX MHOXKHH, SIKUN
OINMCYE OCHOBHI MapaMeTpU Mepexi (Bpa3iMBOCTI BY3JiB, PIBEHb JOBIPH, MMOBEAIHKOBI aHOMAaTil
TOIIO0), MOJENIOBAHHS PHU3UKIB 3 YypaxyBaHHSIM €KCHEPTHUX OI[IHOK, BHU3HAueHHs (QYHKIIN
HAJIEXKHOCTI Ta arperyBaHHs pe3yJbTaTiB JUIs OTPUMAaHHS 1HTErPaIbHOTO MOKAa3HUKA 3aXUIIEHOCTI.
Jlns mpesicTaBieHHS HEYITKUX MapaMmeTpiB 3acTOCOBAHO TPUKYTHI Ta TpamelienomiOHi (yHKIii
HaJIeKHOCTI. Pe3ynbTaTu po3paxyHKiB MOJAHO Y BUIJISAL IpadiuyHUX 3aJ€KHOCTEH, 1110 J03BOJIE
HAOYHO IHTEPIPETYBATH CTYMIHb PU3HUKY Ta BIEBHEHICTh B OLIIHIII.

3anpornoHOBaHU MiJIX1/1 AO3BOJISE OLIHIOBATH CTYIIHb BPa3IMBOCTI MOOLIBHOI MEPEXkKi HaBITh
3a HasBHOCTI HEMOBHOI a00 HedwiTkoi iH(opmarii mpo ii craH Ta 3arpo3u. Meroauka Moxke OyTH
BUKOPUCTaHa JUIsl TOOYJIOBU aJallTUBHUX CUCTEM BUSBJICHHS BTOPTHEHb 1 MIATPUMKU NPUHHATTA
pilIeHb B yMOBaxX OOMEXEHHUX JaHUX.

Kurouosi cioBa: MANET, indopmarriiina 0e3neka, HeUITKI MHOXHHH, HMOBIPHICTh aTakKH,
MOJICITIOBaHHS, (DYHKIIIT HAEKHOCTI, KOPTEXK, PU3HK, TANITUBHUIN 3aXUCT.

ITocTanoBka npodJieMH y 3arajJibHOMY BHUIJISIAI Ta il 3B’SI30K i3 BAXKJIMBUMH HAYKOBHMH
a00 MPaKTUYHMMH 3aBAAHHAMHU. Y CydyacHOMY LIU(POBOMY CepepOBUILl, Jie MOOUTbHI TEXHOJOT1]
Ta 6€3/]pOTOBI KOMYHIKAIlii aKTUBHO IMPOHUKAIOTH Y BC1 cpepu AisNIbHOCTI, 3a0€3MeUeHHs Ha{IHOTO
3axucTy iHQopmalii B MoOuUIbHUX aarok-mepexax (MANET) € kpUTHUHO BakKJIMBUM 3aBIAHHSIM.
Oco6muBocti MANET — neuenTtpaiizoBaHuil XapakTep, IMHaMIYHa TOMOJIOTris, 0OMeXeH1 pecypcu
BY3JIiB Ta HECTaOLIbHI KaHAU 3B 3Ky — POOJATH Il MEepeXi BPa3IMBUMHU JI0 IIUPOKOTO CIEKTPY
Ki0ep3arpo3, BKIIOYHO 3 aTaKaM¥ MapIIpyTU3allii, iIMIHOIO By3JIiB, IEPEXOIUICHHAM TpadiKy TOLIO.

[loneHHe 3pocTaHHs CKJIAIHOCTI aTak, ix BaplaTHUBHICTH 1 HemepeadauyBaHICTh CTBOPIOIOTH
YMOBH CYTTEBOi HEBU3HAUEHOCT] IIPU aHaTI31 PU3MKIB 1 MPUUHATTI pimieHs moao 3axucty MANET.
Ile morpebye HOBUX METOMIB, SIKI MOXXYTh BPaxOBYBaTH HEOJIHO3HAYHICTHh BXIJTHOI 1H(OpMAIii,
BIJICYTHICTh TTOBHUX JIaHUX ITPO TTOBEAIHKY BY3JIiB Ta 3arp03, a TAKOX 37aTHICTh MEPEXI 10 MIBHAKOT
camoopranizaiii Ta ajanrarii.

© B. Axpomosuy, B. Axpomosuy, 2025
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Ominka ¥moBipHOCTI BUHUKHEHHS arak y MANET B ymoBax HEBHU3HAU€HOCTI € HE JIHILE
CKJIaJHUM TEXHIYHUM 3aBJAHHSM, a ¥ BaKJIMBOIO CKJIAJJOBOK HAI[IOHAIBbHOI Ta KOPIOPATHBHOI
ki6epOesnexu. [i BupileHns BUMarae BIpoOBaKEHHs iHTETEKTyalbHUX MiJXO/iB — TAKUX AK HEUiTKA
JIOTiKa, MOJIEJIi HEYITKO1 arperariii, oliHKa JOBIpH JI0 BY3JIiB TOIIIO.

Takum urHOM, po3poOKa eheKTHBHUX MOjeNei 1 MeTodiB omiHoBaHHs 3arpo3 y MANET B
YMOBaXx HEIOBHOI, HEYITKOI a00 cynepewInBoi iHhopMaIlii € OJHUM 13 KIIIOUOBUX HAYKOBHUX 3aBJIaHb
cydacHocTi. BoHa Mae BelHMKe NpakTHYHE 3HAYCHHS JUIA MIABHILEHHS CTIHKOCTI KPUTUYHHX
1HOPACTPYKTYp, BIHCBKOBHUX CHCTEM, aBapiiHOIO 3B’A3Ky Ta AaBTOHOMHHMX MEpEX B YMOBax
HaJ3BUYAHUX CUTYAaIiH.

AHaJIi3 ocTaHHIX T0CTiAKeHb i myOJikaniii. Y ctarTi [1] mpoBeAeHO MTOCHTIIKEHHS CUCTEMHU
3aXHILIEHOCTI KOM I0Tepa HOTo CKJIQJI0BUX B yMOBaX HEeBH3Hau€HOCTI. [ IbOTO CKIIaIeHO: KOPTEK
HEYITKUX MHOXHH 13 CKJIaJIOBUX KOM IOTEpa; MPOBEAECHO HOro MOJAEIIOBAHHSI; PO3paxoBaHi piBHI
PHU3UKIB; pIBHI 3aXMIIEHOCTI KOM'IOTEpa, arperaiisi pe3yibTariB, (yHKUIi HanmexHocTi. Jlns
o0paxyHKiB MapaMmeTpiB, BUKOPUCTaHI METOJM Tpamelii Ta TPUKYTHUKA. Po3paxyHKuU 1L1IOCTpoBaHi
rpadiYHIM MaTepiaoM.

[ligxin, peanmizoBaHUN y CTaTTi, AO3BOJSE Bi3yali3yBaTH CTYMiHb BIEBHEHOCTI €KCIepTa B
HAJICKHOCTI 3HaYCHB /10 00paHOr0 MPUWHATHOTO MOKa3HHUKA 3aXUCTY iH(pOpMaIlii B KOMIT I0Tepi Ta
B1J100pa3uTH 1110 BIEBHEHICTH 32 JOMOMOT0I0 IpadikiB 1 BIAMOBIAHUX PO3PaXyHKIB. 3alIpOIIOHOBAHHIMA
METOJ PO3PaxyHKy IOKa3HHKA 3aXHCTy BKIIOYA€ MPOIEIypH BU3HAUEHHS IIHOTO MOKAa3HHKA 3
BUKOPUCTAHHSM TPUKYTHHUX 1 TpaneuienoaiOHuX MOKa3HHUKIB, sIK1 BIOOpaXaroTh BILTUB CKJIAJJOBHX
KOMIT FOTEpA.

VY crarti [2] BiAMIYAETHCS, 10 OJIMH 3 aKTyallbHUX HAIPSIMKIB, IO PO3BUBAIOTHCS B 00JIACTI
iHpopmamiiiHoi Oe3neku, MOB's3aHWKA 3 BUKOpUCTaHHSAM Honeypots (BipTyasJlbHUX TNPUMAaHOK,
OHJIAaMiH-TIACTOK), a BHUOIp KpuTepiiB AJs BU3HA4YeHHS HaiOunpm edextuBHUX Honeypot 1 ix
MOJANBIIOI KiIacuQikalii € akTyaJlbHUM 3aBIaHHAM. lIpeacraBieHi OCHOBHI HPOMYKTH, B SKHX
pearizoBaHi TEXHOJIOTIi BipTyaibHOI NpUMaHKU. BOHM 4acTO BUKOPHCTOBYIOTHCS AJISi BUBYECHHS
MOBEAIHKH, MIIXOJIB 1 METOAIB, SIKI BHUKOPUCTOBYE CTOPOHHS CTOpOHAa [UIsl OTPUMaHHS
HECAHKIIIOHOBAHOTO JIOCTYIy 1O pecypciB iHpopmaniiiHoi cuctemu. OHIaWH-XyKH MOXKYTb
IMITYyBaTH OyJlb-SIKMI pecypc, ajle 4acTillle BOHU BUIVISJIAIOTh SIK CIIPaB)XHI MPOJAKIIH-CEPBEPH Ta
poGoui cranuii. Bimomuit psan nocuTh e€(PEeKTHBHUX pPO3pOOOK, SIKI BUKOPUCTOBYIOTBHCS JUIS
BUpIIICHHS 3aB/aHb BUSBIEHHS aTak Ha pecypcu 1H(OPMaliiHOT CUCTEMH, B OCHOBI SIKUX JIEKUTh
arnapar He4iTKMX MHOXXHMH. BoHu mokasanu e(eKkTUBHICTh BIJIOBITHOTO MaTeMaTHYHOIO amapary,
BUKOPHUCTAHHS SKOTO, HAPUKJIAJ, JUIs opmainizaii maxony 10 (GopmyBaHHS HAOOPY €TaJIOHHHUX
3Ha4eHb, 1110 JO3BOJIMTH MOJIMIIUTH MIPOLeC BU3HAYEeHHs HaiOu1bl eexTuBHUX Honeypots.

VY crarti [3] po3risaaeTscs OIMH 13 HOBUX Ta MNEPCHEKTUBHUX MIAXOJMIB O BHUPILICHHS
npobJaemMH OLiHIOBaHHs KibepOesnekn Ha 00'€eKTax KPUTUYHOI 1HPACTPYKTYPH 3 BUKOPUCTAHHAM
Teopii HEUITKUX MHOKHH, HaNpUKJIad, JJis OLIHKU pU3HKIB 1H(GopMaliiiHoi Oe3neku. Ha npakruii
TPAIUISIIOTbCA  CUTYyallli, KOJM Ha pO3PaXyHOK KIHIEBUX pe3yJbTaTiB 1CTOTHO BIUIMBAIOTh
HEBIJMOBIAHOCTI BHCHOBKIB a00 MOMWIKHM ekcrnepTiB. Tomy, mo0 MiHIMI3yBaTH Taki MOXHUOKH,
MIPONOHYETHCS METOIU (pa3HpyBaHHS IHTEPBAIIB HIITXOM IIEPETBOPEHHS iX Y HEUITKI YHCIa.

Y crarri [4] 1ns  MonentoBaHHS pU3MKY 1HGopManiiiHOi Oe3meKu MiANpPUEMCTBA
3aMpoIOHOBAHO HEUITKI MOJIENI HAJaBaTH y BUTIIAI HEUITKUX Mepek. Moenb MICTUTh 6a3u MpaBul
1 103BOJIsIE TPOBOAMTH JIIHTBICTUYHHUI aHali3 PU3MKIB, sIKI HECYTh MOTEHI[IIHI 3arpo3u 1 30MTOK
opranizanii. BukopucToByBaHHi B METOAMIII MEXaHI3M OTPUMAaHHS OI[IHOK PH3UKY Ha OCHOBI
HEYITKOI JIOTIKH JIO3BOJII€E OTPUMATH UYMCENbHE 3HAUEHHS PU3HMKY, JIHIBICTUYHUI OINUC CTYIEHS
PHU3HUKY, @ TAKOXK PIBEHb BIIEBHEHOCT1 €KCIIepTa y BUHUKHEHHI PU3UKOBOT MO,

Mouorpadis [5] npucBsideHa TEOPETUKO-METOJOIOTIYHUM 1 MPAKTUYHUM aclieKTaM po3poOKu
METO/IB 1IeHTU(IKaIi] aHOMAJIbHUX CTaHIB Ta METOJI0JIOT11 TOOY/T0OBU CUCTEM BUSBIICHHS BTOPTHEHb.
VY po6oTi npoBeeHo aHali3 3aco01B BUABIIEHHS 3710BKMBaHb Ta aHOMaJIii. 3HAUHY yBary NpuIiIeHO
¢dopmanizanii mpouecy CTBOPEHHS mMi-BUMIPHUX NapaMETPUYHUX, AaTaKylUWX, eTaJOHHUX,
MMOTOYHUX Ta JCTEKIIWHUX cepefoBull. lle € miarpyHTsSIM 1 CTBOPEHHS 3ac00iB, SIKI JO3BOJISTH
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aBTOMAaTH3yBaTH IMPOLEC JETEKTyBaHHA B ciIa00(QOpMaIi3oBaHOMY HEYITKO BU3HAUEHOMY
Cepe/IOBUIL aHOMAJIbHMH CTaH, L0 MOPOJUKYEThbCA KiOepaTakaMu, Yy 3aJaHMH IPOMDKOK yacy
[UISXOM KOHTPOJIO MOTOYHOTO CTaHy MHOXXMHU BU3HAUYEHUX MapaMeTpiB. Taki 3aco0M MOXYTh
BUKOPHUCTOBYBATHCS aBTOHOMHO a0o0, SIK pO3IIMpPIOBaY (PyHKIIOHAIBHUX MOMJIMBOCTEH CydacHHX
CHCTEM BHSIBJICHHS BTOPTHEHb.

Monorpadist [6] npucBiYeHa TEOPETUKO-METOJOJOIIYHUM 1 TNPAKTUYHUM acCHeKTam
OILIIHIOBAaHHS PU3WKIB iH(OpMaliifHOi Oe3mekn. Y poOOTI MPOBEACHO aHali3 0a30BUX TOHSATH,
METO/1B, MOJIEJICH, 3aC001B Ta M>KHAPOAHUX HOPMATUBHUX JOKYMEHTIB, IIOB'sI3aHUX 3 OI[IHIOBAHHSM
1 ynpaBiIiHHAM pU3MKaMU. 3HAUHY yBary IpUAUICHO pO3POOJICHHIO METOAIB MOAUGIKALl TOPSIIKY
JIHTBICTMYHOI 3MIHHOT TIPH MEPEBU3HAYCHHI €TAJIOHIB NapaMeTPiB, a TAKOX OI[IHIOBAHHS PU3HKIB
0e3neKku pecypciB iHPOpPMAIIITHIX cHCTEM B peaabHOMY 4aci 3 BukopuctanHsM CVSS meTpuk, ski
MICTATbCA y BIAKPUTUX 0a3aX JaHUX ypa3iauBOCTEeH. JlOKIagHO pO3IIIsSHYTI MUTaHHS MPAKTUYHOIO
OLIIHIOBAHHS PU3MKIB 0€3 3alydeHHS eKCIEPTiB BIAMOBIAHOI MPEAMETHOI Talxy3i MpHU HEYITKHUX 1
JIETEepMIHOBAaHMX yMOBax OILIIHIOBaHHS 3 BHUKOPUCTAaHHSIM TMapaMeTpiB, fAKI MOXYTb OyTu
MPEJCTaBICH] SIK B YMCIOBIH, Tak 1 JIHTBICTHYHIN (GopMi 3 ypaxyBaHHSM NeEpioay yacy, rarysi
MIPOMHUCIIOBOCT1, EKOHOMIYHO1 Ta YIPaBIIHCHKOI CHEU(IKU MiAIPUEMCTBA.

B crarri [7] Bim3HAYa€THCS, IO OJHUM 3 METOIIB OILIHKH PU3UKIB iH()OpMAIIifHOT Oe3reKn €
oOrpyHToBaHuii BuOIp 1 3ailicHeHHs npoTuaii 3arpo3am. CuryatuBHa HediTka moaenb OWA
OaratokpurepiagbHa. Bupimenss nmpodiemu BHOOPY 3aX0iB MPOTUIIl 3HIKEHHIO 1H(opMaIiitHOT
0e31eKH IPOMOHYIOTHCS PU3UKHU. 3alpOIIOHOBAaHA MOJIEIIb 1a€ MOKIIMBICTh MOAM]DIKYBATH MOB'I3aH1
Baru KpUTepiiB Ha OCHOBI iH(popMamiifHOi eHTpomii moao cutyanii arperamii. [lepeBaroro monens
MOJIATa€ B TOCTIHHOMY BJIOCKOHAQJICHHI BaroBUX Koe(illi€HTIB KPHUTEpIiB 1 arperarii eKCHepTiB.
JYMKH B 3JIEKHOCTI BiJl TapaMeTpa, M0 XapaKTepPU3y€e CUTYAIIIF0 arperariii.

B poGori [8] mocnimxyeTbcss moeaHanHs OmiHKY pu3uky (RA) 1 newitkoi noriku (FL), ne:
“OmiHKa pU3MKY — II€ 3araJibHUi nporiec ineHTudikamii, aHaizy Ta OUiHKY PU3UKY. [neHTudikaris
PHU3UKY BKJIIOYAE PO3YMIHHS JKEpen pU3UKy, chep BIUIUBY, MOJINH Ta iX NPUYMHU Ta MOXIIUBI
HacIiaKu. MeTa rossirae B TOMy, 00 CTBOPUTH BUYEPITHHIA MEPETIK PU3HKIB, BKIIOYAIOUN PH3HUKH,
Kl MOXYTh OyTH TOB’s3aHI 3 BTPAa4€HHMH MOXIIMBOCTSAMH, 1 PU3MKH, MOB’S3aHI 3 NPAMHUMHU
KOHTpOJb opranizamii. KoMIuIeKCHUI OTJIsi 103BOJISIE TTOBHICTIO PO3TJISTHYTH TOTEHINiall BIUIMB
pPU3UKY Ha oprasizamio”. “... HediTKy JOriky MoOKHa po3risaatu sk crpoOy dopmanizamii /
MexaHi3alii ABoX HeaOusIKUX JT0AChKUX 3a10H0cTel. [lo-nepie, 31aTHICTh pO3MOBIISITH, MIPKYBaTH
Ta BUCJIOBJIIOBATHUCS PIIIEHHS B CEpeIOBUILI HETOYHOCTI, HEBU3HAYEHOCTI, HETOBHOTH 1H(opMallii,
cynepewinBa iH(OpMaIlis, YaCTKOBICTh ICTUHHM Ta YaCTKOBICTb MOXJIMBOCTI — KOPOTIIE KaXKy4H,
cepe/loBHILE HeIOCKOHaNol iHpopmalii. A mo-apyre, MOXJIMBICTh BUKOHYBaTH PI3HOMAHITHI il
(G13MYHUX 1 PO3YMOBHX 3aBJaHb 0€3 Oy/b-sKUX BUMIPIOBaHb 1 Oyb-sIKUX 00uucieHb”. MoTuBanis
s noeaHanHs RA 1 FL BuHukae uepe3 Te, mo RA dacTo 3aBaxaroTh JlaHI OOMEXEHHs Ta
HEOJIHO3HAYHOCTI, TakKl K HEMOBHI a00 HEJOCTOBIPHI JaHl Ta cy0’eKTHBHa 1H(OpMaIllis 3aBASKU
OTIOpi Ha JIIOACH-EKCIEePTIB Ta iX mepeaady JiHrBICTUYHUX 3MiHHUX. OCKUIBKH OyJI0 MMOKa3aHo, 110
Mozen € epEeKTMBHUMHU IHCTPyMEHTAaMH 3a TaKuX OOCTaBWH, 3/IA€ThCA MPUPOIHUM JOCTIAUTH
3acrocyBanHsa RA FL. 3ayBaxxumo, mo FL ineansHo migxoauTh Ui KUTbKICHOT OIIHKY OTepariitHix
1 CTpaTEeriyHuX PU3HKIB.

VY crarti [9] po3pobneHo miAXia Ha OCHOBI aHalizy o0onoHok naHux (DEA) mist BupieHHs
MOSPP 3 neuitkumu napamerpamu (FMOSPP) nis BpaxyBaHHS peaqbHUX CUTYaIlll, KOJIU BX1AHI—
BUXI1/IHI JaHi BKJIIOYAIOTh HEBU3HAYCHICTh TPUKYTHOI (popmu uneHcTBa. Lleii miaxia 10 BCTaHOBICHHS
3B's13ky Mibxk MOSPP 1 DEA € 6151b111 THYYKHUM AJ1s1 peaibHOT0 IPAKTHYHOTO 3aCTOCYBAaHHS. Y 3B'SI3KY
3 uuM koxkHa nyra B FMOSPP posrisigaeTses sk OJUHULS TPUHHATTSA PillieHb 3 0€31144I0 HEUITKHX
BXOIB 1 BUXOAIB. [I0TiM OTpUMYIOTH J1BI HEUITKI OIIHKHA €()EKTUBHOCTI, IO BIAMOBIAAIOTh KOXKHIN
my3i. L{i HewiTKi OouiHKK ePEeKTUBHOCTI 00'€HaH1 IJIs1 BU3HAUCHHS YHIKAJIBbHOI HEUITKOI BiHOCHOT
epextuBHOCTI. Takum ymHOoM, FMOSPP mneperBoproeTbcsi B OJHOIUIBOBY 3aJady HEYITKOTO
Haiikoporioro nuisixy (FSPP), siky Mo)kHa BUPILIMTH 32 IOIIOMOTOI0 icHYtouuXx anroputmis FSPP.
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VY crarti [10] BiaMivaeThcs, 1m0 6araTo peaJibHUX MpOrpam, IO MalOTh CIpPaBy 3 BHIIE
3a3HAYCHUMH MEpeXaM{, BUMAaraloTh OOYMCICHHS HalKpammx abo0 HAWKOPOTIIMX INUIAXIB BiJ
OJIHOTO BY3J1a JIO 1HIIIOTO, 110 Ha3UBAETHCS MPoOIeMoro HaitkopoTmoro nuiixy (SPP). ¥V miit po6orti
3alpOMOHOBAHO TPH HOBI aJITOPUTMH JUIA 3324l MHOKHHHOTO 00'€KTHBHOTO HAHKOPOTIIOTO NUIAXY
(MOSPP) Ta anroput™m BusBIeHHA HeratuBHOro nukiny B Mepexi. MOCIIIT y mukimiyHid Ta
AIMKJIIYHIA MEpexi, [0 Mae BaroMocTi abo MO3UTHBHI, a00 HeraTHBHI, a00 00HMIBI MOXYTb OyTH
BUPIIIEHI 32 JOTIOMOTOI0 3aIPONOHOBAHUX AITOPUTMIB. MakCcUMallbHE YHCIIO ONTUMAJbHUX LUIAXIB
[Tapero MOSPP B mepexi Qyke KOPHCHO IS 3HAXO/KEHHS MaKCHMAaJIbHOTO YHCHA iTeparii i
CKJIQJIHOCT1 TOTO YM 1HIIOTO alrOpuT™My. BUKOPUCTOBYETHCS TEOPisl HEUITKUX MHOXKUH

VY crarti [11] po3rnsgaroTbes pi3HI THUIM aTak, Taki SK EJIEKTPOHHI BipYyCH, IIKiJJIMBE
nporpamMHe 3a0e3MeueHHs, MKIJUTMBUN KO/, Ta 1HII KidGep3arpo3u, B IEpIIy Yepry, SKi BIUIMBAIOThH
Ha iH(popmariiiHi cucremu. CHUCTEMHI aJMiHICTpaTOpU HE 3HAIOTH TUMY Ta piBHA araku. Komm
3JI0BMUCHHUKH 3J1aMYIOTh KOMI'IOTEPHI CUCTEMH, 1 BOHU HE BIIEBHEHI B JIifX, K1 HEOOXIAHO BXXHUTU
JUIS 3aXUCTy. TOMYy — HAyKOBI Il BU3HAYMTH IIi TUIU KiOepaTak 3a IOTIOMOTOI0 TEOpii HEWITKUX
MHO>KHHI BUITYCTUTH TONIEPEIKEHHS Ul aIMIHICTPATOPiB, CHIOHYKAIOUH iX J0 BXKUTTS HEOOXITHUX
TN,

VY crarti [12] ommcyeThes kibepOe3neka MPOMHUCIOBOT CHCTEMHU YIPaBIIHHS sIKa € ITykKe
ckimagHoro. s Tema mocCimipKeHHsT € KOMITJIEKCHOIO, 3 OTJISIIy Ha IHTETPAIii0 OMMCAHUX CHCTEM 0
HaI[lOHAJILHOT KPUTWUYHOI 1H(ppacTpykTypu. CucTeMu ympaBiiHHS 3apa3 3'elHaHl MiX c000I0 B
MIPOMHUCIIOBI MEPEXKi 1 4acTo MiAKII0UeHi 10 [HTepHeT. Y 1IbOMY KOHTEKCTI BOHU CTAaIOTh MIIICHIMHU
pi3HUX KibepaTak 3JI0BMUCHUKIB TAKUX SIK XaKePH, IPOMUCIIOBI IIMUTYHU Ta PO3B1AYyBaIbHI CITYKOHU.
[IpononyeTrscst croci® MojenoBaHHS TPOodisiB 37JTOBMUCHHKIB 1 OIIHKK PiBHS YCIiXy Hamamy,
MPOBEJICHOTO Y 3a/JlaHUX YMOBax. 3aCTOCOBAHO HEUITKMM MiIXiA [AJsS CTBOpPEHHS MpogdiniB
3JI0BMHUCHUKIB Ha OCHOBI aTpuOYTiB 3JIOBMHCHUKA, TaKUX SIK 3HAHHsS, TEXHIUYHI pecypcH Ta
MoTHBaIlis. BiICcOTOK YCHINIHOCTI aTaku CTAaHOBUTh OTPHUMaHI 3a JOIMOMOTOKO IHIIOI CHCTEMHU
HEYITKOT0 BUCHOBKY, SIKa aHa/II3y€ NpOo(dijb 3710BMUCHUKA Ta BHYTPILIHI XapaKTEPUCTUKU CUCTEMH.

B nmitepatypuux mxepenax [2], [12] He po3risaeTbcs poO3paxyHOK IMOKa3HUKA 3aXHCTY
1H(popMalLlii KOM I0Tepa, 110 ABISIETHCS HEJOIIKOM.

®opmyaoBaHHA Hijei crarTi. CHopMyITH0EMO OCHOBHI TIIOTE3H JTOCIIIKEHHS.

lI'inomesa 1: YmoBu HeBHU3HaueHOCTi, xapakrepHi Jisi MANET (auHamiuHa TOIOJIOTIS,
OOMEKEHICTh JJaHHWX, 3MiHAa KOHTEKCTY 3arpo3), iCTOTHO BIUIMBAIOTh HAa TOYHICTh 1 CBOEYACHICTh
OLIIHIOBAHHS PIBHS 3aXUIIEHOCTI MEPEeXi, 1 MOTPeOYyIOTh 3aCTOCYBaHHS aJalTUBHUX MOJENEH.

I'inome3a 2: BUKOpUCTaHHS HEYITKOI JIOTIKHM Ul OMUCY MapaMeTpiB BY3JIiB, KaHAJIB 3B’ SI3KYy
Ta aHoManbHOi noBediHKkM B MANET no3Bonsie agekBaTHO (hopMaiizyBaTH HEBU3HAUEHICTh Ta
o0y TyBaTH JOCTOBIPHY MOJIENb OLIIHIOBAaHHS PU3HKIB.

lI'inomesa 3: Tlokaznuk 3axumeHocti MANET moxxe OyTu BHU3HAueHHMI LUISIXOM arperarii
OLIIHOK OKpEeMHUX KOMIIOHEHTIB Mepexi (BYy3iB, MPOTOKOJIB MaplIpyTHU3allii, KaHalIB Mepenayi) 3
BUKOPHUCTAHHSIM TPUKYTHHX 1 TpaneienoJiOHux GyHKIIH HaJIeKHOCTI.

l'inomesa 4: Po3pobneHa MoJienp, 0 6a3y€eThes Ha HEUITKOMY MOJIEITIOBaHHI Ta €KCIIEPTHOMY
aHaJii3l, 3/1aTHa 3a0€3MeUnTH Bizyauni3allito piBHs 3arpo3 1 piBHs qoBipu B MANET 3 npuiiHaTHOIO
TOYHICTIO HaBiTh 32 BiJICYTHOCTI MOBHO1 iH(pOpMaIrii.

lI'inome3sa 5: InTerpaiiis 3anpornoHOBaHOTrO MiAX01y B cucTeMu MOHITOpuHTY Oe3nekn MANET
JI03BOJIUTH MIJIBUIUTH €(PEKTHUBHICTh pearyBaHHS Ha 3arpo3d B PEAIbHOMY Yaci Ta MOKPAIIUTH
CTIHKICTh MEPEXKI JI0 aTak.

Buxiax ocHOBHOro Matepiajty 10CTiIXKeHHS

1. IlocranoBka 3ajad4i J0C/iIKeHHS

OOpaxyBaTu METO/I0M HEUYITKUX MHOXHH MO>JIMBICTh TOSIBU “4OpHUX Jip” Ta “depBOTOUMH”,
Ta OCHOBHUX THUMIB atak B Mepexi MANET , B Tomy uuncii Bii TUIy IpOTOKOIY. UepBoTOUMHA MOXKeE
3’SIBUTHCS TIIBKH MPH HAsIBHOCTI “‘uopHOi Aipu”. KinpkicTe abonenTiB Mmepexi Big 50 go 1000.

Mepesxa MANET nparroe Ha 1BOX THIaX MPOTOKOJIIB:
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1) 3omnoosi npomoxonu Mpamrol0Th Ha OCHOBI PO3CUJIKH 30H/IiB-3aITUTIB Ta OTPUMAaHHS 30H/1iB
BI/IMOBi/IeH, TOOTO MapHmIpyTHI TaOJMIN 3MIHIOIOTHCS TIIBKH Y BUNAAKy NoTpeOu. Lle BukiInkae
3aTPUMKH [IPU IIepeadi MakeTiB Mo MEpexki Ta 1HOAI epeBaHTaXKEHHSI BY3JIiB.

2) Tabauyno-opiecHmosani npomokoau TMPaLIOTh Ha OCHOBI KOPUTYBaHHS MapHIPyTHHX
TaOJIHIIb, 110 BIATBOPIOIOTHCS MEPiogudHo abo 3a rpad)ikoM Ha OCHOBI IIMPOKOMOBHUX MapIIPYTHHX
MOBIJIOMJICHB, 1110 BUKJIUKAE, 1HOII, IEPEBAaHTAXKEHHS MEPEXi CIIy)kO0OBUM TpadikoMm.

MoskHa BUIUIMTH HACTYITHI OCHOBHI THITH aTaK Ha MEPEXKY:

1. Amnaniz mepexeBoro Tpadika (3 MeTor ieHTH(IKAIlT TOTOoJOTii Mepexi, imeHTudikarii
BY3JiB Ta IX poui, igeHTH}IKaIis NpPOTOKOIIB 0OMiHy (MapuipyTu3amii, agpecamii Ta iH.),
imeHTudIKaIs onepamiiHuX CUCTEM, BU3HAYEHHS BPa3JIMBOCTEH By3JIa Ta 1H.).

2. Iligmiza 1oBipeHOTO 00’ €KTa MEPEKi.

2. BmnpoBamkeHHS TOMUIKOBOTO 00’ €KTa MEpexi (HapuKiai, 3a JOIOMOTOI0

3. TIOMHJIKOBOTO MAapmipyTy) 3 MOAAJBINOI celekmiero (Moaudikamiero) abo MmiaMiHOO
MOTOKY iH(pOpMaIlii, TKUH TPOXOJUTH Yepe3 HbOTO.

4. BiamoBa B 00CiTyroByBaHHI (HACHYEHHSI CMYTH TPOITYCKaHHS, IEPEOBHEHHS Oy(epiB Ta
1H.).

5. IlopymeHnHs mpaB qocCTyIly.

6. 3aBaHTaXeHHs HEBIpHUX HaHuX (Moaudikais iHdopmalii npu i nepegadi Mepexero ado
B Iiporieci 00poOKH Ta 30epiranHs Ha By3Ii, HOPYIIEHHS KOH(DIAeHIIHHOCTI iHpopMaii Ta iH.).

2. Po3p’s3anns 3agaui

2.1. [ToOynoBa JiHrBiCTUMHHUX 3MIHHUX
a) Kinbkicts By3miB mepexi (N ): Big 50 mo 1000.
b) JlinrBicTu4Hi TEpMU:
— Mammii (50 < N <300);
— Cepenniit (200< N <700);
— Benukwuii (600 < N <1000).
¢) Tumn mportokomny (P ):
— 30HJ0BHH;
— TabGnuuyHO-OpiEHTOBaHUH.
d) IarencuBHicTh atak (4 ):
— Hwuspka;
— Cepenns;
— Bucoka.
e) MmoipHicTs T0sBY “aopHoi Aipu” (B ):
— Huspka;
— Cepenns;
— Bucoka.
f) VimosipHicTs nosiBH “uepBoTounun” (W ):
— Husbka;
— Cepenns;
— Bucoka.

2.2. [IpaBuJia HEYiTKOI JIOTIKH

OCHOBHI TinoTe3u:

1) 30inblIeHHs KIIBKOCTI BY3JiB MEpEXi Ta IHTEHCHMBHOCTI aTakK MiJIBUIIYE HMOBIPHICTh
“gopHoi mipu”.

2) “YepBorourHa” 3’SBISETHCS TUIBKU 3a HAIBHOCTI ‘““UOpHOT ipu’.

3) 30HI0BI IPOTOKOJIM MAIOTh BUIILY HMOBIPHICTh MOSBU aTaK yepe3 3aTPUMKH MU Nepeaadi
MIaKeTIB.
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4) Tabnu4HO-OpIEHTOBAHI MPOTOKOIM MAaIOTh BHIIMHA PH3UK Yepe3 IMepeBaHTAXKCHHS
CITy’)KO00BUM TpadikoM.
[Ipuknaay npaBuiI:
Axwo N —eenuxuti i A — eucoka, mo B — sucoka.
Hxwo P —30m006uti i A — cepedns, mo B — cepeodns.
Axwo B — eucoxa, mo W — sucoxa.
Axwo N —manuii i A — Huzvka, mo B — nusvka.
5. Axwo P —mabauuno-opiecumosanuii i A — eucoka, mo B — cepeons.

AN~

2.3. HeuiTki MHOKMHHI
OyHKIIIT HAJIEKHOCT] TPUKYTHI a00 TparemienoioHi.
Hanpuknan, yHKIisS HaEXKHOCTI A1 KITBKOCTI B3B!

1, N <200
300-N
0, N >300

Arperarnis ta nedazudikaris:
1) Merog Mampaani anst noOy10BU CHCTEMHU MTPABHIL
2) J[edasudikaris METOIOM LEHTPY Baru:
~ [bu B (b)db
YiTKE
T (b)db
2.4. Pe3yabTatu

Ha ocHoB1 Moieni MOkHa 0OUMCIUTH KUMOBIPHOCTI /7Sl KO>KHOT KOMO1HAallil mapamMeTpiB y
Python (puc 1).

KinekicTe yanie mepexi (N) IHTEHCUBHICTE aTak (A)
Lot ’ ’ 1.0f

;
0.e J 0.8

0.6 06 '

0.4 / 0.4 4
.'j -z/'-'
.-; z).
0.2 | f.(/ 0.2 J V4
s /
0.0 S - oot . . S .
200 400 600 00 7] 2 1 [ ]
; ) v )
WMOBIPHICTE "HopHO! gipv’ (B) MMOBIPHICTE "YepBeoTOo4nHK (W)
L0 . HK2axa 1.0 : Hitd
CepemHn Y Cip
' —— HBwecoxa J \ Bici
0.8 f 0.8 f
\ /
0.6 \ /, 0.6 -
' : / _ /
0.4 F i L -__/'/. 0.4k / _{'f
| ; Y !
0.2 ' / 0.2 Y, ,z/
r 1 i .o'f
.-f f{x
0.0 - : - i 0.0} :
0 z 4 [+ B 0 FJ & il B

Pucynok 1 — I'padiku GpyHKIIH HaNEKHOCTI BiJ TIHTBICTHYHUX 3MIHHUX
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2.5. Anauis arak

BpaxoByroTbCSl OCHOBHI THIIH aTaK:

1. Amnaini3 tpadika nigBUILy€e IHTEHCUBHICTb aTak (BUCOKa A ).

2. BnpoBakeHHS HOMUJIKOBUX 00’ €KTIB HANPsIMY BIUIMBA€E HA “9OpHI AipH’.

3. BiamoBa B 006cnyroByBaHHI CHIBHIIIE BIUIMBAE Ha TAOJIMYHO-OPIEHTOBAHI MPOTOKOJIH.
Ha puc. 2 naBeneno ko Python, sikuii Oyaye rpadiku ¢yHKIH HaIEKHOCTI U151 TIHTBICTUYHUX

3MIHHHUX.

import numpy as np

import matplotlib.pyplot as plt

E®m» Z

Busnawernns yraiGepcymid

= np.arange{(5e@, 1881, 1) # Kinsxicme Bysail mepe

= np.arange{@2.1, 1.1, 1) # ITrmerncuwSaicme q ) e.1 I 1
= np.arange(e.1, 1.1, 1) ¥ HMmoBipHicmes "wWopHOid
= np.arange(@.1, 1&.1, 1) # HMmoBipricmes "wepBomowumHu

PLHKLLAS O MPUKVYMHOLT HOAeXxHOoOCm1

def triangular_mf(x, a, b, c):

TUTOBYMecnernHA TPMEY THOYL $yHEUiI nanexnocTi 3 Besnedydmm noainom. ™
left_slope = np.where((b - a) =@, (x - a) / (b - a), @)
right_slope = np.where{({c - b) != @, (c - x) /S {c - b), @)

return Nnp.maximum(®, np.minimum{left_slope, right_slope))

N_small_ walues = triangular_mf({(N, 5@, 5, 328)

MN_medium_ walues = triangular_mf{N, 286, 456, 78a) ;
A_low_values = triangular_mf(A, 0.1, ©.1, 3)
A_medium_values « triangular_mf(Aa, 2, 5, 8)
A_high_values « triangular_mf(A, 6, 10, 10.1)
B_low_values = triangular_mf(B, 0.1, ©.1, 3)
B_medium_values = triangular_mf(B, 2, 5, 8)
B_high_values = triangular_mf(B, 6, 10, 10.1)
W_low_values = triangular_mf(w, 0.1, 0.1, 3)
W_medium_values = triangular_mf(w, 2, 5, 8)
W_high_values = triangular_mf(W, 6, 10, 10.1)
¥ yoyJdoba padricit

fig, axs = plt.subplots(2, 2, figsize=(12, 8))

axs[©, 0].plot(N, N_small_values, label="Manuia™)

axs[©, 0].plot(N, N_medium_values, label="Cepeaniia")

axs[©, ©0].plot(N, N_large_values, label="Benuwkuwia™)

axs[©, O].set_title("KinekicTe Byanie mepexi (N)™)

axslfleo. al.lecend()

Pucynok 2 — @parMeHT Kojy, sikuil Oyye rpadiku GpyHKIIH HaIeKHOCTI ISl TIHTBICTUYHUX
3MIHHUX
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axs[@, 1].plot{A, A_low wvalues, label="Hwuzzbxa™)
axs[@, 1].plot{a, A_medium_values, label="Cepegna™)
axs[@, 1].plot{A, A_high_wvalues, label="Bwucoxka™)
axs[@, 1].set_title("InTeHcuBHicTe aTaxk (A)")

axs[@, 1].legend()

axs[1, ©].plot(B, B_low wvalues, label="Hu3bxka™)
axs[1, @].plot(B, B_medium_values, label="Cepegna™)
axs[1, ©].plot(B, B_high wvalues, label="Bucoxka™)
axs[1, 0].set_title("WMmosipnicTe 'yopnoi agipu® (B)Y™)

axs[1, @].legend()

axs[1, 1].plot{wW, W_low wvalues, label="Hwz=bxa™)
axs[1, 1].plot{wW, W medium wvalues, label="CepegHa™)
axs[1, 1].plot{W, W_high_wvalues, label="Bwucoxka™)
axs[1, 1].set title("MmosipHicTe "yepBoToduHKM® (W)™)

axs[1, 1]-.legend()

plt.tight_lawout()
plt.show()

Pucynoxk 2 (mponoBxenHs) — @parMeHT Koay, sikuit Oyaye rpadiku QyHKIINA HATEKHOCTI IS
JIHTBICTUYHHUX 3MIHHHUX

2.6. Pazudikanis

Da3zugixayis — 1e Tpolec MEPEeTBOPEHHS YITKUX BXITHUX MAHUX Yy HEYITKI 3HAYECHHS 3a
JIOTIOMOTOF0 (DYHKITIH HAJIC)KHOCTI.

IIpuxknan pasndikamii

Jlia BxigHoro napamerpa N =500 (KUIBKICTH BY3JIB Y MEpEXi) BUSHAYUMO HOr0 CTyHiHb
HAJIEKHOCTI JI0 THTBICTHYHUX TEPMIB:

— Mammii (50 < N <300 );

— Cepenniit (200< N <£700);

— Benukuii (600 < N <1000 ).

Buxopucrtaemo TpukyTH1 QyHKIIT HajexHOCTI (puc. 3).

def fuzzify_ N(N):
small = triangular_mf(N, 50, 50, 300)
medium = triangular_mf(N, 200, 450, 700)
large = triangular _mf(N, 600, 1000, 1000)
return {"Manuin": small, "Cepeguiin": medium, "Benuxkui": large}

N_input = 500

fuzzy N = fuzzify_N(N_input)

print(f"®asudpikosani 3HavenHa ana N={N_input}: {fuzzy H}”ﬂ

Pucynok 3 — Kog, sixuit Oyaye TpukyTH1 QYHKIIIT HAJIEKHOCT1

2.7. HeuiTki npaBusa ta BuBeaeHns (Mamaani)

[Ticna ¢da3udikaiii BUKOPUCTOBYEMO HEUITKI MpaBuiia JUIsl BU3SHAYCHHS BUXITHUX 3HAUEHb.
IIpuknan npaBuia:

HArxwo N —eenukutii A — eucoka, mo B — sucoxa.

OO0uncIMMO CTYIIIHB ICTUHHOCTI IILOTO MpaBuia (puc. 4):
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def fuzzy rule 1(N_fuzzy, A_fuzzy):
return min(N_fuzzy["Bennxuin"], A_fuzzy["Bucoka"])

A_fuzzy = {"Husbka": 0.2, "Cepeana": 0.5, "Bucoka": 0.8}

B_result = fuzzy rule_1(fuzzy N, A _fuzzy)
print(f"UmoBipHicTe 'yopHOl aAipu' 3a npasunom 1 B result}™)

Pucynoxk 4 — Kon, sikuii 004HCIIIOE CTYITIHD ICTHHHOCTI IPaBHJIa

2.8. lepazudikanisi (MeTox HEHTPY Baru)
Hedasudikarist mepeTBOpIOe HEUITKE 3HAYCHHS Ha YiTKE, HAIPUKJIIAJL, 32 IOTIOMOTOI0 METOIY
LEeHTpy Baru (puc. 5).

def defuzzify(B_fuzzy):
numerator = sum(B * B_fuzzy[B] for B in [©.1, 3, 5, 8, 18])
denominator = m({B_fuzzy.values())
return numerator / denominator if denominator l= @ else @
B_fuzzy = {"Huzexa“: 8.3, “"CepegHa”: B.7, “"Bucoxa"™: 8.9}

B_crisp = defuzzify(B_fuzzy)

t(f"NedaznwdikoBaHe 3IHAYEHHA AMOBipHocTi ‘“uyopHoi

Pucynok 5 — Kogp, sikuii nepeTBopro€ HE4iTKE 3HAUE€HHS Ha YITKe

2.9. PesyabTatu

1. ®azudikamis: OTpuMany HEUITKi 3HAYSHHS JJIsI BXO/IIB.

2. BucHOBKY 3a HEUITKUMU NpaBuiamu: Bukopucranu oneparop AND (MiHIMyM).
3. Hedazudikamis: OTpuManu 4iTke 3Ha4YeHH 1)1 BUXO1y (puc. 6).

®azundikauia pu3nKie aTak Dedhazndcpikauia cepefHix 3Ha4YeHb PU3MKY
05
Pu3nk '4opHoi gipw'
0.55 ~®- Pu3nk 'YepeoTOMUHN'
0.4}
0.50 z
= a
=) =
— =8
>0.45 o 03¢
x I
= w
g =
=
S 0.40 O R
I T T 02r
2 o g
o el o
0.35 s Z
. o
e 0.1}
0.30 T
[ .
" L " " " 0.0 i
200 400 600 800 1000 YopHa pipa YepeoTO4YUHA

KineKicTs By2niE y Mepexi

Pucynoxk 6. Pezynbrati gazudikarii ta ne dpasudikamii
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BucHOBKHM Ta NepPCHeKTHBU MOAAJBINUX JOCTiIKeHb. Y ITaHOMY JOCITIDKEHHI OYI0
3aMpOIOHOBAHO Ta PEATi30BAHO METO/T OI[IHIOBAHHS HMOBIPHOCTI BUHUKHEHHS KITFOUOBUX THITIB aTaK
y MoOinpHUX anrok-mepexxkax (MANET) B ymoBax HEBH3HA4YEHOCTI 3 BUKOPHUCTAHHSIM arapary
HeuiTKOI JJorikd. OCHOBHI BUCHOBKHU HaBEIECHO HIDKYE:

1) Dopmanizayis nesusnauenocmi: byno yCHIIIHO peai3oBaHO MiAXiA A0 OIIHIOBAHHS
pu3uky arak y MANET Ha oCHOBI JIIHTBICTUYHUX 3MIHHUX Ta QyHKIIH HanexHocTi. Lle qo3Bonmio
MOJICJIIOBATH CKJIAJIHI 3aJIEKHOCTI MK MapaMeTpaMu Mepexi (KIIbKICTh BY3IiB, THII MPOTOKOIY,
IHTEHCHUBHICTh aTaK) y CUTYyaIllsX, jJe¢ OpaKkye TOUHHUX a00 MOBHUX JIaHUX.

2) Bnaueé macwmabysanus mepedici: 3rigHoO 3 pe3ynbratamu (puc. 6), 13 poCTOM KiIBKOCTI
By3uiB (Big 50 go 1000) croctepiraeThesi cTabiabHE 3pOCTaHHS PU3HMKY MOSBH “‘dopHOi mipu’”. Lle
MOSICHIOETHCSI PO3MIMPEHHAM TPOCTOPY JUIS 3JIOBMUCHHMKA, 3POCTAHHSAM KUIBKOCTI MOXKIMBHUX
MapuIpyTiB Ta TOYOK BXOAY JUIS aTaKH.

3) Amakosa 63aemosanexcricmy: “UepBoTounHa” 3'SBISETHCS TUIBKH Y BUIIQJKaX, KOJIU B
CHCTeMi ByKe IIPUCYTHS “dopHa jipa”, 1o Oy10 BigoOpakeHo B JONUHUX MPaBUIaX Mojei. Ii pusuk
BUsBHUBCS mpuOim3Ho Ha 30% HUXKYMM, HDK PU3UK “dOpHOI Aipu”, IO BKAa3ye Ha lepapXiyHy
cTpykTypy arak B MANET.

4) Bnaus muny npomoxouy: Byjio TOBeACHO, 110 30HI0BI TPOTOKOJIU OUTBII YyTIUBI IO aTakK
gyepe3 3aTPUMKH Y MapHIpyTH3alii, TOMi SIK TaOJIMYHO-OPIEHTOBAaHI MPOTOKOJIM BpPAa3MBI uepes
H/UTHIIKOBUH CITy>k00BHH Tpadik, 0 MOXKE MPU3BECTH /IO aTaK TUIY “BiJIMOBa B 0OCITyrOBYBaHHi .

5) Edexmusnicmv neuimxoi moodeni: BukopucranHs meroay Mampaani, dasudikamii Ta
nedazudikaiii 3 HEHTPOM Baru J03BOJIIO MOOYAyBaTH alaliTUBHY CHUCTEMY, 3JaTHY TUHAMIYHO
OLIIHIOBATH 3arpo3d HAaBITh y BUIMAJIKaX YaCTKOBOi YW cynepewiBoi iHpopmarii. [Ipaktuana
peamizanis B Python migTBepamia THydYKicTh Ta MPUIATHICTH MIAXOLY JUIS MOJCTIOBAHHS PeaIbHUX
MEpEeKEBHX CIIEHAPIiB.
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VOLODYMYR AKHRAMOVYCH,
VADYM AKHRAMOVYCH

METHOD FOR CALCULATING THE POSSIBILITY OF ATTACKS IN A MANET
UNDER UNCERTAINTY CONDITIONS

Abstract. One of the most significant challenges for modern information technologies is the
ability of systems to make rational and adaptive decisions under uncertainty. Humans intuitively cope
with incomplete, contradictory, or vague information — a capability that has inspired the development
of intelligent models. Today, science is tasked with creating algorithms and models capable of
mimicking such cognitive flexibility and implementing it in cyberspace, particularly in decision
support systems and information security frameworks.

In the context of mobile ad hoc networks (MANETS), which operate under conditions of high
dynamism, unstable communication links, and limited resources, the timely detection of potential
attacks and assessment of the system’s security level is a critical concern. One of the distinctive
features of MANETs is the lack of fixed infrastructure, which significantly complicates the
application of traditional security methods. Under such conditions, effective information protection
requires new methodologies capable of functioning amid uncertainty.

This paper proposes a method for assessing the probability of attacks in MANETSs based on
fuzzy logic. The method includes the construction of a tuple of fuzzy sets describing key network
parameters (node vulnerabilities, trust levels, behavioral anomalies, etc.), risk modeling based on
expert evaluations, determination of membership functions, and aggregation of results to derive an
integral security indicator. Triangular and trapezoidal membership functions are used to represent
fuzzy parameters. The calculation results are presented in the form of graphical dependencies,
allowing a visual interpretation of risk levels and confidence in the assessment.

The proposed approach enables the assessment of a mobile network’s vulnerability even in the
presence of incomplete or fuzzy information about its state and threats. The methodology can be
applied to build adaptive intrusion detection systems and support decision-making in data-limited
environments.

Keywords: MANET, information security, fuzzy sets, attack probability, modeling,
membership functions, tuple, risk, adaptive protection.
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