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ITOP SIKOBIB,
JIMITPO IIAPAJIKIH,
BACUJIb KYJIIKOB

MOJIEJII IHTET'PALIT IH®GOPMAIIIL PO3BIJIKUA KIBEP3AI'PO3

B ymoBax moctiiiHOTO 3pocTaHHs oOcsriB iH(popmamii mpo araku Ha iH(popMaliiiHi cuctemMu
aKTyaJIbHAM € 3aBJaHHs ITJABHINEHHS pPE3yJIbTATUBHOCTI TPOIECIB PO3BIAKH Kibep3arpos. Sk
MpaBUJI0, BCIO iH(OpMAaIlito, 10 CYMPOBOKYE I1i MPOIECH HA3WBAIOTh 1HGOPMAIIEID PO3BIIKH
kibep3arpo3, He MOJUISIoUI ii 32 CYyTHICTIO KOHKPETHOTO MPOILecy. 3 1HIIOT0 OO0KY, OMUC CTPYKTYpHU
KOMIUIEKCY BCIX IpPOLECIB Mae IyKe 3arajibHUil Xxapakrep. lle Bce Beme 10 BHCOKOTO piBHS
HEBU3HAUYEHOCTEH y onKcy po3BiAKH Kidep3arpo3, 110 3HaYHO 3aTpyJHSE BIIPOBAXKEHHSI KIITACUYHHUX
TEXHOJIOTI aBTOMAarTM3allii, OLIHIOBaHHSI I1X HeoOXigHOocTIi Ta edekTuBHOCTI. BincyTHicTh
KOHKPETUKH B PO3YMiHHI iH(OpPMAIIfHUX TMPOLECIiB TAaKOX 3aBaKAE BIPOBAHKCHHIO  3aco0iB
IITYYHOTO IHTENIEKTY: CKJIaJHO BHU3HAYMTH MiCIleé 3aCTOCYBAaHHS Ta MPUHIUIIOBY MOKJIHBICTH
HaBYaHHsI HEUPOHHOT MEPEXi Ha TAHWUX PO3BiJIKU Kibep3arpos.

OnHuM 3 HAPSAMKIB MOJOJIAHHSA Ii€T TPoOIeMH MOXe OyTH BUKOPHUCTaHHS (hOpMalli30BaHUX
KOHCTPYKIIii, IO OMHUCYIOTh 3B’SI30K MK OCHOBHHMH CKJIIQJIOBUMH Tporecy (OpMyBaHHS Ta
3aCTOCYBaHHSA pPO3BIIYBaJBHOIO MPOAYKTYy. B pamkax gociipkeHb Ha OCHOBI IapagurMu
aTpuOyTUBHO-TpaHChEpHOT Mpupoau iHpopMaIllis, 3ac00iB CUICTEMHOTO Ta CEMAaHTHYHOIO aHali3y
Oy po3poOJIeHI METOJ] CTPYKTYPHOTO aHai3y 1HPOPMAIIHHUX MPOIIECIB Ta METO]] CEMAaHTHIHOTO
CHHTe3y 0a30BUX MOHATh. BUKOpHUCTaHHS TUX METO/IB JO3BOJIMIO C(hOPMYBATH:

— 0a3oBuil Hablp y3TroKEHUX MOHATH PO3BIJIKU Kibep3arpos;

— MoJenb podi (GpyHKIIiT) po3BiIKH 3arpo3 B MpoIieci Kibep3axucry;

— MOJEeJb IPOLECIB PO3BIAKH Kibep3arpos.

PesynbpTaTi nocniKeHb 103BOJISIOTh PEICTABUTH PO3BLAKY KiOep3arpo y BUTIIAI CYyKyTHOCTI
(iHdopmariitHO-(PYHKIIOHATIBHOI CTPYKTYpPH) Y3TO/DKEHUX 1H(popManiiHuX nporeci. s KoxkHOro
3 LIMX MPOIIECIiB BU3HAYEHA CEMaHTHKa 1HPOpMaIIil Ta CyTHICTb ii IEPETBOPEHb. 3 METOI0 YTOYHEHHS
70 TOTPIOHOTrO pIBHS KOHKPETH3allli KOKHUI 3 MpPOLECIB TaKOXK MOXe OyTH NpeIcTaBlICHUN
iHpopMaLiiHO-(QYHKIIOHAIBHOI CTPYKTYPOIO. 3alipolIOHOBaHI MOJIENi JI03BOJISIOThH KiIacH(iKyBaTH
iH(popMallito po3BiIKM 3arpo3 Ta (OpMYBaTH CTPYKTYpH AJA ii IHTerpauii B paMKax 3anpoBaKeHHs
KJIACHYHUX aBTOMATHU30BaHUX TEXHOJOTIM OOpOOKH. 3HAYHO CHPOIIYETHCS MPOIEAypa aHali3y
MO>KJIMBOCTI 3aCTOCYBaHHS TEXHOJIOT1H IITYYHOTO 1HTENEKTY.

3a pe3yabTaTaMH JIOCTIKEHb po3po0seHa KOMIT I0TepHa cHcTeMa JUIsl MiATPUMKU HpPOIECiB
KepyBaHHs pU3UKaMH Kibep3arpo3 KOpHnopaTUBHOI 1H()OPMaLiifHOT CUCTEMH.

KuouoBi ciaoBa: posBimka kiGep3arpos, iHGpacTpykTypa KiGep3axucTy, iH(pOpMaIiiHO-
¢dyHKIIOHAIBHA CTPYKTYpa, Mpupoaa indopmartii, inpopmariiini npouecH, iHTerpamist iHdopmarii,
PO3BIIyBaIbHUN MPOAYKT, CHHTE3 MOHAThH, NTYYHUN 1HTEIIEKT, aBTOMATH3AITis.

IMocTanoBka nmpodaemu. 3pocTanHs 06cAriB iHdopMmarllii mpo kidep3arpos3u Ta ycKiIaJHEeHHS
il CeMaHTHKH CYIPOBOJKYETHCS HEOOXIAHICTIO YAOCKOHAJEHHS BIANMOBIAHUX 1H(GOpMaLIHHUX
TEeXHOJIOT1H 300py, iHTEerpaiii, 30epiranas Ta a”anizy. OCHOBOIO PO3POOKH TaKMX TEXHOJIOTIH €
CTPYKTYypH, 10 (hopMalizoBaHO OMHUCYIOTH MEpemik 00’€KTiB, sIKi BiAOOpakaroThCs B iHQoOpMarlii
PO3BiIKH, IX CYTHICTh Ta B3a€MO3B’s30K. Benukuit o6car indopmariii mpo po3Biaky Kibep3arpos, sk
MIPaBUJIO, HOCUTH JYXK€E 3arajlbHIH XapakTep Ta CYIPOBOKYETHCSI BACOKMM PIBHEM CEMAHTUYHOI Ta
CTPYKTYpHOI HeBU3HaueHOCTi. Lle He m03BOsE MeTanmi30BaHO MPEICTABUTH PO3BIAKY KiOep3arpos
KOMIUIEKCOM Y3TO/UKEHUX TPOLECiB, IO 3HAYHO 3BYXKYE MOMJIMBOCTI IX alnropurtmizamii Ta
BNPOBAKEHHS €(DeKTUBHUX 1HHOPMAITIHHUX TEXHOJIOTIH.
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Bupimenss npobiaemMu Mi>k HEBU3HAYEHICTIO MPOLIECIB PO3BIIKH Kibep3arpo3 Ta HEOOXiHICTIO
IIJIBUIICHHS iX €()eKTUBHOCTI HA OCHOBI 3aCTOCYBaHHS iH(POpPMaIIMHUX TEXHOJOTIH € aKTyaJbHUM
3aBJIAaHHSIM.

AHaJti3 ocTaHHIX JocaimKeHsb i myoJikauiii. Pozsioka kibepsaepos (cyber threat intelligence,
CTI), abo possioka 3acpos (threat intelligence, T1 ), moB’s3yr0Th 3 iHpOpMaLi€0, TaHUMH a00
3HAHHSIMHU TPO PI3HU ACTEKTH JisIILHOCTI y cdepi kibep3axucrty [1]-[4]. TunmoBumM mOHATTAM, 110
poskpuBae cytHicth CTI, Moxe Oyt HacTymHe [S]:

Poszssioka xibepzaepos — ye ingpopmayin npo xibepzazposu, sxa 6yia 3iopana, nepemeopena,
npoananizosana, inmepnpemosana abo 3oazavena 015 3a6e3ned4eHHs HeoOXiOH020 KOHMeEKCmY O
npoyecie NPUUHAMML PiuleHb.

Take BuU3Ha4YeHHsS Ta 0araTo IHIMMX MOMIOHMX MAIOTh 3araJlbHUN, HEKOHKPETHUN XapakTep
OMHCY CYTHOCTI iHghopmayii npo xibep3acpo3u, TEXHOJOTIH 1i popMyBaHHS Ta BUKopucTaHHs. Lle
3HAYHO BIUIMBAE HA BUPIMICHHS MPo0IeM 11010 YAOCKOoHaIeHHs pe3yabTatuBHOCTI CTI, minBumenns
ii edexTtuBHOCTI. B cBOO uepry, BigzHauyaeTbes 3anexHicTh edextuBHocTi CTI Bim momonaHHs
MIOCTIMHO ICHYIOUHX MPOOJIeM, TaKUX SK [6]:

— JUHaMIYHMN XapakTep Ki0ep3arpos, [0 BUMarae nocTiiHoi afganTtauii cCTpaTerii BUsBICHHS
3arpo3 70 MOCTiHHO MaciTadyemMoro JaHamadTy Kideparak;

— BEJIMKHMHM OOCAT JaHUX, L0 YCKIAJHIOE PO3MEXKYBAaHHS PpEAJbHUX PU3MKIB 3arpo3 Ta
XUOHOIIO3UTUBHUX PE3yJIbTATIB.

Cepen akTyaJdbHHX HANpsMIB JOCITIKEHb B HANPSMKY ITiIBULICHHS €()eKTUBHOCTI HANOLIBII
4acTo BUAUIAIOTH HACTYMHI [6]:

1) Inrerpaumis po3Binku KiGep3arpo3 B 1HQpacTpyKTypy Oe3meku oprasizamii st
IIPOAKTUBHOI 0OpPOOKH Ta pe3yabTaTUBHOr0 BUKopucTaHHs qaHux CTI;

2) BmpoBajxeHHs METO/11B TOBEIIHKOBOIO aHaJli3y Y BUSBJIEHHI 3arp03 Ha OCHOBI IITY4YHOT'O
IHTEJICKTY;

3) Pospo6xka mnardopm CTI, mo nokpamiyoTs OnepaTuBHICTh OpraHizailii Ta miATPUMYIOTh
BUSIBJICHHSI 3arpo3, 3a0e31euyrodr 0OMiH 1HPOPMAIII€I0 TIPO 3arpo3u B PEKUMI peabHOTO Yacy.

B pamkax irerpamii iHdopmanii CTI B iH}pacTpykTypy KibepOe3neku oprasizamii
MIPOMOHYETHCS BUKOPUCTAHHS IUIaTGOpPM, IO arperyroTh 1HQOpPMAII0 PO3BIAKK 3arpo3 BiJ
Bimkputux mxepen (OSCTI) 3a momomororo metoniB mTyyHoro iHtenekty (LLI). O6’emnanus
CTPYKTYPOBAaHMX Ta HECTPYKTYPOBAaHHX [aHHMX 3 PI3HHX JDKEpel MoXe OyTH 3IiiicCHeHO 3a
JIOTIOMOTOI0 METOJIMKH MalIMHHOTO HaBuaHHs BERT (aurn. Bidirectional Encoder Representations
from Transformers, NBOCIpSIMOBaH1 KOAyBaJIbHI1 IIPEJICTaBICHHS 3 TpaHC(HOpMEPIB) JUIs I1ABUIICHHS
TOYHOCTI 1IeHTHU(DiKawii 00'€KTIB, BAKOPUCTOBYIOUM MEXaHi3M yBaru, Ta MoAu(}iKoBaHiil anroputm
Jleenmrerina ana edextuBHoro o60'enHanns nanux [7], [6]. CdopmoBanmii rpad 3HaHBb 3
kibep6e3neku (cybersecurity knowledge graph, CK(G) 3acTocoByeThcs 1151 BUSBJIEHHS MEpPeIOBUX
noctiiHux 3arpo3 (APT) ta arak nynboBoro nus [10]. Hegonmikom miatdopmu € 3amexHICTh il
MPOAYKTUBHOCTI BiJl MOCTIHHOI 3MiHM JaHamadry kibepsarpos [6]. 3amponoHoBaHa CTPYKTypa
(CKQ) 3B’s3y€e Mixk cO0010 TUTbKH 1H(OPMAIIiI0 PO Kibep3arpo3u 3 BIAKPUTHUX JKEPEIT 3aJIEKUTH BiJl
HEOOXITHOCTI PeryJsipHOrO JOHaBYAaHHS HEMPOHHOI Mepexi Ta He 3aleXHUTh Bil iHpopmalii npo
1H(pacTpyKTypy Kibep3axucry.

[Tnarpopma minrpumku po3Biaku kidep3arpo3 THREATRAPTOR takox moOynoBaHa Ha
KOHIeNTax iHTerpauii indopmarii mpo kibep3arpo3u 3 BIAKPUTUX JKEpe Ta MOBEAIHKOBOT0 aHaNI3y
y BHSBIICHHI 3arpo3 Ha OCHOBI IITY4YHOro iHTenekTy [8]. InTerpauis 3a0e3nedyeTbcsi HA OCHOBI
00po6ku mpupoanoi moBu (NLP) mosigommens OSCTI 31 crneriaqbHOIO MOBOKO 3aIUTIB MOIIYKY
(TBQL) mmx mnoBigomieHb. Take IMOeAHAHHS TEXHOJIOTIH J103BOJISE BHSABISATH TOHKI MOEII
MOXJIMBOI TTOBEIIHKH 3JIOBMUCHHUKA, K1 YACTO 3aJUIIAIOTHCS HEITOMIYEHUMHU ITi/1 9ac TPAAUIIHHIX
ayauTiB craHy kibepOesmeku [6], [8]. BinminuicTio 1i€i miardopmu Bij HONepeaHboi € i
MOKJIUBICTh TIpalloBaTH 3 HecTpykTrypoBaHoi iHgopmanietro OSCTI, tobro mnpamtoBatu 06e3
HasBHOCTI rpadiB 3HaHb 3 KibepOe3neku. 3 01HOro OOKY, L€ 103BOJISA€ MBULIEC pearyBaTu Ha 3MiHU
nanamadTy Kidep3arpos, a 3 I1HIIOrO0 — TMOBHICTIO HE JOJa€ MpoOJieMy BYACHOTO JOHABYAHHS
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Heifponnoi Mepexi. [Tutannsa inTerpauii iHdopmarii OSCTI 3 indpacTpykryporo kibepoOesneku
3aJIUIIAI0THCS BIAKPUTHUMHU.

[Tnarpopma CTI FedCT s indpactpykrypu kibep3axucty Iurepuer peueit (IoT) npornonye
3acrocoByBatu posnoaiienuii I ans BusBiaeHHs kidGep3arpo3 Ha OCHOBI aHOMaJIbHOI MOBEIHKH B
cucreMi BimmaneHoro MoHiTopuHry mamieHTiB (Remote Patient Monitoring systems, RPM) [11].
[Togonanus mnpoOnemu amanrtamii aredTiB I mo MacmraOyBanHs nanmmadgTy Kibepzarpos
MIPOIMOHYETHCSI HA OCHOBI 3aCTOCYBAHHS JICIICHTPANII30BAHOTO HABYaHHS HA OCHOBI HEIHTETPOBAHMX
JTAaHUX TIPO BCIX Malli€eHTIB cucTeMu. AHaii3 HagaHoi ctpykTypu Ta mpoueciB CTI pst RPM cucremu
JI03BOJISIE CTBEP/DKYBATH MPO HASBHICTH MiAMIHH MOHSATH MiJ 4ac po3poOku 1iei miaardopmu. Ilin
TEPMIHOM Kibep3azcpo3a Oyno 3aCTOCOBAHO MOHATTA 3azpo3a 300pos’to nayienma. Taka 3amiHa
npuBena 710 Toro, mo 3amicte miatdopmu CTI Oynma cTBopeHa muaTdopMa BUSBICHHS CTaHY
MOTIPIIEHHS 3J0pOB’S TAaIlleHTa HAa OCHOBI aHOMAaii B TapameTpax CcTaHy opraHizmy. Take
TOTipIICHHS HiIKUM YMHOM HE 3aJIeKHTh BiJl 3I0BMUCHOTO BTPYYaHHS B Kibepcucremy. MIMOBipHO
JI0 TaKoi CUTYyaIlil mpuBella CEMaHTHYHA HEBU3HAUYEHICTh B MOHATTIX Kibepbe3nexa, kbOepzazposa,
Ppo38ioKa Kibep3acpos, inghpecmpykmypa Kibepzaxucmy.

3a pe3ynbTaTaMH MPOBEACHOTO aHAli3y MOXJIHMBO CTBepIXKyBaTu 1o 3actocyBanHsa LI e
aKTyaJbHOIO TeHJAEHIi€r0 po3BUTKY Iutarpopm CTI B HampsMKy miABHIIEHHS €(QEKTHBHOCTI
00poOKHU MOCTIHO 3pocTatoynx 00cAriB iHdopmalii mpo kibep3arpo3u. OCHOBHUMHU CTPUMYIOUUMHU
(akTOpamMu 1IHOTO PO3BHUTKY €:

— jaHawadT 3arpo3, L0 MOCTIHHO po3muproThes. Lle ¢opmye mpobnemy mnocrtiiHOT
aKTyai3allii JaHuX HaBYaHHs HeHPOHHUX Mepex ruiatdopm LHT;

— HEBU3HAYCHICTh B CTPYKTypax IHTerparfii:

a) 1HdopMmarlii Ipo 3arpo3u 3 Pi3HUX HKEpe Mk cO00I0;
b) irdopmarii po3Binku kidep3arpo3 3 iHpopmaiier iHPpacTpyKTypu Kibep3axucry.

Ile BruMBae Ha KOpeKTHE BU3HA4YeHHsI CyTHOCTI 3aBaanHs LI, mo BupinryeTbcs B pamkKax
CUCTEMH PO3BIIKHU Kibep3arpos.

B ymoBax 3pocTaHHs OOCSTIB 37IOBMHCHHMX JIi B KIOEpHpoCTOpi aKkTyaJlbHUM € 3aBJaHHS
po3poOku  QopmanizoBaHUX Mojened iHTerpauii iHGopmamid po3BiAKM Kidep3arpo3d Ta
1H(pacTpyKTYpH KiOep3axucTy /Uil po3poOKH ePeKTUBHUX MIATPOPM KepyBaHHS KiOepOe3neKoro.

Merto10 po6oTH € po3podka popmarnizoBaHux Mojenel kinacudikailii, iHTerpaiii Ta 00pooKu
1H(popMaLlii Ipo 3arpo3u JUIsl BIPOBAIKEHHSI €PEKTUBHUX TEXHOJOTIN KepyBaHHs KiOepOe3neKoro
iHpOpMaLIHHUX CUCTEM.

OcHoBHuil MaTepiaua nociaigxenb. /s dopMmyBaHHS popmaii3oBaHUX MoOJETe B paMKax
JOCIHIJKEHb 0YJI0 pO3pO0JIEHO METOJIU CmpYKmypHo2o ananizy ingopmayitinux cepedosuny (CAIC)
CTI Ta cemanmuunoeco amanizy 6asosux nouams (CABII) y cdepi kibepOesnexu. PosrisiHemo
CYTHICTb ITUX METO/IIB.

1. MeTrox crTpykTypHoro anajidy indopmaniiinux mnpoueciB. Metonq CAIIl e
CIEIialIi30BaHOI0 BEPCi€I0 METOAY iepapXxiyHoi aekomiio3uilii. OCHOBOIO METONY € 3aCTOCYBaHHS
napagurMu  ampudymusrno-mpancgeproi npupoou ingpopmayii (Attributive-Transfer Nature of
Information, ATNI). ATNI [12] posrasgae iHdopmaiiro TinbkH SK (QI3UYHUE 00’€KT, IO
chopMoBaHUil OCOOJMBHM YUHOM 3a JONOMOrow (¢i3MYHOro BIUIMBY. TepmiH “‘iHpopmaris”
PO3KPUBAETHCA 32 JOMOMOTOI0 HACTYITHOTO MOHATTS (KOHIIETITY):

Ingpopmayia npo 06’ekt A B 00’exti B, I(A:B) — ue BinacTuBicTh 00’€xkTa B, 10
npuadaHa B pe3yibTari (Hi3MyHOI B3aeMOJii 3 1HIIUM 00’€KTOM A 1 € BioOpakeHHSIM
BJIACTUBOCTI IILOTO 00 €KTY 4 .

Jlnist 3acTOCYBaHHS MapajJurMU B paMKa MaTeMaTH4HOI (opmaiizalii onucy iHGpopMaiiHIX

MpoLEeciB MOHATTA “iHdopmaliis” Moxke OyTH IPEICTaBIEHO OUIBII TOUHO:

I((xtl.A:B)=(B,(xtj+lB)‘f,§2[3 S Y (1)
T00TO, iH(pOpMaris mpo BIacTUBIiCTh (atpudyT) af,4 06’ekty A B 00°ekTi B — 11e caMm 00’€kT B 3

1))

npuadaHoIo (B MOMEHT 4Yacy f) BIACTUBICTIO Of,,,B, ska cdopmoBaHa BILIMBOM f, 'V, 1O

Jj+l
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BijoOpakae BiacTuBicTh O, A (Hampukian, of A ="HaniBcepa") y HOBIill BmactuBocTi Of,, B (

af,,B ="uaniBchepa"). V npomy onmuci KOXHHH 00’€KT MpencTaBise cO0O00 MHOMXHHY HOro

BJIaCTUBOCTEH (aTpuOyTiB):
A={atd},i=1....I; B={atB},j=1...J. (2)

J+l

VY CBOW uepry, BIacTUBICTh 00’€KTY MOJMIIMBO PO3IJISAATH SIK BIIOPSIKOBAHY CYKYITHICTB
eleMeHTiB 1boro 00’exTy. ToOTo mpenctaBinsTH ii SK MIAMHOXHHY Ha JIEKapTOBOMY JOOYTKY
MHOYHH, III0 € OCSIMH SIKUICh CHCTEMH KoopauHat. Hanpukian, sKIo miciie po3TanryBaHHsI IIbOTO
00’€KTy MOB’A3aHO 13 IPOCTOPOBUMM OCAMHU KoopauHaT X ,,Y,,Z,, TO Taka BIIACTUBICTb SK
KOHKpeTHa (izuuHa Gpopma Moxe OyTu onucana popmysoro (3):

"namiBegepa"=ot,Ac X, xY, xZ,. (3)

Ha BinmMiHy BiJ] IHIIHMX MiXO/1B L MapaJgurma J03BoJIsi€ MPEICTaBUTH KOHKPETHY iH(opMalliro
Ta ii 3MiCT (CEMaHTHKY) B SIBHOMY BUTJISIII K OKpeMHH (i3udHHUN 00’€KT 3 KOHKPETHUM MicIeM
po3TamnryBaHHS B KOMIT IOTepHIH cucteMmi. Hampukman, sxkmo B — ue ¢aitn, B sskomy € npuadaHa
BJIACTUBICTB O, B, To cemanTuky iHpopmanii /(ot,4: B) MOXIHBO peacTaBuTu Gopmyioro (4):

ot \B= semantic[l(at,.A : B)] . 4)

Jj+l

Jj+l

B pamkax indopmariitHoi cuctemu TakuMu QismaHUME 00’ €kTamu € Tpadiku Ta Qainm, sSKi
TOB’s13aHi MX COOOK0 OOYMCIIOBALHUMHU NpolecaMu (TepetBopeHHsamu f, . ). Bei i ckinanosi
(Tpadiku, daiam, 0OYUCIIOBAIBHUMH MPOLECH) MOXKYTh OyTH 1eHTH(IKOBaHI Ta 3apeecTpoBaHi
KOMIT IOTEPHUMH 3aCO0aMHU.

[Mapamurma ATNI no3Bossie o0y TexHonoriro 00poOku iHpopmaii (information processing
technology, IPT) npencraButy HabopoM iH(MOpMaLIHHUX TIporieciB (information process, IP):

IPT ={IP,IP,,....IP,,...,IP,}, (5)

ne N — KUIbKICTb NPOILIECIB.

B cBoto uepry, koxHuit /P Moxe OyTH IpeCcTaBIeHU “BHOPSIKOBAHOO TPIHKOIO™:

_{7m g o
IRa_{Im ’Fm ’Iout}’ (6)
me: I, I — pxinma Ta BuxinHa inbopmarii mponecy 7 ;
F" — omepaTop mepeTBOpeHHs ((yHKyis, HE 3aBXKIU TOTOKHO MOHSTTIO MAMeMAmMuyHd
@DyHKyis).

B pamkax cTpykTypHOro asamizy KoOxHY [PT MOXIHMBO MpPEJICTaBUTH CHUCTEMOIO 3
inpopmayiino-pyuxyionanrvroro cmpykmypoio (IdC), mo BimoOpaxae BCi CKII0B1 1HPOPMAIIITHUX
IPOIECiB Ta 3B’SI30K MK HUMHU. B 1poMmy Bumany cTpykrypHuMu kKommnoHeHTamu IPC OynyThb
indopmarniiini nepersopenns £ Beix mpoueciB IPT , a B3a€M03B’A30K Mi KOMIOHEHTaMHU Oy/e
BimoOpakaTu iHpOpMaIliro nux mporueciB (BuxinHa iHdopmaris ogHoro nporecy /P, Oyne BXiaHOO

iHdopmarriero HacTymHOrO Tpouecy [P

>_)- Ha pucynky 1 nanaerscsa npuxian IOC cucremu, 1mo
CKJIAJJA€THCS 3 YOTUPHOX 1H(OPMAIIITHUX MPOLIECIB.

Buxopuctanus [®C B pamkax CTpyKTypHOIO aHalli3y [03BOJILE€ OTpUMaTH (HopMaaizoBaHUIl
onuc (rpadiyHuil Ta MaTeMaTHYHUI) ckiiagHoro iHdopmamiitnoro cepenosuma CTI nuisixom ioro
nexkoMIiosuiii Ha i1H(opmariiHi Ta ¢yHKIIOHATRHI KoMmMmoHeHTH. lle BimkpuBae mnuIsxX 10
imeHTHdiKamii BCiX KOMIIOHEHTIB, BH3HAU€HHs IX BIacTHBOCTeH (ceMaHTUKM iH(popmMamii Ta
0co0MMBOCTI HOCciA 1H(poOpMallli, CyTHICTh NepeTBOpeHb iH(popmalii (mepegada, KOMIOBAaHHS,
30epiraHHs, MPUHLMIN 1HTErpalii CeMaHTHUK, JOKAJbHOIO aHali3y, kKiacudikauii Ta inme). B cBoro
4yepry, A0 KOXHOTO 1H(QOpPMAIIMHOTO TPOIEC TaKoX MOKe OYyTH 3acTOCOBaHA aHAJIOTIYHA
JCKOMIIO3HIIisl. ITepaTMBHA JEKOMIO3MINS J0 HEOOXiMHOrO pIiBHSA JAeTamizamii  103BOJISIE
(dhopmalti3oBaHO ONMMCYBATH CKJIaIHE 1H(POpMaIliifHE CePEIOBUIIE Y BUTIISIII 1€PAPXIYHOI CTPYKTYPH.
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Pucynok 1 — [ndopmariitHo-¢pyHKIiOHaTBHA CTPYKTYpa CUCTEMHU

2. MeTo ceMaHTHYHOTO CHHTe3y 0a30BUX NMOHATH. BepOanpHuii onuc mporeciB y cdepax
kibep3axucTy Ta po3BiIKH KiOep3arpo3 4acTO CYIMPOBOKYETHCS CEMAaHTHYHOIO HEBH3HAUEHICTIO.
Haii0inp1 mommpeHo Taku HeBU3HAYEHOCTI (POPMYIOTHCS 32 paXyHOK ITiIMiHH IIOHSTh: Kibep3acpo3a
3aMIHIOIOTBCS HA 3a2po3y IHIIOMY O0’€KTY; idenmucpixayia xibep3azpo3u — Ha GUSHAYEHHS.
(OemexkmysanHs) Kibepamaxu; 3a2po3a — Ha pusuk sazposu [6], [9], [12].

[Hmumi HanpssMok popMyBaHHS HEBU3HAYEHOCTEH — MOSICHEHHSI CEHCY (CEMaHTHKH ) TOHSTTS 32
JOTIOMOTOI0 TEPMiHiB, SIKi caMi MOSCHIOIOTHCS Yepes3 1€ MOHATTs. Hanpukan, 1yske 4acTo MOHSTTS
iHhopmayin TOSCHIOETHCS Yepe3 8i0omocmi, Oawi, 3HaHHs a0O 1HIII TOHATTS, SKi B CBOIO Yepry,
MOSICHIOIOTECSL uepe3 inghopmayiro. JIaHIFOKOK TaKMX TOHSATh B CEMAaHTHYHHX MEpEk,axX CTBOPIOE
“3aMKHyTE KoNo”, sike ¢opMmye Oarato mpoOieM A HAYKOBUX JIOCHIPKEHb Ta CHUHTE3Y
iHQOpMaLlIMHAX TEXHOJOTiH. 3 METOH MOJONIAaHHA IMX TNpodJieM y mojaibmioMy OyaeMo
BUKOPHUCTOBYBATH HACTYIHI IHCTPYMEHTH (opmaizarii.

Ilonsasmms (KOHLIETIT) — 1€ YSIBHA KOHCTPYKIIis, KA MO€IHY€E HACTYIHI YaCTHUHMU:

1) mepmin (ineHTU(IKaTOp MOHATTA) — L€ CJIOBO, a00 CIIOBOCHONYYEHHS 3a SKUM
11eHTUPIKy€eThCs (TO3HAYAETHCS) 00’ €KT, sIBUIIE a00 MPOLIEC;

2) eusnayenns (CeMaHTHKA ab0 CEHC MOHATTS) — 1€ YHNOPSAKOBAaHUI 3a MpaBHJIaMH MOBHU
HaO1p cIiiB (TEPMIHIB), 110 MOSCHIOE CEHC TTOHSTTSL.

dopmMai30BaHO CTPYKTypa “NIOHATTS MOKe OyTH MOSICHEHA HACTYITHOIO (pOpMyII010:

“noiﬂrm”
'd Y
“imeHTHdIKATOP norATTs” = <4 TepMin, TepMiHz, ... Tepmimn,

(abo Tepmin) . , (7)

v

“ceMaHTHKa IOHATTA
(abo cemc, BU3HATEHHA)

BinnosinHo 10 npeactasieHHs (7) MOXKHA CTBEPXKYBATH, 1O 8UIHAYEHHS (CEMAHMUKA, CEHC,
Cymuicmu) nowsammsi — 11e yIOPSAIKOBAHUH 3a TTpaBUIaMi MOBH HaO1p IHIIUX TEPMIiHIB.

Jiis 3abe3neueHHs TOCIHiKeHh Ha OCHOBI BKa3aHOTO MiAX01y Oylio po3po0JIeHO BUMOTH JI0
dhopmyBaHHs TpodeciitHuX MOHATH Yy chepl 3ade3nedeHHs KioepOe3nekn Ta po3BiIKU Kidep3arpos:

— HE BUKOPHUCTOBYIOTHCS HCBU3HAYCHI ITOHATTS;

— HOBI TOHSTTS BH3HAYAIOTHCS 3a JOTOMOTO 0a30BHX IMOHATH Ta paHINIe BU3HAYEHUX
TIOHSITD;

— 10 Habopy 0a30BUX MOHSITH BITHOCITHCS BXOJATH TUTBKHU Ti, IO Y3TOJKEHI MiX cO00I0 3a
ceHcoM (TOOTO, B paMKax HabOpy HE CTBOPIOETHCS ‘“3aMKHYTE KOJIO);

— HeoOXigHI HOB1 MOHATTS (DOPMYIOTHCS 3a JIOMOMOTOI0 0a30BUX Ta paHIlle BU3HAYECHUX
MOHATH (TOOTO, HE 3aCTOCOBYIOTHCSI HEBU3HAUCHI MTPO(ECiiiHI MOHATTS).

Hamnpuknan, nins BU3HAYCHHS TOHATTS Kibepnpocmip OyJIO0 BUKOPHUCTAHO HACTYIHHK HAOIp
0a30BUX TOHATH, IO 3’ABUBCSA 3a pe3yJIbTaTaMU aHANi3y CKJIAJOBHX iH(pOpMaIiifHOT cucTeMu

(IC) [13].
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Ingpopmayis npo 06’ckm A 6 06’ckmi B, 1(A: B) —ue BnacTuBicTb (aTpudyT) 00’€KTY B , 1110
npuadana (mepeHeceHa) B pesyibTaTi (BizmuHOl B3aeMojii 3 00’€kToM A4 Ta € BiIOOpaKEHHSIM
BIIACTHBOCTI I[LOTO 00 €KTY A .

Hociii inghopmayii — 00'exT, B AIKOMY B1J100pakeHi BJIACTUBOCTI 1HIIIOTO 00'€KTY.

Kopucmysau IC — ue moguHa abo TexHIYHMHA 00'ekT (cucTema), SKi BUKOPHCTOBYIOTh
iHdopmartiriauii mpoaykt IC B cBoiX iHTepecax (LIAX).

Ingpopmayitinuii npooyxm IC — ue iHpopmaris i3 3aJaHUMU KOPUCTYBA4EeM BIIACTUBOCTSIMH,
sika (hopMyeThest iHGOPMAIITHUM CEPBICOM (TTOCTYTOIO).

Ingpopmayitinuii cepsic (mociayra) — e CyKynHICTh Aii 3 BXiHOIO iH(OpMaIi€eto, mo popmye
iH(OopMaIiHHUIA TPOAYKT 13 3aJJaHUMHU BIIACTUBOCTSIMH.

Bracmusocmi ingpopmayii — uie Ti sikocTi iHdOpMaIlii, iki mOTPiOHI KOpUCTyBaveBi iHpopMaIlii
(KoH(D1ICHIIMHICTD IUTICHICTD, JOCTYIHICTh, aKTYaJIBHICTh JOCTOBIPHICTD Ta 1HIII).

Ingpopmayitine 8ioHoutenns — 11e CyKymHICTh BX1IHOT iH(opMallii, oOpaHoro iHhpopMaIiiHoro
cepBicy Ta cpopMoBaHOTO 1H(OPMALIIHHOTO TPOAYKTY.

3a 101MoMOror0 IOro Habopy OyJI0 BU3HAUCHO MOHATTS Kibepnpocmip IC ta kibepbesneka IC.

Kibepnpocmip IC — 1e cykynHicTh iH(OpMaLiiHUX BiIHOCHH MiX kopuctyBadamu IC, ski
(OopMYIOTBECS 32 IOTIOMOTOI0 KOMIT FOTEPHUX MOCIYT (CEpBiCiB) IIMX CHCTEM;

Kibepbesnexa IC — ue cran iHpOpMaIiiHOT CHCTEMH, P SKOMY HaBMUCHI HECaHKI[IOHOBaHi
Iii y KibepnpocTopi He MOPYIIYIOTh JJIsi KOPUCTYBadiB MOCTYT 3aJaHi BIACTHBOCTI iH(opMariii.

i moHATTS y moAansioMy OyayTh BUKOPUCTaH1 B IKOCTI OCHOBH AJis (popMyBaHHS 0a30BOTO
HA0OPY y3rO/DKCHHX TOHATH I chepr pO3BIIKU Kibep3arpos.

3. ba3oBuii Ha0ip y3roJKeHUX MOHATH JJIS PO3BIAKM Ki0ep3arpo3. 3 METO0 MOAAIBIIOTO
YTOYHEHHS CYTHOCTI TMPOIIECIB PO3BIAKK KiOep3arpo3 Ha OCHOBI OTPUMAHOTO HaOOpy
B3a€MO3B’SI3aHUX MOHATH IHopmayilinill cepsic, Kibepnpocmip Ta Kibepbesneka O6yno chopMOBaHO
HACTyIHE TBEPHKEHHS BiIHOCHO CYTHOCTI iH()OPMAIIIfHOT CUCTEMH:

Inpopmayitina cucmema modice 6ymu po3ensiHyma 5K CYKYRHICMb  THHOpMayiiHux
cepesiciB, KOJNCHULL 3 AKUX peanizo8anuti 3a 0ONOMO20K KOHKDEMHUX KOMN HOmMepHUX
KOMNOHEHmM maKoi cucmemu.

Taxe TBepmkeHHs 03BoIIsIE 3a JonoMororo merony CCBII chpopmyBatu HacTynHuil 6a30Buit
HaOip y3ropkenux mousats ans CTL

Axmusu IC — e xomnonenT IC (amapaTHi Ta mporpaMHi KOMIT IOTEpHI 3ac00U, MepCcoHa,
1H(popMmaliiiHi pecypeu ((paitnu, Tpadiku, 00UNCIIOBaIbHI IPOLIECH, JTAHIIOKKU TOCTAaBKU MOCTYT Ta
1HILIe), 110 3a/isHI B peaizauii inghopmayitinux cepgicis.

Bpasznusicme IC — ue Taka BiactuBicTh  akmugy IC, 1mo Moxxe OyTH BHKOpHCTaHa
3JI0BMUCHUKOM ISl TOPYILEHHS KibepbesneKu.

Kibepzazposa (0ani — 3a2po3a) — 11e MOXKIMBI J1ii 3lI0BMUCHUKA BITHOCHO BPA3JIMBOCTI 111010
NOpYLIEHHS KibepOe3neKu.

Pu3zuk 3aepo3u — 11e XxapakTepuCTHKA 3arpO3H, 110 3aJIEKUTh BT UMOBIPHOCTI 1i peasi3altii Ta
MIPOTHO30BAHOTO 30UTKY.

Oyinka pusuxy 3aepo3u — 1e 3HaueHHs (KUTbKICHE a00 sKicHe, 00’ eKTHUBHE a00 Cy0’ €KTHBHE)
PHU3UKY 3arpo3u.

Kibepamaka — uie peanizoBana 3arpo3a, abo 3arpo3a B CTail peasizalii.

Kibepzaxucm — cykynHICTb Jiii 010 3a0e3MeueHHs CTaHy KiOepOe3neKku.

CemaHnTuKa cpopMOBaHOIr0 HaOOPY MOHATH B110Opaka€ OCHOBHY IOCIIAOBHICTH il B mpoI1ieci
MiArOTOBKM Ta peaii3alii 3JI0BMHCHOTO BTpy4aHHs B iH(opmariiiHy cucremy. Lle moxe Oytu
BHKOPHUCTAHO JUTSI OJATBIIIOT0 BU3HAYEHHS POJIl PO3BIIKH KiOep3arpo3 B MpoIieci Kibep3axucry.

4. ®yHkuia po3Bigku kidep3arpo3 B mnpoueci kidep3axucery. PopmanizoBaHO PO3BIJIKY
Kibep3arpo3 MO>KHa MPEACTaBUTH Yy BUMIIAJI 1H(POPMALIMHOTO MPOLECy, 10 € YaCTHHOI MPOIeCy
kibep3axucrty. {1t Takoro mpeacraBieHHs OyJio 3aCTOCOBaHO rpadiuyHuil onuc iHGOpMaIiiHIX
MPOIIECIB Y BUTIIAL iHopmayitino-pyukyionanrvroi cmpykmypu (1OC, puc. 1) Ta Habip HaCTyITHUX
Mojenelt s chepu Kidbep3axucry:
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a) Iluxn kepyBanHs kibepOesnekotro, [IKK [15], [16];

b) Jlanmroxoxk xidepsuumenns (Cyber Kill Chain, CKC) [17], [18];

C) Mogens yotuphox iH(pOpMaLiiHUX cepemoBul KibepaTaku (model of four CyberAttack
Information Environments, gami —4CAIE) [19].

B pamkax mozmeni LIKK mnpomec kiOep3axucTy mNpencTaBieHHH Yy BHIVIAAI LUKIIYHOTO
BHKOHAHHS MOCJIIIOBHOCTI 3 IT’sATI (QYHKIIIH (PUCYHOK 2):

Laenrudikanin puankis

d Y

Binnop1enHn 10To9HOT O

Kibepsaxmer

crany kibepdeinmexn

Buapaenns
kibepinunaentin

W

Pucynok 2 — [{ukin kepyBaHHS KibepOe3neKoro

Pearyeanna

[Tepma ¢ynxuis “Inentudikamis puszukis kidepOesneku” (ID) nepenbavae 3axoau, peamizaiis
SKHX CHpPsSMOBAaHA Ha TOTTUOJCHHS 3HaHb KepiBHHUITBA Ta mepcoHany IC moao HasBHUX PHU3UKIB
3arpo3, iX MpiOPUTETHOCTI Ta CIIOCOO1B YIPABIiHHA [IUMH PU3HKAMU 3 METOIO 3a0€3MeUeHHS HaITaHHS
BaxnuBux nocayr [16]. Inmi ¢ynkuii LIKK HampaBneni Ha BIpoBapkeHHS HEOOXiTHUX 3ac00iB
kibep3axucTy Ta peasizallilo 3a iX JOMOMOIOI BIAMOBIIHUX 3aXOIB IIOJO0 MPOTHU[Ii BU3HAYEHUM
3arpo3am.

Taka Monenb 103BOJIsIE€ PO3TIISAATH PO3BIAKY Kibep3arpos, sik peamizauito ¢yskuii ID, mo
3a0e3neuye nojanblii npoiecu Kidep3axucry 1H(GOpMali€ro PO MOXKIMBI 3arpO3UM Ta BIATIOBIIHI
CIOCOOH MPOTHUAI].

Hacrynna wmonens Cyber Kill Chain ¢opmanizye 3a JOMOMOIOI0 CIEiali30BaHOTO
BepOaJIbHOTO OMUCY il 3TOBMHUCHHUKA B paMkax ckinaaHux APT arak (aurn. Advanced Persisten
Threat — BmOCKOHaNa CTikKa (JOBroTpHUBaia) 3arpo3a) y BUIJISI TOCIIIOBHOCTI HACTYITHUX €TalliB.

1. Possioka (Reconnaissance) — 10ociipkeHHs, 11eHTU(iKaLis Ta BUOip 1ijei, 30ip Ta aHasi3
1H(popMalLii PO KEPTBY 3 BIAKPUTHUX JKEPEIL.

2. O36poenns (Weaponization) — po3poOka cTpaTerii aTaku Ta KOMIUIEKCY HEOOXIIHUX
3ac00iB (30poi), 1110 MOeAHYE B c001 3aCO0M B1AIaJIEHOTO AOCTYIy, HEOOX1JHE JIsl aTaKH IPOrpaMHe
3a0e3neueHHs Ta 3aC00M aBTOMAaTH30BaHOI aKTUBALII] IIbOTO MPOrPAMHOI0 3a0€3MeYeHHS.

3. Hocmasxa (Delivery) — mepenava (IpOHUKHEHHS) 30poi B KOMIT IOTEpHE CEPEIOBHIIEC
LIJTLOBOI OpraHi3arii.

4. Excnayamayis (Exploitation) — micimsg Toro, sk 30posi TOCTaBji€HA, MMOYHMHAETHCS
eKCIUTyaTallis Bpa3lMBOCTEH KOMII FOTEPHOIO CepeloBHINa LiaboBOI opranizamii. Haifuacrime
eKCIUTyaTallisl Hal[lJIeHa Ha BPa3JIMBICTh MIPOrpaM, OIepaliifHoi cucTeMHu abo KOPUCTYBayiB.

5. Bcmanosnennsa (Installation) — BcTaHOBJICHHS HECAaHKIL[IOHOBAHOT'O KaHAJY BiAJaJIeHOTO
noctyiy (0eKIopy) B CHCTEMY-XKEPTBY, IO JO3BOJISIE 3JIOBMUCHHUKY MIATPUMYBATH CTIMKICTH Yy
CEepEeIOBHIIII.

6. Komanoyeanns ma «kepysanuss (Command and Control, C2) — 3a g0moMoror
HECAHKIIIOHOBAHOT'O KaHAIly yIpaBiiHHs (OeKI0py) Y pealbHOMY 4Yaci 3a0e3neuyeThes JUCTaHIliiHe
KEpyBaHHsI 3JIOBMUCHHM IMPOTPAMHUM 3a0€3MeUeHHsIM Ta/a00 (DYHKITiISIMU OTIepallifHiuX CHUCTEM B
KiOepcerMeHT1 KepTBU.
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7. i wooo yineu abo yinvosa axyis (Actions on Objectives) — Micis MPOXOIKEHHS MEPIIHX
IIECTH MiATOTOBYMX €TaIliB (TaKTUK), 37I0BMUCHUKUA MOXYTb BXKMBATH 3aXO1B JIsl JOCATHEHHSI CBOIX
CTpaTeriuHuX LiTeH.

Mopnens [03BOJII€E 3a JIOMOMOTOIO CIHEIialli30BaHOTO BepOalbHOTO omucy (opMyBaTH
nporuo3u npo moxiuei APT araku Ha pecypcu kopnopatuBnoi IC. Henomik 1€l Mozeni — BiACyTHI
JIOCTYITHI TOSICHEHHS PO TEpeXiJ BiJl BEpOATLHOIO OMHCY J0 OMHCY, IO 3MOXYTh ‘3pO3yMiTH
KOMIT FOTEpHI IPUCTPOI iHPpacTpyKTypH KiOep3axucTy.

Haii6inem monynsapHa inteprpetanis moneni CKC — me moxaens kopropariii Mitre, 1o
3actocoBye CKC mist CTpyKTypyBaHHS 3HaHb PO TAKTUKH Ta IPHHOMH IPOTUBHUKA. ba3a 3HaHb 1po
3arpo3u (¢pperimBopk) MITRE ATT&CK no3Bosisse 1eTanbHO MPOTHO3YBATH IOBEIIHKY
37I0BMHCHHUKA 32 JIOTIOMOTOI0 HIMPOKO BiIOMOTO KOHIIETTY SIK TaKTHKH, TEXHIKH Ta MPOLEAYypHU
(Tactics, Techniques, Procedures, mami — TTPs) [18].

1. Taxmuxa (TA) — 1e npoMi>kHa TEXHIYHA [[Ib CYNPOTUBHUKA, IPUYMHA BUKOHAHHS i1 Ta
T€, YOro BiH Hamaraetbcs gocsartu. Koxna Taktuka npus’szaHa no eranmy CKC. JlocarHenns
CTpaTETiYHOI LiJIi pealli3yeThcs Yepe3 CYKYIMHICTh JOCSITHEHHS TAKTUYHUX IIICH.

2. Texuixu (npuitomu, T) mpencTaBisrOTh COo00K0 HaOIp 3axX0JiB, 3a JIOMOMOIOK SKHUX
MPOTUBHHK JIOCATAE TAKTHYHOI METH.

3. [Iliomexuiku — 11¢ Pi3HI BapiaHTH TEXHIK 3 OLIBIN JeTadbHUM omucoM. He BCi TexHIKH
MAarOTh ITIATEXHIKH.

4. Ilpoyeoypu (P) — ne Habip HeoOXiIHUX 3acO0iB Ta pecypciB, IO JO3BOJISE peaizyBaTH
TEXHIKHU (MATEXHIKN).

B pamkxax MITRE ATT&CK Bci TexHikH, MITEXHIKH Ta MPOLEAYPH 3B’sI3aH1 3 KOHKPETHOIO
TakTUKOIO (eramoM ataku). KokHa TakTHKa, TEXHIKa Ta MIATEXHIKA MAalOTh YHIKaIbHI
ineatudikatopu (ID). Takum uunom, pecypcu MITRE ATT&CK po3Bomsitors anamitukam CTI
¢dbopmyBaTH aeTanizoBaHi KapTu ataku (attack map) Ha ocHOBI TexHIYHUX BimomocTeii mpo TTPs. [pu
IIbOMY OCTAIOThCS HEBIZIOMUMH CIIOCOOM (hOpMYyBaHHS BiJMOBITHHUX 1Ia0JI0HIB 03HAK MMO/ii Oe3MeKH,
110 JI03BOJIATH aBTOMATHU30BAHO JIETEKTYBAaTH aTakH 3a 4acoM 1 MPOCTOpOM 1H(pOpMaLiiHOI cucTeMHU
3a JONOMOT'0r0 KOMIT toTepHHX 3aco6iB IDS ta SIEM.

Po3sButkoM migxomy dopmamizamii mporeciB po3Biaku kidep3arpo3 € mogaens 4CAIE,
po3po0iena Ha ocHoBi napaaurmMu ATNI. CtpykTypa Mozeni pecTaBieHa Ha pucyHKy 3. OCHOBOIO
Mozeni € iHpopMmaiiitHe cepenosuiie kidepataku (CyberAttack Information Environment, CAIE),
10 CKJIAJA€ThCsl 3 4-X CETMEHTIB, B SKMX BiOOpPakatoThCs Pi3HI OCHOBHI aCHEKTH KibepaTaku Ta
3axucTy BiJ Hel. CerMeHTH Mozieli cpOpMOBaH1 HACTYITHUMU CYTHOCTSMHU: IPOTUBHUK (Adversary),
xepTBa (Victim), MeHTanbHe iHGOpMaliiiHe cepenoBuile (Mental Information Environment, MIE),
koMIT'toTepHe iH(popmauiiine cepenosuie (Computer Information Environment, CIE), a6o ioro
po3moBCIOIKeHa Ha3Ba — kibepmpocTip (Cyberspace).

Adversary Victim
Threat
Mental 1 ) . 3 Attack forecast
information (Cyber Eill Chain) (Cyber Kill Chain)
i t, g it ALl
emlr}‘;r[lzm ‘ T H e H Tas + ‘ TAS H TA H TAS }—»
| I\ J
' ! Alarm
SEAP| I | I
Jrpl2 Fy
-4
2 4 Jmap v
SIEM ‘
Computer
information Securir}ﬁnformari&l +
environment, Attack | fmaplp 4 s, s,
CIE \
(Cyberspace) o o
TA H TAs H TAM }, Security
evets

Pucynoxk 3 — Mogens 4-x indopmarttiiinux cepenosun kideparaku (4CIE)
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Cerment 1 (MIE, Adversary) — 11e MEHTaJIbHE CEPEIOBUIIEC MPOTUBHUKA, /1€ BU3HAYAETHCS
[[TbOBA JKEPTBa Ta POPMYETHCS TJIaH aTaKu Ha iH(POpMAaIliiiHy cucTeMY JKepTBH, (TOOTO, 11€ CETMEHT
3arposmu).

Cermenrt 2 (CIE, Adversary) — 11e KOMIT' FOTepHE CEpEAOBHIIE MPOTHBHUKA, 3aCO0AMU SIKOTO
MIPOTHBHUK pealli3ye aTaky Ha OCHOBI CEMaHTHKHU paHimie copmMoBaHOi 3arpo3u (ToOTO, 11€ CErMEHT
aTaKu):

— cermenT 3 (MIE, Victim) — 11e MEHTaIbHE CePEOBHUIIIE KEPTBHU, 1€ POPMYIOTHCS IPOTHO3H
MOXUIMBUX KiOeparak (Attack Forecast) (mami, cerMeHT KiOep3axucTy);

— cermenT 4 (CIE, Victim) — 1e KOMIT'FOTEpPHE CEpPEIOBUIIE JKEPTBHU, IO PEali30BaHO B
iHdopmartiiiHoi cuctemi. B cermenTi BimoOpakaroTbcsl BIUIMBH aTaKW MPOTUBHHUKA Ta Jii JKEPTBU
010 Kibep3axucTy Bif miei aTaku (1aji, CETMEHT KiOep3axucTy).

B mMoxeni mokazani iHdopmarliiiHi 3B’S3KM MK CETMEHTaMH, SKi MOXXHA IPEICTaBUTH
oriepaTopamu iHQOPMAIIITHOTO BILIHUB:

1) fmapl_2 — omepartop, IO J03BOJISIE MEpPETBOPIOBATH ceMaHTU4HI KoHcTpykuii MIE B

koHCcTpykii CIE. Peanizyerbcsi JIIOMMHOIO NUISXOM MAaHIITYJIOBaHHS KOMIT IOTEPHUMH 3ac00aMu
BBOJIy-BUBOJY AaHUX (TOOTO, BUKOPHCTOBYETHCS JIIOAMHO-MAIMHHUE iHTepdeiic). Lleit omepaTop
MIOKAa3Ye sIK 3aepo3a, o Oyna copMoBaHa B MEHTAIILHOMY IIPOCTOPI 3I0BMUCHUKA IIEPETBOPIOETHCS
B KOHKPETHY amaxy B HOT0 KOMIT IOTEPHOMY CEPEIOBHILL;

2)  fap2_4 —ONIEPATOP, LIO JI03BOJISIE IEPETBOPrOBATH ceManTH4Hi koHCTpyKi CIE cermenty

2 B cemantnyHi KoHCTpYKIii CIE cermenty 4, nuisixoM rnepenadi HEOOX1THUX JaHUX HA BiICTAHb MK
CErMEHTaMHU 3a JOMOMOIOK EJIEKTPOMAarHiTHUX CUTHaiiB. ToOTo maii B cermeHTi 2 (amaka)
BiJOOpaXarOThCs B PEAKTUBHI /il B KOMIT IOTEPHOI CUCTEMH JKEPTBU;

3)  fuapsa — Omeparop indopmanifiHOro BIUIMBY, IO MO3BOJSE IO AHANOTI 3 f,.. ,

NepeTBOPIOBAaTH ceMaHTHuYHI KOHCTpykuii MIE komanam 3axucHukiB (toOTo, Attack forecasts —
npoernosu amax) B kKoHcTpykiii CIE (mmabmonu inpukaTtopiB kommpomerariii (SEAP) mis 3aco6iB
SIEM). ToOTo 11eii cerMeHT MO>KHA B1JIHECTH J10 PO3BIJIKH 3arpo3.

[IpencraBneni Qopmani3Mu J03BOJIAIOTH CHOPMYBATH HACTYIHY MOJAEIb POJi PO3BIJIKU
Kibep3arpo3 B npoiieci Kibep3axucty (pucyHok 4, tabmnus 1).

s

37113 i PK3 _,E_, IK3
Ll — IS S

¥ ¥ v 4 v

3arpoza -———- KC

Pucynox 4 — Mogens poii (pyHKIIT) po3BiiKH 3arpo3 B Mpolieci Kibep3axucry

B pamkax mukiny kepyBaHHs KibepOesnekoro iHpopmaniiinoi cuctemu CTI Bukonye QpyHKIit0
“Inentudikanito puzukiB kidep3arpos3” (ID) HacTymHUM HUISIXOM:

— pomyk (In.1) Ta 36ip (In.2) indopmalii Mpo MOKITUBI 3arpO3H 3 30BHILIHIX JKEPET;

— mnomyk (In.3) Ta 36ip (In.4) indopmarii mpo MmoxiuBi BpaznuBocti KC (muisixoM nepeBipku
Ha MIPOHUKHEHHS, T03BOJISIE BUBHAUNTH PEJICBAHTHI 3arpO3H 3 3arajibHOTO MEPETiKy);

—  (opmyBanHs po3BimyBambHOTO NTpoaykry (IH. 5);
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—  BHOPOBA/DKEHHS JTaHUX PO3BIIYBAJIBLHOTO MPOAYKTY B MIpolecH KiOKp3axucty ((yHKIisS
“Kibepzaxuct” LIKK);

—  JIeTeKTyBaHHS iHIMACHTIB Oe3reku (IH. 7) 3a 10mOMOror po3BiAyBaJIbHOTO MPOAYKTY Ta
dbopmyBanns IK3 mapamerpiB peakiiii Ha iHIUICHTH KiOepOe3meKu sl BITHOBICHHS CTaHy O€3MeKu
KC (dbynkmii 3-5 HKK: “BusBnenns (aerexkTyBaHHs) 1HIUICHTIB Oesneku”, “PearyBaHHs Ha
iHIUACHT Oe3nekn”’, “BigHOBIEHHS CcTaHy KibepOesnekn™);

— iadopmyBannas PK3 npo norounuii cran kidGepOe3neKku Mo BCIM ONpanboOBaHUM 3arpo3aM
(In.9, moxxnuBa popma — nomouruii npogine 3axucmy) [19].

Taomuus 1 — Komnorentu Monaedi

No Kon Hassa
DyHKYIOHATbHI KOMNOHEHMU CMPYKMYPU

1 KC Kowmm’roTepHa cucrema

2 IK3 IadpacTpykrypa Kibepzaxucty

3 PK3 Po3Bijka kibep3arpos

4 3413 3oBHIMIHI JKepena iHdopMallii mpo 3arpo3u

Inpopmayis

1 In. 1 [TapameTpu nomyky 3arpo3

2 1.2 Iadopmartist mpo 3arpo3u

3 1.3 [Tapamerpu nouryky Bpaznusocreri KC

4 In. 4 Iadopmariist npo BpaznuBocti KC

5 In.5 Po3BigyBanbHUN POIYKT

6 In. 6 IHarKaTopr KOMIIPOMeETAIlii 3arpo3H

7 .7 [adopmariis npo noxii 6e3nexu

8 . 8 [TapameTpu peaxiii Ha IHIIMIEHTH KiOepOe3neKu
9 1.9 Indopmartist mpo MOTOUHUM cTaH Kibepbe3neku

ITpumiTka:
1. TlocnimoBHicTh i1HQOpMAIITHMX MpPOLECIB BIANOBIIA€ 3POCTAHHIO HOMEPIB B KOJAAX

iHpopMaii.

2. Indpactpykrypa KiOep3axucTy — CYKYNHICTb OpraHizaliiHO-TEXHIYHUX 3aXOJIB 3
Ki0ep3axucry.

3anpornoHoBaHa MOJENb JA03Bojwia jaeranizyBatd poib (pynkuiro) CTI B mpouecax
kibep3axucry IC Tta xiacudikyBatu cynmyTHIO iH(opmamito npo kibep3arpo3u. Moxe Oytu
BUKOpPHUCTaHA SIK Ul PO3pPOOKM AJITOPUTMIB BIAMOBIIHUX MPOTPAMHUX TEXHOJIOTIH, Tak 1 AJs
JIOKAJII30BaHOTO aHalli3y MOXJIMBUX BapiaHTiB Bukopuctanns LI B mponecax 3axucry.

5. Indopmaniiini nmpouecu po3Biaku kidep3arpo3. Monens (yHKIIT PO3BIAKH 3arpo3 B
npoiieci kidbep3axucry (puc. 4) He po3KpHUBa€e CyTHICTb BHYTpilIHIX nporieciB. ToOTo, po3Biaka Oyna
MpeACTaBICHA Y BUTIIAI “dOpHOI CKpuHBKK . JlogaTkoBa MoAeNb (PUCYHOK 5), 1o po3poOieHa 3a
JIOTIOMOTOI0 METOJIy CTPYKTypHOTro aHanizy iHopmamiitaux cepenosuil (CAIC), koHKpeTHsye Iii
IpolecH Ta IX Oprasizaliio, J03BoJisie KiIacH(iKyBaTH BHYTpillHIO iHpopManito. Koxuuit
inpopmartiitamii porec [P, ckiamaethes 3 BXimHOi imdopmanii /", ii meperopenns F'\" Ta

BuxinHoi inpopmanii /) (6). B Mexax iH(popManuiiHO-QYHKIIOHATEHOI CTPYKTYpH BHXiHA

out

iH(pOpMallis 0THOTO MPOIIECY € BXITHO 1H(OPMAIIi€l0 HACTYITHOTO.
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Pucynok 5 — Mopnens iHpopMaIiiiHIX MpoIEeciB pPO3BIAKY Kibep3arpos

Tabmums 2 — KomnoHeHTH MOJiei po1ieciB

No Kon Hassa
DYHKYIOHATbHI KOMNOHEHMU CMPYKMypU
1 Fi [Tommyk Ta 36ip iHGOpMAIIii PO 3arpo3M 3 30BHIMIHIX JHKEpe
2 F2 [MTomyk Ta 36ip iHdopmarii mpo aktyanspHi BpaznmuBocti KC (TectyBaHHs
Ha POHUKHEHHS)
3 F3 [lepeBipka Ha  pEJEBAHTHICTH aKTyalbHUM BpazimuBocTsiM  KC,
JIOCTOBIPHICTh, aKTYaJIbHICTh Ta ITOBHOTY.

4 F4 Amnani3
Fs dopmMyBaHHsI PO3BilyBaJIbHOTO MPOAYKTY
Fs ApxiBartisi.

Ingpopmayia cmpykmypu

1 In. 1 [TapameTpu NOLIYKY 3arpo3

2 1.2 [Hdopmartis po 3arpo3u BiJ 30BHIIIHIX JIKEPET

3 1.3 [TapameTpu nomyky akryajbHUX BpasinuBocTeil KC

4 1. 4 [ndopmanis npo aktyanpHi Bpaziauocti KC

5 [n. 1.1. | Pe3ynpTaTu 300py: nepenik 3arpo3 Ta BIANOBIIHI MaTepiaiy po 3arpo3u

6 1. 2.1. | Indopmanis npo akryansHi BpaznuBocti KC

7 [n. 3.1. | [ndgopmaris, 1o BIAMOBIIAE KPUTEPISIM

8 In. 3.2. | Indopmariis, 1m0 He BiANOBIIAE KPUTEPISIM

9 [1.4.1. | [ndopmaris, 110 BIAMOBIIAE KPUTEPISIM aHAIIZY
In. 4.2. | [lapameTpu NOUIYKY JI0JIATKOBOI iH(OpMAaLii Ipo 3arpo3u
1.4 Po3BinyBanbHUI TPOIYKT

Omnuc nporiecis.

IP;: 3a mapameTrpaMu TIOIMIYKY /.l 3 BIZKPUTHUX 30BHIIIHIX JKEpeN 30MPAcThCs aKTyallbHA
iHpopMmaisg po 3arpo3u /n.2. Ha i ocHoBi F|, ¢opmye pe3yinbratu 300py /1. 1.1 (e koaudikoBaHun
MEePEITIK 3arpo3 Ta BIAMOBIAHI MaTepialid PO 3arpo3u).

IP;: 3a pe3ynpTaTaMu TECTYBaHHS Ha MPOHUKHEHHS KOMIT I0TepHOI cuctemu ( F,) hopmyeThest

iHpopMarig npo aktyanbHi BpasnuBocti KC /u.1.2.
IP3: Ha ocHOBi [n.1.3 Ta In.1.2 Gopmytotbest (F;) pesynbTatu 300py, IO BiAMOBIIAIOTH

KPUTEPISM PEJIEBAHTHOCTI aKTyaJIbHUM Bpa3auBocTsIM KC, 1oCTOBIpHICTh, aKTyaJIbHICTh Ta TIOBHOTY,
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(In.3.1) Ta He BimnosinaoTh (/n.3.2). In.3.1 Ge3nocepeqHbO MocTynae Ha (yHKIiIO (HOpMyBaHHS
PO3BITYBaJIILHOTO MPOAYKTY ( FY ).

IP;: indopmaris [n.3.2 anamizyerses (F,) Ha mpeaMeT HEBIANOBIIHOCTI Kputepism F;. 3a

pesynbrataMu (OPMYIOTbCS JTOJATKOBI 3allUTH Ha OTPUMAHHS YTOYHIOIOUHMH iH(opMamii mpo
3arpo3u Ta BPas3IMBOCTI [H.4.2. Y pa3i MO3UTUBHOTO YTOYHEHHS (opMyeThcs iH(OpMAIlis MO
BIIMTOBITHUM 3arpo3am [#.4. 1.

IPs: na ocHoBi MmarepianiB iHdopmanii [#.3.1, In.4.1 Ta pe3ynpTaTH BIPOBAKEHHS B

iHppacTpykTypy KiGep3axucty morouHoro mpodimo 3axucrty (/n.9) dopmyerses (F)

po3BiAyBabHUIA TPOAYKT [#.5. TIpogykT Moxke OyTH y BUIJIAAI IUIBOBOrO MPO(UI0 3axXucTy
[15], [16], B sskOMY BimoOpasKkaroThCs:

—  aKTyaJIbHI Bpa3MUBOCTI KOHKpeTHUX KoMItoHeHTiB KC Ta moB’s3aHi 3 HUMH 3arpo3u;

—  OLIIHKM PU3HUKIB 3arpo3;

—  TTP ta inaAuKaTopu KOMIIpOMETAIlii IO KOXKHIH 3arposi;

—  JIOJaTKOBI 3aX0JM 3aXUCTY 010 OOPOOKH PU3HKIB 3arpo3;

—  MPOMO3UIIi MO0 BIPOBA/KEHHS 3alIPOITOHOBAHMX 3aX0/liB 3aXHCTY.

6. [IpakTHYHE 32CTOCYBAHHSA 3aNIPONOHOBAHMX MoJeJel/ 32 I0OMOror0 3alIpOIIOHOBAHUX
MOJIeTICH Ha OCHOBI pensiiiiHoi 0a3u nmanux Oyna ctBopeHa Cucmema KepysauHs iHGopmayicio
po3sioku kibepzacpos (CKI PK3). 1na dopmanizamii 3aBaaHHs 11040 po3poOku Oyna po3pobieHa
HACTYITHA KOHIICTII[iSl CHCTEMH:

1) 3araabHuii onuc curyauii

1.1. KopniopatuBHa iH(dopmariifHa cucTeMa po3TISIacTbes K CYKYIHICTh iHGopmayitinux
cepeicig (1S).

1.2. KoxHuit IS noB’s13aHuil 3 KOHKPETHUM:

a) KOMIIIOTEpHHMM 3a0e3MeUeHHSM (arnapaTHUM Ta IPOTrPaMHUM);

b) mnepcoHanoM (KJIIEHTOM CEpBICY):

C) MepexeBUM TpadikoM MK KOMI IOTEPHUMH 3aco0aMu iHGOpMaliiHOI CUCTEMH;

d) no indopmarii koxxkHoro IS 3a7ar0TbCst BUMOTH BIIHOCHO 3a0e3neueHHs BnacTuBoctel (K,
LI, 1, abo inmmi).

e) 3abe3neveHHs 3a/laHuX BIIACTUBOCTEW Ui BCiX IS B yMoBax 3JI0BMUCHUX BIUIMBIB Ha
iHpopMaliiiny — 3aB1aHHS 1HPPACTPYKTYpHU KiOep3axucTy.

1.3. 3arpo3a kibGepOe3neku iHpoOpMaIiiiHiil cucreMi (#ami — 3arpos3a) pO3IIIAJAETHCS SIK
CYKYITHICTb:

a) a) Bpa3NMBOCTI (BJIACTUBOCTI KOMIIOHEHT 1H(OpMAIIHHOT CHUCTeMl, IO JT03BOJSIOTH
3JI0BMHUCHUKY MOPYIIUTH CTaH Ki0epOe3neKu );

b) 6) ta MmoxxnMBHUX A1i 310BMUCHUKA (/]3) BIIHOCHO KOXHOI BpPa3JIMBOCTI.

1.4. Bci Bpa3nMBOCTI NMOB’A3aHI 3 KOHKPETHMMH KOMIIOHEHTaMH iH(pOpMaLiiHOI cucTeMu
(amapatHe Ta mporpamHue 3abe3neueHHss KC, indopmariitHi pecypcu (daiinu, manku AupekTopii),
MIePCOHA, JTAHIIFOKKH MTOCTABOK OOJIaTHAHHS Ta IHIIE).

1.5. 3arpo3sa B cTaaii pearnizariii, abo peaizoBaHa 3arpo3a, pO3IISIAITECS K amakd.

1.6. Po3rnsmaroThesl TIMBKM 30BHIIIHI 3arpo3d, IO MOXYTh OyIu peani3oBaHi uepes
TPaHCIOPTHI cepBicU IHTepHET.

1.7. dns 3a0e3nedeHHs CTIHKOCTI 70 KibepaTak B paMKax iH(OpMAIliiiHOI CHCTEeMU CTBOpEHA
ingppacmpykmypa  kibepzaxucmy (IK3), skxa QyHKIIOHye Ha OCHOBI IMKIY KEepyBaHHS
kibepbesnekoro [15], [16].

1.8. JIns 3a6e3neuenns pobotu IK3 BrpoBamxyeThes ciryx0a po3siaku kidepzarpos (CTI).

2) 3apnanns PK3:

— imeHTH(ikamis pecypciB i1H(GOpMAIIHOI CHUCTEMH, BIIACTHBOCTI SIKUX MOXYThb OyTH
BUKOPHUCTaH1 B paMKax 3arposu;

—  (opmyBaHHA Ta MIATPUMKA aKTYaJIbLHOTO PEECTPY PECYPCIB:

— imeHTU]IKaIISI aKTyaJIbHUX 3arpo3 Ha OCHOBI iIH(OpMaIIii TOCTYITHUX JHKEPET;
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—  (opmyBaHHS Ta MIATPUMKA aKTYaJILHOTO PEECTPY 3arpo3;

—  OLIHIOBaHHS PHU3MKIB 3arpo3 i Kopropailii (3a TexHosoriero SCAP);

—  aHai3 TaKTUK, TeXHIK Ta npouenyp (konuemnuis TTP), Bu3HaueHHs 3aX01iB IPOTHIIT Ta
IHIUKATOPIB KOMIIPOMETAITii);

—  NPUHAHATTA PIMISHHS I0JI0 HEOOX1AHOCTI 0OPOOKHU 3arpo3u;

—  MArOTOBKA MPOIO3HIIIH MO0 3aX0A1B 00pOOKH 3arpo3Hu.

3) OcHoBHni 3aBnanns CKI PK3:

—  MIATPUMKA PEECTPY PecypciB;

— miaTpuMKa peectpy 3arpo3 (imentudikatopu, omuc, TT3, OIiHKM pPH3UKIB 3arpos,
MPOIO3UIIiT 00 00POOKH, BiNIOBIIAbHI, pe3yIbTaTH 0OPOOKH, 1aTH);

— miaTpumMka peectpy pecypeis IK3;

—  aBTOMaTu30BaHe (POPMYyBAHHS MOTOYHOTO Ta LITBOBUX MPOdiiel 3aXUCTy.

Peanizaris xoHuenuii mpoBoanUIach Ha OCHOBI BiJOMOI kiacu(ikallii 3axoniB Kibep3axucry
wiaropmu Framework for Improving Critical Infrastructure CyberSecurity (CSF) [15], [16]. Peectp
aKTyaJlbHUX aKTUBIB iH(QOpMaLiiHOI cucTeMH CPOPMOBAHMI CYKYHHICTIO TaOJIHUIlh BiAMOBIIHO 10
HACTYIHHUX KaTeropiil kiacy 3axoi kidep3axucry “Inentudikamnis pusukis kidepoesnexu” (ID):

ID.AM-1. AnapatHe 00naIHAaHHS Ta CUCTEMHU;

ID.AM-2. TlporpamHe 3a0e31eUeHHS;

ID.AM-3. KomyHikaliiiHi moToku naHux (Tpadikun);

ID.AM-4. 3oBHimHI iHpopMamiiiHi Ta iHHOpMAIIITHO-KOMYHIKAI[ii{HI CHCTEMHU;

ID.AM-5. Kputn4dHOCTh Oi3HEC-TIPOIIECIB Ta iX aKTHUBIB.

Bei mi Tabnumi moemHaHi 3a gonomMororo Tabmumi 3acposu (peecmp 3aepo3), B AKIH
BiJI0OpakaeThCsl HACTYIHA 1H(hOpMAITif:

— KO/ 3aTpO3H;

—  CEeMaHTHYHMH iIeHTHdIKaTOp;

—  Jara peecTpaiiii;

—  KOpPOTKHMH OIUC;

— TIOB’SI3aHI aKTUBH;

—  OILIIHKA PU3HKY 3arpo3y;

—  TIOCHUJIaHHS Ha PO3IIMPEHUI BHYTPIIIHINA OMKC 3arpo3H;

— TIOCWJIaHHS Ha 30BHIIIHI JKepera;

— cTajis 06pobku 3arposu PK3 (F, — F;, puc. 5):

— xomm TTP;

—  IHAMKATOPH KOMIIPOMETAILlIi;

—  cTazii BpoBa/KeHHs 1HpopMallii B iHppacTpyKTypy kibep3axucry (eramu 2-5, puc. 1).

Ha ocHOBI cdopMoBaHMX pEeCTpiB CHUCTeMa JI03BOJSIE 3a 3aBAaHUMHU IapamMeTpamu
aBTOMATH30BaHO (JOPMYBATH MOTOYHUM Ta IUIOBUIN POl 3aXUCTY.

Po3pobnena CKI PK3 no3Bosisie cCTBOproOBaTH €JIEKTPOHHI peecTpu iH(opMarii po3BiIku
kibep3arpo3 Ta aBTOMaTU3yBaTH ii 00poOky. OpieHTOBaHa Ha 3acTocyBaHHS B pamkax SOC
KOPIIOPAaTUBHUX 1H()OPMAIITHUX CUCTEM.

BucHoBku. Bucokuii piBeHb HEBU3HAUEHOCTEH Yy OMHCY PO3BIJIKK Kibep3arpos, 10 3HAYHO
3aTpyJIHs€ BIPOBAIKEHHS KIACUYHUX TEXHOJIOT1H aBTOMAaTH3allii, OLIHIOBaHHS iX HEOOX1AHOCTI Ta
epeKTUBHOCTI. BiICyTHICTh KOHKPETHKH B PO3YMiHHI iH(pOpPMaLiHHUX MPOIECIB TAKOX 3aBaXKae
BIIPOBA/KEHHIO 3ac00IB IITYYHOTO 1HTENEKTY: CKJIAJHO BHU3HAUWUTH MICIlEe 3aCTOCYBaHHS Ta
MPUHIIUIIOBY MOXKJIMBICTh HaBUaHHS HEHPOHHOI MEepEXi Ha JaHUX PO3BIIKHU Kibep3arpos.

3 MeTOr0 MO0IaHHS 1i€1 TPoOIeMU B paMKax J0CIIKEHb Ha OCHOBI ITapaiuirMu aTpuOyTHBHA-
TpaHchEpHOro MiAXOMY 0 NpUpOoAH iH(pOpMaIlis, 3aC00iB CHCTEMHOTO Ta CEMAaHTUYHOTO aHAII3y
OyJu po3po0JIEH] MemoO CMPYKMYPHO20 AHANI3Y THHOPMAYITHUX NPOYECi8 Ta MemOO CEMAHMUUHO20
cunmesy 6a306ux noHams. BUKOPUCTaHHS LIUX METO/IB T03BOJIUIO CPOPMYBATH:
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—  0asoBwii HabIp y3ro/KEHUX TOHITH PO3BIAKK Kibep3arpos;

—  Mojenb podi (PyHKIT) po3BiIKK 3arpo3 B MPOIIEC] KiOep3axucTy;

—  Mozenb iH(popMaIitHIX MPOLIECciB PO3BIIKU Kibep3arpos.

Pe3ynbraTtu 1oCHiKEHD T03BOJIIOTH MTPEACTABUTH PO3BIJIKY KiOEp3arpo y BUTIISAL CYKYITHOCTI
(indopmariitHo-(pYyHKIIOHATBHOI CTPYKTYpPH) Y3TO/PKEHUX iH(pOopManiiHuX nporeciB. s KOXHOro
3 IIUX IIPOIIECiB BU3HAYECHA CeMaHTHKa iH(OopMaIlii Ta CyTHICTb i IepeTBOPEHb. 3 METOIO MOAAJIBIITOTO
YTOYHEHHS JI0 TOTPIOHOTO pIBHSA KOHKpETH3alil KOXHHUHA 3 TMPOIECIB TaKOXK MOXe OyTu
npeAcTaBiIeHUH 1HpopMaIiiHO-(QYHKIIIOHAILHOT CTPYKTYPOIO. 3alipoOHOBaHI MOJIEi T03BOJISIOTh
kiacu(ikyBaTu iHGOpPMaLit0 PO3BIAKH 3arpo3 Ta GOpMyBaTH CTPYKTYpH s 1 iHTerparii B pamkax
3allpOBa/KEHHS] KIACHYHHUX aBTOMATH30BaHUX TEXHOJIOTIH OOpOOKH. 3HAYHO CIPOIIYETHCS
MpoLeypa aHali3y MOKJIMBOCTI 3aCTOCYBAaHHS TEXHOJIOT1H MITYYHOTO 1HTEICKTY.

3a pe3yabTaTaMu JIOCTKEHb pO3po0JIcHa KOMIT IOTEpPHA CHCTEMa JUIsl MiATPUMKH TPOIIECiB
KepyBaHHS pU3MKaMH Kibep3arpo3 KkoprnopatuBHoi iHpopmManiiiHoi cuctemu. CucTemMa opieHTOBaHA
Ha 3acTocyBaHHs B paMkax SOC.
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IGOR YAKOVI1V,
DMITRO SHARADKIN,
VASYL KULIKOV

CYBER THREAT INFORMATION INTELLIGENCE INTEGRATION MODELS
In the context of the constant growth of information on attacks on information systems, the task

of increasing the effectiveness of cyber threat intelligence processes is relevant. As a rule, all
information accompanying these processes is called cyber threat intelligence information, without
dividing it by the essence of a specific process. On the other hand, the description of the structure of
the complex of all processes is very general. All this leads to a high level of uncertainty in the
description of cyber threat intelligence, which significantly complicates the implementation of
classical automation technologies, assessing their necessity and effectiveness. The lack of specificity
in understanding information processes also hinders the implementation of artificial intelligence
tools: it is difficult to determine the place of application and the fundamental possibility of training a
neural network on cyber threat intelligence data.
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One of the directions of overcoming this problem can be the use of formalized constructions
that describe the relationship between the main components of the process of formation and
application of an intelligence product. As part of the research based on the paradigm of the attributive-
transfer approach to the nature of information, means of system and semantic analysis, a method of
structural analysis of information processes and a method of semantic synthesis of basic concepts
were developed. The use of these methods allowed to form:

— abasic set of agreed concepts of cyber threat intelligence;

— amodel of the role (function) of threat intelligence in the process of cyber defense;

— amodel of cyber threat intelligence processes.

The research results allow us to present cyber threat intelligence as a set (information-functional
structure) of coordinated information processes. For each of these processes, the semantics of
information and the essence of its transformations are defined. In order to refine to the required level
of specification, each of the processes can also be represented by an information-functional structure.
The proposed models allow us to classify threat intelligence information and form structures for its
integration within the framework of the introduction of classical automated processing technologies.
The procedure for analyzing the possibility of using artificial intelligence technologies is significantly
simplified.

Based on the research results, a computer system was developed to support the processes of
managing cyber threat risks in a corporate information system.

Keywords: cyber threat intelligence, cyber defense infrastructure, information and functional
structure, nature of information, information processes, information integration, intelligence product,
synthesis of concepts, artificial intelligence, automation.
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