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MOJIEJIb OI[IHKA 3AXUINEHOCTI TH®OPMAIIMHO-KOMYHIKAIIMHUX
CUCTEM HA BA3I HEYITKUX BI/IHOIIEHb

CyuacHmii eTam pO3BHUTKY iH(GOpPMamiiHO-KOMYHIKAIHHUX CHUCTEM XapaKTepU3YeThCs iX
MacoBUM YIPOBA/DKEHHSAM Y BCl c(epu CyCHUIBHOTO MMTTSA: BIMCBKOBY CHpaBy, JIep>KaBHE
VIpaBIiHHA, €KOHOMIKY, (piHAHCH, MPOMHUCIIOBICTH TOIIO. BrpoBamkeHHsT H(PPOBUX TEXHOIOTIN
3a0e3neuye eeKTUBHICTh Ta MIBUIKICTH 0OPOOKH JaHUX, IPOTE OAHOYACHO IiJIBUIYE 3aJE€KHICTh
BiJI KibeprpocTopy Ta 301IbIIye PH3UK BHHUKHEHHS 3arpo3 iHpopManiiiHmii 6e3meni. 3ajavya ouiHKA
3arpo3 abo 3aXUIIeHOCT 1HGOPMAIIHHO-KOMYHIKAIIHHUX CHCTEM Ha OCHOBI BIIOMUX 30UTKIB Mae
BaXJIMBE 3HAUCHHS 3 KUTbKOX npuymH. [lo-mepiie, BoHA TO3BOJISE MEPEHTH BiJ SKICHOTO OIHUCY
PU3HKIB J0 KUTbKICHUX OLIIHOK, III0 CTBOPIOE MIAIPYHTS AJI1 EKOHOMIYHOTO OOIPYHTYBAHHS PIllICHb.
[To-gpyre, anamni3 30UTKIB 103BOJISIE BUZHAYUTHU MPIOPUTETHI 3arpO3H Ta ONTUMI3yBaTH PECypCcH Ha
3aXHUCT, OPIEHTYIOUUCh Ha HaMOUIbIn KpuTHuHi cueHapii. [lo-Tpere, BiAKpUBAE MOMXIMBOCTI IS
3aCTOCYBaHHA CYYaCHHX MAaTEeMaTHYHUX METOIB MOJETIOBAaHHS HEBU3HAYEHOCTI Yy cdepi
iH(popMariiiHol 6e3neku. KinacuuHi MeTOAM OIIHKM 3aXUIEHOCTI 1H()OpMaliitHO-KOMYyHIKAIIHHUX
cucteM 0a3yroThCsi Ha OOpoOIl YITKMX CTaTUCTHUYHUX JIAaHUX Mpo 3arpo3u Ta 30utku. [Ipore Ha
MPAKTHUL 1H(OpMaIlis Ipo HMOBIPHICTh aTak 1 MAacIITaOU 30UTKIB YACTO € HETIOBHOIO, CYTIEPEUIHBOIO
a0o nogaeTbes y BUTIISAI JIIHIBICTUYHUX KaTeropii (“BUCOKUHN pU3HK 3arpo3u’, “3Ha4Hi 30uTkn”). ¥
TaKUX YMOBax TPAIULIiHI METOIU NEMOHCTPYIOTh OOMEXEeHY e()EeKTUBHICTh Ha HU3bKY TOYHICThb
Takoi omiHkH. [{e 3ymoBito€e MOTpeOdy y CTBOPEHI CHUCTEM OIIHKH, 3/IaTHUX IMPAIOBATH 3 HEYITKOIO
iHpopMalli€l0 Ta BCTAHOBJIIOBAaTH MPUYMHHO-HACIIAKOBI 3B’SI3KM MK 3arpo3aMu H MOKIMBUMHU
30uTKaMu. B cTarTi 3amponoHoBaHa MOJENb OLIHKH 3aXUIIEHOCT] 1H()OpMalIifHO-KOMYHIKaIIHHIX
CUCTEeM 4Yepe3 MOTEeHIIHHI 30UTKN Ha 0a3i HewiTkux BigHOeHb Il Tumy. OcobnuBicTIO MoJeni €
MOXKJIUBICTh OIEpyBaTH 3 yciMa THUIAaMHM HeBU3HadeHOCTi. HewiTki Tepmu 3arpo3 1 30UTKIB
(bopManizyroThCsl IHTEpBAIBHUMHM (QYHKUIAMU HanexHocTi I Tumy, B pe3ynpTaTi 4oro Mipu
3HAYUMOCTI 3arpo3 i1 30MTKIB BU3HA4alOThCcs iHTepBanamMu. HeuiTka Mozaens Il Tuny Oynyerbes Ha
OCHOBI PO3IIUPEHOT0 KOMITO3UIIITHOTO MpaBuiia BUBECHHS 3a/i€, 3 IKOT0 BUILJIMBAIOTh JIBi CUCTEMHU
PIBHAHb HEWITKUX BigHOWEHb. Lli cucTtemMu mMOB’SA3yIOTh HIKHI (BEpXH1) TpaHMIl HEYITKUX
BIJTHOIIEHb 1 HIDKHI (BEpXHi) TpaHHUIl Mip 3HAYMMOCTI 3arpo3 i 30UTKiB. Bu3HaueHHsA 3Ha4YeHHS
BHXI1JTHOT 3MIHHO{ 31ICHIOETHCS NMIITXOM OTeparliii MTOHWKEHHS THITY 1 feda3udikartii.

KurouoBi ciioBa: Mozens, iHpopmaniiHO-KOMYHIKalliifHa cucTeMa, 3arpo3a, 30UTOK, HediTKa
MHOKHHA, QYHKI[ISl HAJIEKHOCTI IHTEPBAJILHOTO TUITY, HEYITKI BITHOILICHHS.

IlocranoBka npo6aemu. CydyacHuii etan po3BUTKY 1H(OpMaIiifHO-KOMYHIKAIITHIUX CHCTEM
(IKC) xapakTepusyeTbcs iX MaCOBUM YNPOBAPKEHHSAM Yy BC1 CpepH CYCHUIBHOTO JKUTTS: BIHCHKOBY
CIpaBy, JIEp>KaBHE YIpaBJIiHHSA, €KOHOMIKY, (iHAHCH, TPOMHUCIOBICTH TOIIO. BrpoBamKkeHHS
uPOBUX TEXHOJIOTH 3a0e3neuye epeKTUBHICTh Ta MBUAKICTH OOPOOKH JaHHUX, IPOTE OJHOYACHO
M1JBUIILYE 3aJIEKHICTD BiJ KIOEpIpOCTOPY Ta 30UIbIIYyE PU3UK BUHUKHEHHS 3arpo3 iHGopManiiHui
Oe3nerni. Y cydacHOMY KiOepcepeloBHIIl aTaKy CTAIOTh OUTBII CKIATHUMU Ta O0aratoda3sHUMHU: BiJl
KIOepIITUTYHCTBY Ta (IIIMHTY 10 IUIbOBHX aTaKk Ha KpPUTUYHY 1HPpAcTpyKTypy. HacTo araku
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pearizyroThCsl IpU HENMOBHINH a00 po3MHTIH iH(OpMAIi Mpo cucTeMy Ta ii MEXaHi3MH 3aXHCTY, L0
YCKIIQJHIOE iX CBO€YacHE BHABICHHS Ta OLIHKY. Kiacmuni meroam ominku 3axuieHocti IKC
0a3y1oTbcsi Ha 00pOOIN YITKUX CTATUCTUYHHMX JAHUX PO 3arpo3u Ta 30uTKu. [IpoTe Ha mpakTwuii
iHdopmarllis mpo WMOBIPHICTh aTak 1 MacmTabu 30UTKIB 4acTO € HEMOBHOIO, CYNEPEeWwIMBOK abo
MOJAETHCS Y BUIJIA/I JIHTBICTHYHUX KaTeropiid (“BHCOKMH pU3HK 3arposu’’, ‘“3HauyHi 30uUTKH’). Y
TaKuX yMOBax TPAJAMIIIIHI METOJIU JEMOHCTPYIOTh OOMEXeHY €(pEeKTHBHICTh Ha HU3BbKY TOYHICTH
takoi ominku [1], [2]. Lle 3yMmoBIt0€ mOTpedy y CTBOPEHI CHUCTEM OIlIHKH, 3/IaTHUX IPaIfOBaTH 3
HEYITKOIO 1H(GOpMAIli€l0 Ta BCTAHOBIIOBATH TNPUYMHHO-HACIIIKOBI 3B’S3KM MK 3arpo3amu i
MO>KJIUBUMU 30U TKAMHU.

AHaJi3 ocTaHHixX gocaixxensb i mydaikanii. [1ix 3arpo3oro y cdepi iHpopmariiiHoi Oe3rmexn
PO3yMIIOTh MOTEHIIIMHY MOMJIMBICTh peaii3allii HebaxaHOTo BILTMBY Ha iH(OpMaIlliliHi pecypcu abo
iHdpacTpykTypy. Hacmigkom peanizariii 3arpo3u € 30MTKH, 1110 MOXYTh MaTH K KUIbKICHUNA BUMIp
(BUTpaTH Ha BiJHOBJICHHS, 3HWKECHHS MIPOAYKTUBHOCTI), TaK 1 AKICHUI (BTpaTa IOBipH, NOPYIICHHS
pernytamii). Takum umHOM, y cuctemi iHpOpMamiiHOI Oe3NeKkn 3arpo3a BUCTYINA€ MPHUYUHOIO, a
30MTKH — HACIIAKOM, II0 MOXKE€ OYTH BHKOPHCTAHO JUIS BHSBIICHHS pPEealli30BaHUX aTaK Ta OLIHKH
piBHs 3axunienocti IKC.

Ha choroani 3ampornoHoBaHO JeKiibka MeTodiB orinku 3axuieHocti IKC. Craructuyni Ta
HMOBIpHICHI METOJIU TPYHTYIOTHCS Ha aHAJII31 ICTOPUYHUX JAaHHX I BU3HAYEHHS YaCTOTH 3arpo3 i
OouiKyBaHMX 30WTKiB. BOHM 3a0e3meuyroTh CTpOTHMII MaTeMAaTWYHHU amapar, aje OOMEeXeHi y
BUIIQ/IKaX HOBUX aTak, U SIKUX BIZACYTHS CTATUCTHKA, & TAKOXK HEMOXJIMBOCTI BPaXOBYBaTH HEUITKI
abo skicHi ominku [3]. MeToau aHajidy cueHapiiB (attack trees, attack graphs) moaenoTh
NOCJTIOBHICTh il 3JI0BMHCHMKA Ta MOXKJIMBiI 30MTKH. BoHM 3pyuHi 1JIsi MpOrHo3yBaHHS
30UTKIB VIl PiI3HHUX aTaK, OJHAK CKJAJHi Yy BHKOPHMCTAHHi /Ul BeJIUKHX CHCTEeM Ta He
BPaxoBYIOTh HeBH3HaYeHicThb [4]. EkcriepTHI MeToin 6a3yroThCs Ha 3aTy4YeHH1 (PaxiBIiB 10 OL[IHKU
HMOBIpHOCTI 3arpo3 1 MOXJIMBMX 30MTKIB. EQexkTuBHI 3a BIACYTHOCTI CTAaTHUCTHUKH, ajle €
Cy0’€KTUBHUMH. METO/IM Ha OCHOBI HEUITKOI JIOTIKH JO3BOJISIOTH IHTErpyBaTH KUIbKICHI Ta SIKICHI
OLIIHKHM, TpalioBaTH 3 HEMOBHUMM JaHUMHU Ta (OpMajizyBaTH JIHIBICTHUYHI TepMHU. ['0J0BHUM
OOMEKEHHSIM € CKJIaJHICTh MOoO0Y10BH (YHKIIH HAJEKHOCTI Ta 3aJIEXKHICTh BiJl IKOCTI €KCIEPTHUX
3HaHb [5]-[7]. T'iOpuani meTroau, IO MOETHYIOTh HEUITKY JIOTIKY 3 MAIIMHHUM HaBYaHHSIM
3a0e3neuyroTh aJalNTHBHICTh, BUCOKY TOYHICTb, 3JJaTHICTh O CaMOHABYaHHS, ajieé BUMAararTh
3HaYHHUX OOUYHUCIIOBATBHUX PECYPCIB Ta AKICHUX HaBYaJbHUX BUOipok [8], [9].

OnHUM 3 MepCcHneKTUBHUX HUIAXIiB (popmanizalii ekcrnepTHOi iH(opMalii mpu MoJeNOBaHH1
MIPUYMHHO-HACTIIKOBUX 3B’S3KiB € Teopis HeuiTkux MHOXHUH [10]. Po3p’s3aHHs 3amadi OIIHKH
3aXUIIEHOCTI nepeadayac i1IeHTudiKaIiro 3a1eKHOCTI BXOAH (3arpo3u) — Buxoau (3outku) [11], [12].
Oco0nMBICT MOJIETIOBAHHS TMOJISITA€ 'y BU3HAYEHHI XapakTepy L€l 3aJleXXHOCTI B yMOBax
HEBH3HAaYeHOCTI. HeBU3HAUEHICTh BUHHUKAE YepPe3 Te, M0 Pi3HI JIFOJH PO3YMIIOTH CJIOBA (TEPMH) TIO-
pI3HOMYy, a TakoX 4Yepe3 HETOYHICTh BXIOHMX JaHux [13]. OmnepyBatu JaHUMH THUIIAMU
HEBU3HAYEHOCTI MOKJIMBO 3aco0aMy HEYITKOI JIOTIKHM. MonaemroBaHHs 1 MiHIMI3alis HAaCIiIKiB
HEBU3HAUEHOCTI 3[IMCHIOETHCS HUIAXOM MOOYI0BM HewiTkux cucteM Il Tumy, siki cipomoxHi
OTIepyBaTH 3 yciMa TUIaMu HeBu3Ha4eHoCTI [ 14]. [yt moOym0BH TaKUX CHCTEM BUKOPUCTOBYIOTHCS
¢bynkuii HanexHocti Il Tumy, cepen SKMX HaWOUIBII MOUIMPEHUMH € (QYHKIIT HaJEKHOCTI
iHTepBanbHOro Tuny. Hociem mMozeni oninku 3axuieHocti IKC € excnepTHI BUCIOBIIOBaHHS TUITY
“3arpo3a-30uToK”.

3amaua orminku 3arpo3 abo 3axumieHocti IKC Ha OCHOBI BiJOMHX 30WTKIB Ma€ BaKIIMBE
3HAa4YeHHs 3 KiIbKOX npuuuH. [lo-mepie, BoHa A03BOJISIE€ TIEpEHTH Bifl AKICHOTO ONHUCY PU3UKIB JI0
KUTBKICHHUX OI[IHOK, II0 CTBOPIOE MIATPYHTSI JAJIsI EKOHOMIYHOTO OOTpYyHTYBaHHs piieHsb. [lo-npyre,
aHaji3 30MTKIB 03BOJISIE BU3HAUYUTHU NPIOPUTETHI 3arpo3u Ta ONTHMI3yBaTH PECypCcH Ha 3aXMHCT,
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OpIEHTYIOUMCh Ha HaiOuIbm KpuTHYHI cueHapii. Ilo-Tpere, BigKpUBae MOXKIUBOCTI IS
3aCTOCYBaHHA CYYaCHHX MAaTeMaTHYHUX METOIB MOJETIOBAaHHS HEBU3HAUYEHOCTI Yy cdepi
iH(dopmariiHoi Oe3eKu.

MerToro cratTi € moOyroBa Moei ominku 3axuiieHocTi IKC yepes moreHmiiH1 30MTKU B K1
JUIsL MOJIETIOBaHHS 1 MiHIMI3alisd HACHiJKIB HEBU3HAYEHOCTI BHUKOPHUCTOBYIOTHCS HEUITKI
BITHOIIICHHS.

Buxian ocHoBHOro Mmarepiasy aociaimkenHs. Hexaii Biqomo:

— MHOXXMHA BXITHUX 3MIHHUX X = (X,,X,,...,X,), X, €[x,,x;], i =1,n;

b

— MHOXWHA BUXIIHUX 3MIHHUX Y = (), ;5.5 1,), ¥, e[yj,;j], j=1,_m;

— MHOxwuHa 3arpo3 T =(t,¢t,,...,t,), ne 3arpo3a t,, i =1, n, IHTEPIPETYETHCS K HEUITKHIA
TEPM, 1110 OIMCY€ 3MIHHY X;;

— MHoxuHa 30uTKiB L=(/, L, ..., 1), nesburok [;, j= 1, m, iHTEpIPETYETHCS K HEUITKHMI
TEPM, 110 ONUCYE 3MIHHY V;;

— BIJHOIIICHHS MiX 3arpo3amu i 30utkamMu R < 7' x L.
3amava oninku 3axumieHocti IKC moxe dopmymoBatuch y Gopmi mpsiMoro i 00epHEHOTo
JIOTIYHOTO BHBEICHHA. lIpuM mpsMOMY JIOTIYHOMY BHBEICHHI HEOOXiTHO BWU3HAYUTH 30UTKU

* * * * . . ® * % ®

L =( > l2 - lm) JUISL 33JTAaHOTO BEKTOpa BXITHUX 3MIHHHX X = ()cl 3 X sy X ). IIpu oGepHEeHOMY
. . . . * * * %

JIOTTYHOMY BHBEICHHI HEOOXITHO BIAHOBUTH 3arpo3u T :(tI R tz, et ) U1 3aJaHOr0 BEKTOpa

BUX1JIHUX 3MIHHHUX Y = (yl 5 y2 s e V ) Ta M0 HUM OIIHUTH 3aXUIIEHICTh. PO3B’s13aHHS OCTaHHBOI

3a/1a4i BUMarae mody10BU MO Ha 6a3i HEUiTKUX BiTHOILIEHb.

Ha puc. 1 mpencrasneHa cTpykTypa HeuiTkoi Mozaeni oninku 3axumeHocti IKC II tumy, sika
MICTUTh IT’ATh OJIOKiB. biok ¢a3udikaiii nepeTBoproe 3HAYEHHS BXIJHUX 3MIHHUX B Mipy
3Ha4MMoOcCTi 3arpo3. Kommnosuniiine npaBuio BUBEJEHHS 3aje 3B’sA3y€ MIpH 3HAUMMOCTI 3arpos3 i
30MTKIB 3a IONOMOTI'OI0 HEUITKHUX BiJHOIIECHb. BIIOK MOHMXEHHS THUITy NEPETBOPIOE BUX1HI HEUITKI
MHOHHU Il Tumy B HewiTki MHOUHU | Tuny. biiok aedasudikariii nepeTBoproe Mipu 3HaAYMMOCTI
30UTKIB y 3HaYEHHS BUXITHUX 3MIHHHX.

e .. Y
Heuitki Hedasudixauis [
BIJJHOIIICHHS
Mipu 3HaYAMOCTI Mipu 3HAYUMOCTI
3arpos u 30UTKIB
X Kommo3utiiiae Y, Y
:> daszudikamis j> NPaBUIIO BUBEJCHHSA j> ITonnxeHHs TUITY E>
3ane

Y=£X)
Pucynok 1 — Ctpykrypa HeuiTkoi moneni ominku 3axumieHocti IKC 11 tumy

MopenoBaHHsl TPUYMHHO-HACHIAKOBUX 3B’S3KIB 3/AIMCHIOETbCA ULUIAXOM IHTEpHpeTaii
KOMITO3UIIIHOTO TIpaBmia BuBeaeHHs 3aze [10]:
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B=AoR, (1)

ne A i B — newirki muoxunn 11 TUILY, 33/1aH1 Ha yHIBepCaJIbHUX MHOXHMHAX T 1 L :
i AN Lo b I,
i (,U H H } Bo| A H H

tl b tz 2 t M 12 EER ] l”l

L

n
.. T—w. L ,. T . . . .
Tyt p" (i=1,n) i x’ (j =1, m) — mipu 3HAYUMOCTI 3arpo3 ?, i 30UTKiB / ; » IO BU3HAYAIOTHCS

SK 1HTepBaJIbH1 HeUiTKI MHOKUHM 1] THMy, 3aaH1 Ha yHIBepcallbHUX MHOXHUHAX a, =[a,, a;] < [0,1]

i b, =[b,, b,1<[0,1];
R — MaTpuIis HEUiTKUX BiTHOIICHD 3 €JIeMEHTAMHU ﬂ;’ i=l,n j=1Lm,nne ,ul.f — IHTepBaJibHA

HeviTka MHOkuHa Il Tuity, 3anana Ha yHiBepcanbHii MHOXMHI 7; =[7;;, 7, ] = [0, 1], w0 xapakrepusye

)

CTyMiHb BIUIMBY 3aTrPO3H ; HA BAHUKHEHHS 30UTKY /) ;
© — omeparis pO3UIMPEHOT Mmax-min KomMrmo3uii [13].
I3 cniBBimHOMmIEHHS (1) Ccitigye cucTemMa piBHSHD HEUITKAX BiITHOIICHD:

TEETO7ER 1 9749) A (O7RR 1 9740) A GO 1 (9750 1 170
p = (TR (e TT )T I (e T )

g = (T ) (e T )L T (e T )
abo

1= AT wn. j=1m. )
i=l,n
BpaxoByiouw, 1m0 pe3yasratom Bukonanns oreparii |1 (1) nan inTeppansrnmu muosxumnamu
€ IHTepBaJIbHA MHOKHHA, 00JIaCTh BU3HAYCHHS SIKOi yTBOPEHA [IUISIXOM 3aCTOCYBAaHHS OMepaliii max
(min) 10 rpaHMIlb 00JIACTEN BU3HAUYECHHS OMEPaH/IiB, TO CUCTeMA (2) MEePEeNUCy€eThCs Y BUTIISII IBOX
CUCTEM
by =(a, Ann)Vv(a, An)V...v(a, ATy);

Zﬁz(ﬁ/\@)v(a_z/\@)v...v(a_n/\@);

b,=(a,An,)Vv(a, An,)v...v(a, AT,)

Ta
by=(ay An) Vv (@ "BV .o v(a, Aty);
b,=(a, An,) Vv (a, Ary)Vv...v(a, AT,);
b,=( rn,)Vv(a,"nr,)V..Vv(a, AT,,),
abo

b, = max[min(a,,7, )]

i= —

_ T 3)
b, =r£1'cg([mm(a. r)], j=1,m.

2"
o y

Jlnst BU3HAYEHHsS Mip 3HAYUMOCTI 3arpo3 TPOINOHYETHCS BUKOPUCTOBYBATH (DYHKIIIT

HaJIeKHOCTI 1" (x,) BXIiZHOT 3MIHHOI X, JI0 HEYITKOTO TepMy 3arposu t;. Jisi BU3HAYCHHS HUKHIX
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IPaHMIb Mip 3HAYMMOCTI 3arpo3 a, BUKOPHCTOBYETHCS HIKHS QYHKIs HatexHOCTI 1" (X,), a s

BU3HAYEHHs BEPXHIX IPaHMIb @, — BEpXHA (QyHKUis Hanexnocti u'(x,). Jlns BU3HAYEHHs Mip

3HAYMMOCT] 30MTKIB BUKOPHCTOBYIOTbCS (DYHKIIi HANEKHOCTI 4’ (y;) BUXIAHOI 3MIHHOI ), JIO

HEYITKOrO TepMy 30MTKYy /. Jlns BU3HAYEHHS HMWKHIX TIDaHUIb Mip 3HAYMMOCTI 30UTKIB b,
. .7 . —
BUKOPHCTOBYETHCS HUKHS (YHKIIIS HANEKHOCTI 4 ();), & 1Sl BUSHAYEHHS BEPXHIX rPaHuLb b, —

BepXHsA (QyHKUiA HanexHocti 4'(y;). s MOJENIOBaHHS HEBM3HAYEHOCTI IIPOTOHYETHCS

BUKOPHUCTOBYBaTH (yHKII0 HamexsocTi 1l tumy 4 (1), sika BU3HauaeThcs HUKHBOIWO 4" (u) i

BepXHKOI0 4~ (1) QyHKIisMHU HanexHOCTI | THITy, AIKi OMMCYIOTHCS cHiBBigHOmMEeHHAMH [13]:

. gh+g"

) w(u, g5, c®), axmo u < —T

W () = g, &
c i +

u(u,gK,cK), SIKIIO U > £78

- S (4)

n(u, g, c®), axmo u < g*

uk(u)= 1, sikio g_kSuSg]2 ,

u(u,gk,c’E ), SIKIIO U > gk

re  gelg, §] — KOOp/AMHATa MakcCuMyMy QyHKIII, ,uE (9)=1;
¢ — KoeQILIEHT KOHIIEHTpalii-po3TArHeH s QyHKii (puc. 2).

Jlns HewiTkoro TepMy K niana3oH g €[g, g] mpeacrapisie HAOUIbII MOXKIMBE 3HAYSHHS 3MIHHOT

u . ®ynkuis 4" (1) € iHTEpBaTBLHOIO (YHKIIEIO HANEKHOCTI, TOOTO BTOPUHHA (YHKIIisl HANIEKHOCTI

,u'? (") € iHTepBaTBLHOI0 HEYITKOK MHOKHMHOIO 3 00JIACTIO BU3HAYECHHS ,u’? W)= ,u_E ), ,u'? ).

K
1 4 4 H

g g

Pucynok 2 — Mopens ¢ynkuii HanexHocTi I tumy

Onmnepartii HaJ BXIAHUMY 1 BUX1THUMU HEYITKUMHA MHOXUHAMU 1TIOCTPYIOTH pHC. 3 Ta 4.

[Ipy BHU3HAYEHHI CTYIEHS HAJEKHOCTI KOHKPETHOTO 3HA4YEeHHs BXiJHOI 3MIHHOI X; [0

HEYITKOTO TepMy f;, epeadavyaeThCs ABa BUMAIKUA. B mepiiomMy BHUNAAKy pe3ysibTaT BUMIpIOBaHHS
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. . . . *
BBAXKA€THCSI TOUHUM 1 B CIIIBBITHOLIEHHS (4) MIJCTABIAIOTHCS 3HaYeHHA X; (puc. 3a):

d ) =1t (), i D=4y, @

1® () =[1" (), 1 ()] =[ay, a,);

u () =[u" (), 1" (x)]=[a,, a,].
B npyromy Bumanmky pe3yJibTaTd BHUMIPIOBaHHS CIIOTBOPEHI IIyMOM 3 BiJIOMHM CEpEIHIM
BigxuaennaM. Toji 3HAYEHHS BXiJHOI 3MIiHHOI 3a/a€ThCA y BUIVIAMI (GYHKIHi HANEKHOCTI 4, 3
napamerpamMu (X, ,c,). B IbOMy BHIAOKy HIDKHS i BepXHS TPAHMII CTyIEHS HAJIEKHOCTI
KOHKPETHOTO 3HAYEHHS BXiJHOI 3MiHHOi X, 0 HEUiTKOTO TepMy /, BU3HAYAIOTHCA 3a (GOpMyTaMu
(puc. 36):
" (x) = sup[min(p; (), & ()],
u (x)) = sup[min(u; (x), " (x)].

=

)

x||

RNl

Pucynok 3 — ®opMyBaHHS Mip 3HAYUMOCTI 3arpo3
a) MPY TOYHHUX BX1JHUX JaHUX, 0) AKIIIO BX1JIHI JaHi CIIOTBOPEHI IIIyMOM

Mipu 3Ha4MMOCTI 30UTKIB JO3BOJSIOTH CHOPMYBAaTH BHXIIHI HEUITKI MHOXKHHH W;(y;).

OyHKIIs HAIEKHOCTI HEITKOI MHOXKHHE W (hOpPMYy€ThCs Ha OCHOBI CIIBBIAHOLICHHS (pHC. 4):

1) =TI, 4" (), (6)

~

7€ HIKHA 1 BepxHS (YHKIIT HaJIeKHOCTI BUXIJHOI HEUITKOI MHOXHUHU W

Jj BU3HA4YarOThBCA 3a

bopmynamu:

W (v,)=min(b,(X). 1" ().

W () = min(5, (0.1 (7).

Jlis oTpUMaHHS KiTbKICHUX 3HA4eHb BUXIIHUX 3MIHHUX Y ;> O BIMOBIJAIOTh HEYITKUM

(7)

MHOXHHaM (6) He0OX11HO BUKOHATH OTIEpallito MOHKEHH TUITY 1 fedasudikanii [13]. PesynsraTom

BUKOHAHHSI OTEPAIlil TIOHMKEHHS TUIY € 3HAYEHHS LEHTPOily BUXINHOI HeUiTKOI MHOXUHK W () ,
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110 MPEJCTaBIsie COOOK IHTEPBAIBHY HEUITKY MHOXUHY | THmy y/L.’R 3 00JacTIO BH3HAYCHHS
DR 1 r . . - . . -
yio=[ Y, y/_]. Jlnst  3HaxXOIKEHHS LIEHTPOIAYy JAlana3oH [ V¥ ;] 3MIHEHHS 3MIHHOI

IMCKpeTu3yeThcss Ha N  TOUoK. BinmoBigHO ormepailisi TOHMXKCHHS THIy BHKOHYETHCS 32

dhopmynamu:
N
k!l _
I kZ::‘yf & oW (X)), sxmo k < L(X)
yj(X):L(X) o N W b hk: Wj
ZHWJ(X)*’ Z n (X) p—(X), sxmo k > L(X)
k=1 k=L(X)+1
o )
r Z‘yj i ] uﬁ (X), saxmo k£ < R(X)
e+ Y wiw) n/ (X)), axuo k> R(X)
k=1 k=R(X)+1
I
1 A H y7; J

j_ /ﬂ/(\\
AN

0 Vi

Pucynok 4 — ®opMyBaHHS BUX1IHOT HEUITKOI MHOKUHU

Onmneparris nedazudikarlii 3BOIATHCS 10 3HAXOKEHHS CEPEIHHOTO 3HAYCHHS:
! r
Y+,

V=T )

Cnissignomenss (1)-(9) BusHava0Th 3a1exkHicTs ¥ = f. E (X) y Burnanzi:

n=f"X, R, Cy, G, Gy, Cp, gl gl chy;

7= ZH(X’ E’ CX’ %’ G_f’ Cf’ éa glza CTZ):

Yo =IW(X, R, Cy, G, Gr, Cp g, 2", )

a0o
Y= f'(X, R, Cy, G;, G, Cs, G, Gy, Cy), (10)

ne X =(x,Xx,,...,X,) —BEKTOp BXiJJHUX 3MiHHHX;
R ={[r;, r;]} —™MaTpuis iHTEPBATLHUX HEUITKUX BifHOMWEHD II THITY;
Cy=(c,¢,...,C,) — BEKTOp TapamMeTpiB KOHIEHTpauii (YHKIIH HANEKHOCTI, IO

MOJIENTIOIOTh HETOYHICTE BXIAHUX MTaHUX;
i N O —(oh b o _ (i b 7, -
Gf:(g_‘,g_z,...,g_), G.=(g",¢",...,8"), Ci=(c",c”,...,c") —BEKTOPH NapamMeTpiB
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HIDKHIX 1 BEpXHiX (DYHKIIIH HANIEXKHOCTI BXIJHUX 3MIHHUX JIO TEPMIB 3arpo3 f, t,, ..., [}

[ N T —(oh b z Poh Z
G, =(g".¢g%...8"), G;=(g", g% ...8 ) Cr=(c",c*, ....,c") — BEKTOpH
rmapamMeTpiB HIDKHIX 1 BEpXHIX (YHKIIA HAJICKHOCTI BHUXIIHMX 3MIHHHUX JO0 TEPMIB 30HMTKIB
Ly, ... 1

m

fRII — omepaTop 3B’s3Ky “BXOAM-BUXOIW~ mJisi HediTkoi cuctemu Il Turmy, mio Biamosinae
crniBBigHOMmEHHIM (1)-(9).

[To6ynoBana moxens orinku 3axumieHocti IKC Ha 6a3i Hewitkux BigHomeHb II tumy (10)
orepye 3 HEBH3HAYCHICTIO MUISXOM BHKOPHCTAHHS 1HTEPBAIBHUX (PYHKIIT HaJEKHOCTI HEUITKHX
TepMiB 3arpo3 1 30HUTKiB, a TaKOX BHUKOPHCTOBYE (DYHKIIi HajexHOCTI | Ty, SKi TO3BOJISIOTH
MOJIETIIOBATH HETOYHICTh BXITHUX JaHHX.

BucnoBku. TakuM unHOM MoOy0BaHa Mojenb oinku 3axuineHocTi IKC uepes3 moteHiiiiHi
30uTku Ha 0a3i HewiTkux BiaHomieHb I Tumy (10), ki CIpOMOXKHI omepyBaTu 3 yciMa TUIIAMU
HeBU3HaueHocTi. HeuiTki TepMu 3arpo3 1 30UTKIB (hOpMamnizyloTbcs IHTEPBATHHUMH (YHKIISIMU
HanexxHocTi Il Tumy, B pesymbraTi WOro MipuM 3HAYMMOCTI 3arpo3 i 30MTKIB BHU3HAYAIOTHCS
inTepBasiamu. HeuiTka mozmens Il Tumy OymyeTbcss Ha OCHOBI PO3IIMPEHOTO KOMITO3HUIIIHHOTO
MpaBWJIa BHUBEIEHHS 3ajie, 3 SKOr0 BUIUIMBAIOTH JBI CHCTEMH PIBHSHb HEWITKUX BimHOMICHB. LIi
CHCTEMH OB’ A3YIOTh HIKHI (BEpXHi) TPaHUIl HEUITKUX BiHOLICHb 1 HWKHI (BEpXHi) TPpaHUL Mip
3HAYUMOCTI 3arpo3 1 30uTKiB. Bu3HaueHHsS 3HAYCHHS BUXIJAHOI 3MIHHOI 3JIHCHIOETHCS MUISIXOM
orepaniid MOHKEHHS Tumy 1 Aedaszudikarii.

IlepcreKTHBHUM HANMPSMKOM TMOJAJIBIINX JOCTIIKEeHb € PO3III METOAIB moOyaoBa
HEYITKHUX BiTHOUICHD SIKi BPaXOBYIOTh SIK HEBU3HAYCHICTh Y (QYHKIIISX HAICKHOCTI HEUITKUX TEPMIB,
TaK 1 po301’)KHOCTEN y BUCHOBKAX €KCIEPTIB.
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IGOR SAMOILOV,
MIKOLA KONOTOPETS,
ANTON STORCHAK,
SERHII SHOLOKHOV

MODEL OF ASSESSMENT OF THE SECURITY OF INFORMATION AND
COMMUNICATION SYSTEMS BASED ON FUZZY VISIONS

The current stage of development of information and communication systems is characterized
by their massive advances in all spheres of everyday life: military law, government, economics,
finance, industry, etc. The advancement of digital technologies will ensure the efficiency and speed
of data processing, while simultaneously increasing the risk of threats to information security in the
cyberspace. The task of assessing the threat or the security of information and communication systems
based on known intelligence is important for several reasons. First of all, it allows you to go from a
clear description of the risks to comprehensive estimates, which creates a basis for an economical
solution. In another way, the analysis of traffic jams allows you to identify priority threats and
optimize defense resources, focusing on the most critical scenarios. Thirdly, it reveals the possibility
of using current mathematical methods for modeling non-significance in the field of information
security. Classic methods for assessing the security of information and communication systems are
based on the collection of clear statistical data about the threats and attacks. However, in practice,
information about the severity of attacks and the scale of traffic attacks is often inconsistent, overly
sensitive, or presented in what appears to be linguistic categories (“high risk of threat”, “significant
losses”). In such minds, traditional methods demonstrate limited effectiveness due to the low accuracy
of such assessments. This necessitates the need to create assessment systems that effectively deal with
fuzzy information and establish cause-and-effect relationships between threats and potential losses.
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The article proposes a model for assessing the security of information and communication systems
through potential losses based on type II fuzzy relations. A special feature of the model is the ability
to deal with types of non-significance in a comprehensive manner. Fuzzy terms of threats and losses
are formalized by interval functions of type II reliability, as a result of which the world significance
of threats and losses is determined at intervals. The type II fuzzy model will be based on the extended
compositional rule of Zadeh's derivation, from which two systems of fuzzy relations are combined.
These systems link the lower (upper) boundaries of fuzzy relationships and the lower (upper)
boundaries of the world of significance of threats and losses. The value of the output variable is
determined by type reduction and defuzzification operations.

Keywords: model, information and communication system, threat, loss, fuzzy multiplier,
interval-type membership function, fuzzy relation.
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