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TATBAHA ®ECEHKO,
IOJIA KAJTAIIHIKOBA

MATEMATHUYHI ACIIEKTH KOMBIHOBAHOI'O 3ACTOCYBAHHA
AJITOPUTMY AES TA CTEI'AHOI'PA®IYHUX METOAIB YV 3AXHUCTI KJIIOYIB
ABTEHTU®IKALIII

VY cTaTTi JOCHIKYIOTECS MAaTEMaTHUH1 OCHOBH KOMOIHOBAHOT'O 3aCTOCYBaHHs anroputMy AES
Ta creraHorpadiyHMX METOMIB y 3aJadax 3axucTy KiarodiB aBTeHTH(ikamii. Ilokasano, mio
BUKOPUCTAHHS CHUMETPUYHOTO ImH(pyBaHHS 3a0e3nedye BUCOKHUI piBeHb KOH(]INEHIIHHOCTI Ta
KPUNTOCTIMKOCTI, POTE Ma€ OOMEKEHHsI Y BUITaKaX, KOJIHM KaHAIH Nepeaadi JaHUX 3aJIUIIAI0ThCs
JOCTYMHUMH JJIs aHaji3y 3JIOBMUCHUKaMHU. 3 METOI0 MiHIMi3alii HUX PU3HKIB OOIPYHTOBAHO
iHTerpalito creranorpadiyHuX TEXHIK SK OJATKOBOTO PiBHS O€3MEKH, IO JO3BOJISIE MPHUXOBYBATH
caM (hakT ICHYBaHHS 3aXMIIEHMX JaHUX. 3alPONOHOBAHO MAaTEMAaTU4YHY MOJeNIb KOMOIHOBAHOTO
MiAXO0.y, sIKa BPaXOBY€ EHTPOITIIHI XapaKTePUCTUKH KIIFOUiB, HMOBIpHICHI omiHKH cTiikocTi AES 1o
aTak Ta MOKa3HUKU NPUXOBYBAJIbHOI 3AaTHOCTI creranorpadii. IlpoBeneHo aHamTHUHY OLIHKY
€(pEeKTUBHOCTI JaHOTO MIAXOMy, IO JEMOHCTPYE 3HIDKEHHS HMOBIPHOCTI HECAHKI[IOHOBAHOTO
PO3KPUTTSI aBTEHTU(DIKAIIHUX KIIOYiB MOPIBHAHO 3 TPAAULINHUMU METOJaMH iX 3aXHUCTY.
OTtpumani pe3ysibTaTH MalOTh MPHUKIAIHE 3HAYCHHS A MOOYJOBH OaraTOpiBHEBHX apXiTEKTYp
kibepOe3neku y cucreMax YIpaBIiHHS JIOCTYIIOM, XMapHUX CEpBicax Ta MEHEMIKEpax MapoIiB THILY
LastPass, 1e KpUTUYHO Ba)KIIMBHUM € 3aXUIIEHE 30epiraHHs Ta nepenava KiIroviB aBTeHTH]iKarIii.

KurouoBi cioBa: kiOepOesneka, HEHpOHHI Mepeki, MaIIMHHE HABYaHHSA, KpUOTorpadisd,
creraHorpadisi, aBTeHTU(]IKaIIHI K041, MEHEIKEp MapoJIiB.

ITocTanoBka mpo6Jiemu. 3abe3nedyeHHs 3aXMCTy aBTEHTU(IKAIMHUX KIIOUIB € OJHIEI0 3
KIIIOYOBUX 33j1au cydacHoi kpunrorpadii Ta indpopmaniitnoi 6e3nexu. [Tonpu mmpoke 3acTocyBaHHs
anroputMy AES sk cTaHgapTy CUMETPUYHOTO IIU(PPYyBaHHS, ICHYIOTh PU3UKH, [1OB’513aH1 3 TUM, 1110
¢bakT 30epeXeHHs YU NepeJaBaHHs 3alu(ppOBaHUX KIIOYIB 3aJMIIAETHCS BIIKPUTUM JUIS aHAII3Y
3MOBMHCHUKIB. Lle cTBOproe yMOBHM Uil opraHizamii atak Ha KPHIITOCHCTEMY, 30KpeMa METOAaMU
KPUNTOAHAJI3y, CTATUCTUYHOTO aHaJli3y YU aTak NOOIYHUMH KaHaJaMH.

Oco0nMBoi akTyanpHOCTI Mpobiema HaOyBa€e y KOHTEKCTI XMapHUX CEpBICIB, MEHEIKEPIB
napoisiiB (Hampukiaz, LastPass) Ta cucrem OararodaxkrtopHoi aBTeHTH(]ikalii, A€ KPUTHUYHO
BAXJIMBUM € 30epexeHHs KOHQIAEHIIMHOCTI KIIOYIB HaBiTh 3a YMOBU IE€PEXOIUICHHS
iHpopMalifHUX MOTOKIB. BUKOpUCTAaHHS JHIIE CUMETPUYHOTO MIH(PYBaHHS HE 3aBXIU FapaHTye
MIPUXOBAHICTh CaMOro (akTy ICHYBaHHS CEKPETHUX [aHUX, IO 3HI)KYE piBEHb Oe€3neKku y
BHCOKOPHU3HKOBHX CEPEIOBUIIAX.

JIOmaTKOBUM BHIKJIIMKOM € 3aCTOCYBaHHS CYYaCHHUX TEXHOJIOTI MalIMHHOTO HaBYaHHS Ta
HEHPOHHUX MepeXk, AKi MOXXYTb OyTH BHUKOPHCTaHI SK Uil TIOCHJIEHHS aTak Ha KPUIITOCUCTEMHU
(HampuKIIa[, BUSBJICHHS MPHUXOBAaHUX CTPYKTYp Y creraHorpadiyHMX KOHTEHHEpax 4YH
MIPOTHO3YBAaHHSI 3aKOHOMIPHOCTEH y Kito4ax), Tak 1 JUid MiJBUINEHHS €()EeKTUBHOCTI 3aXUCTY
(onmTuMizais creraHorpadiyHuX ajaropuTMIB, BUSIBIIEHHS aHOMaJIH y KaHallaX MepeiaBaHHs JaHuX,
MiABUILEHHS EHTpomii reHeparopiB KitoduiB). Lle cTBoproe HOBY mapagurmMy MpOTHCTOSIHHA, /€
KJIACUYHI METO/IM KpunTorpadii JOMOBHIOIOTHCS ITYYHUM 1HTEJIEKTOM K Ha OOIl1 aTaKyH4HX, TaK 1
Ha 00111 3aXUCHHUKIB.

OaHuM 13 TEpPCHEeKTUBHUX HAmNpsMIB BUPIMIEHHS JaHOi MpoOJeMH € TO€JHAHHS
KpUNTOTpaiuHUX AITOPUTMIB 13 CTEraHOrpaiuHUMH METOJaMHM Ta €JIeMEHTaMHU MAIIUHHOTO
HaB4YaHHs. Takuil miaXia J03BOJISIE HE JIUIIE 3a0e3MMeuyBaTH KPUMITOCTIAKICTh JAaHUX 1 TPUXOBYBATH
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ix y nudpoBux KoHTeWHHepax (300pakeHHs, ayIio, TEKCTOBI (aili TOIIO), a W 3aCTOCOBYBATH
aJanTUBHI HEHPOHHI MOJENI JUIsl AMHAMIYHOTO MIIBUILIEHHS PiBHSA 3axucTy. [IpoTe edeKTHuBHICTH
FOTO KOMOIHOBAaHOTO MiAXOAy MOTpeOye TIPYHTOBHOTO MAaTEMAaTUYHOIO OOIPYHTYBaHHSA,
BKJIIOYAIOYM aHaJI3 CHTPONIMHUX XapaKTePHUCTHUK, OIIHKY Kpunrorpadiunoi cridkocti AES,
MPUXOBYBAIBHOI 3JaATHOCTI CTEraHOTpa(iuHUX METO/IIB Ta MOMJIMBOCTEH 3aCTOCYBAaHHS MAIIMHHOTO
HABYaHHS Y MOJICIIOBAHHI aTaK 1 3aXMCHUX MEXaHI3MiB.

TakuM YHHOM, TIOCTa€ HAyKOBO-TIPAaKTHYHA TMpobjemMa po3poOKM Ta MaTeMaTHYHOTO
OoOTpyHTYBaHHSI KOMOIHOBAaHHWX METOJIIB 3aXHCTy aBTCHTH(IKAMNHUX KIIOYiB, 110 IOEIHYIOTH
cumerpuuHe mudppyBanis AES, creranorpadiyni TexHOJOrIT Ta afanTHBHI MiAXOJH MAIIMHHOTO
HaBYaHHS i1 (GOopMyBaHHsI 0OaraTOpiBHEBHX apXiTEKTyp O€3MeKH y Cy4acHHX iHGOpMAIiiHUX
cucTeMax.

AHaJti3 ocTaHHIX qocaigkenb Ta myoaikanii. [Ipobremarrka 3axucTy aBTeHTH(]IKAIHHIX
KITIOYiB 32 JJONOMOTOI0 KPUNTOTpa(iuHUX alrOPUTMIB Ta CTeraHorpadiuHuX METO/1iB IPUBEPTAE BCE
OlNbIIy yBary HayKOBIIIB Ta eKCHEpPTiB y cdepi iHpopmartiiinoi 6e3nexu. [lonpu ycranenuii craryc
anroputMy AES sk Mi>kKHapOIHOTO CTaHIAPTY CUMETPUIHOTO MIH(PYBAHHS, TOCITIKEHHS CBITYaTh
PO HEOOXiJIHICTh MiJBUINEHHS WOTO CTIMKOCTI B yMOBaX Cy4YacHHMX arak, 30KpeMa THUX, IO
3MIACHIOIOTHCS 3 BUKOPUCTAHHSAM IHCTPYMEHTIB MAIIMHHOTO HABYAHHS Ta HEHPOHHHX MEpex. Y
IbOMY KOHTEKCT1 HayKOBa CHUIbHOTA aKIIEHTY€E yYBary Ha KOMOIHOBAaHUX MiAX0aX, AKi MOEIHYIOTh
Kpunrorpadiro Ta creranorpadiro 1Jis i JBUIIECHHS PiBHS 3aXUIIIEHOCTI aBTEHTH(IKAIITHAX KITFOUiB.

Baromum BHECKOM y po3BUTOK 3a3HaueHoi Tematuku € mpani Nurul Adha Oktarini Saputri Ta
Novita Epa Sari (2023) [1], ne nmpoaemoHncTpoBano Meton noeananas AES i3 giaronansaoro LSB-
creranorpadiero y nudpoBux 300pakeHHsx. AnanoriyHo, gociimkeHHs Kakarla Chaitanya Ta
ciiBaBT. (2022) moxkasamu, mo iHterpamis AES i3 SHA-256 y koHTekcTi creranorpadii mms
300pa)keHb JI03BOJISE MMIIBUIIUTH CTIHKICTh JIO aTak, MOB’SI3aHUX 31 CTATUCTUYHUM aHai3oMm [2]. Y
cBoto yepry, Sahil Gangurde Tta Krishnakant Tiwari (2020) 3amporonyBaiy BIOCKOHAJICHHA
niaxizg [3], 3acHOBaHMH Ha BUKOPHCTAHHI ICEBIOBUIAJKOBUX IOCITIIOBHOCTEH NJs1 BU3HAYECHHS
MO3UILi BOYJOBYBAaHHS, L0 3HAYHO 3HM)KYE MMOBIPHICTH BUSBIEHHS NPUXOBAHOI 1H(OpMALii.
V3aragbHeHHs LIUX POOIT CBITUMTSH, 110 noegHaHHd AES Ta creranorpadii 31aTHe 3a0e3Me4nTy He
JIUIIE€ KPUNTOCTIWKICTD, a i MPUXOBYBAaHHS caMOro (hakTy iICHYBaHHS CEKPETHUX JaHHX.

OxpemMuii HanpsiM JOCIIJKEHb OB’ 13aHUH 13 BUKOPUCTAHHIM METO/[iB MALIMHHOTO HaBYaHHS
Ta HEeHPOHHUX Mepexk y chepi kpunrorpadiunoi 6e3nexu. 3okpema, Mukesh Poudel Ta Nick Rahimi
(2025) nokaszanu, mo HeWpoHHI apxiTekTypH, 30kpema CNN Tta ResNet, MOXyTb YCHIIIHO
3aCTOCOBYBAaTHUCS /ISl BIAHOBIEHHS KitodiB AES 13 moGiyHMX KaHaIB (€JIEKTPOMArHiTHUX CHIIMIB),
JOCATAI0YHM BUCOKHX MOKa3HUKIB TouHOCTI [4]. [ToAiOH1I BUCHOBKH IIPEICTABIICHI y MpallsX 3 aHai3y
anapatHux peanizauii AES, ne rnuOuHHE HaBYaHHS BHKOPUCTOBYETHCS Ul €(PEKTUBHOTO
BIJTYYEHHS KITIOYIB 13 CUTHAIIB CMIOKMBaHHs eHeprii. Pobora Ramezanpour, Ampadu ta Diehl (2020)
MPOJEMOHCTpYBaja e(eKTUBHICT aBToeHKoAepiB LSTM ais HEKOHTPOJBOBAHOTO aHAIIZY
NoOIYHUX KaHaJiB [5], 110 3HAYHO CKOpPOYY€E KUIBKICTh BUMIpIOBaHb, HEOOXITHMX JUISl YCIIIIHOL
arakd. TakuM YHHOM, OYEBHUIAHHMM CTa€ (aKT, MO0 PO3BUTOK TEXHOJOTIH MAITUHHOTO HaBYAHHSI
CTBOpIOE sIK HOBI pu3uku ast AES, Tak i moTeHiiiHi 3aco0u HOoTo MOCHIICHHS.

VY cdepi creranorpadii Ta creroaHaiizy 3acTOCYBaHHS HEHUPOHHHUX MEpPEX Jal0 HOBHM
MOIITOBX y MiJABUILIEHHI TOYHOCTI BUSBJICHHS NMpUXoBaHUX NaHuX. Tak, Weixuan Tang Ta cmiBaBT.
(2018) po3pobunu meton “adversarial embedding” [6], sikuit quHAMIYHO MOAM(IKY€E BCTaBKY JaHUX
3 ypaxyBaHHSM 3BOPOTHOTO 3B’S3KY BiJl CTErOaHaNi3aTOPIB, TUM CAMUM 3HIDKYIOUH €(PEKTHBHICTD 1X
BusiBieHHs. [lomanmbmii mocmimkeHHs, 30kpema Yanzhen Ren Tta cmiBaBt. (2022), 3acTocyBanu
KOHTpPAKTUBHE HAaBYAHHS JIJIS MIIBUILEHHS SIKOCTI O3HAK [7], 1110 BAKOPUCTOBYIOTHCS Y CTETOaHali31,
110 JTO3BOJIMJIO CYTTEBO MOKPAIIUTH 3arajibHy TOYHICTh MOJeNel. Y3aranpHeHu# orysin Kuznetsov
ta cmiBaBT. (2023) miaTBepaXKye, M0 BUKOPUCTAHHSA TIMOMHHUX MOJIENEH 3HAYHO PO3IIMPIOE
MOXJIMBOCTI CTE€TOaHaNi3y, MPOTE BOJHOYAC MiAHIMAE TUIAHKY BUMOT 0 PIBHSI MPUXOBAHOCTI Ta
aJIalTUBHOCTI Cy4acHHUX cTeraHorpadiuHux cucrem [§].
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He MeHIIT BayXTMBUMHY € aHAIITUYHI MaTepialiy, MATOTOBIEHI MDKHAPOAHUMH OPTaHi3aIlisIMI
Ta KOMEPUIMHHUMH CTPYKTypamMu. 30KpeMa, y TexHIuHId gokymeHTarlii LastPass mimkpecmtoerbes
BUKOpUCTaHHA Mozeni “zero-knowledge” i3 3acrocyBanusm AES-256 Ta PBKDF2-SHA-256 [9], mo
Mae 3a0€e31eUnTH BUCOKHUI piBEHb 3aXUCTy MaliCTep-MapoJIiB Ta KiIto4iB. BonHouac, sk moka3sye 3BiT
Gentles, Fields, Goodman ta Bhunia (2025) mozo inuuaenTy 3 ButokoM nanux LastPass y 2022 pori
[10], HaBiTh 3a HASABHOCTI CTIHKHX aJIrOpUTMIB mpoOjema 3amuinaeTbcs y cdepi peamizamii Ta
opraHizaniiHux 3axofiB 6e3nexu. [loaiOHi BucHOBKH 3pobiieHo i B gocmimkenHi Blocki, Harsha ta
Zhou (2020), ne HaroJIoOUTy€eTHCs, 0 HABIThH MMPY BUKOPUCTAHHI CHIIBHUX KPUTITOTpadIuHUX METO/IIB
cabki abo MOBTOPIOBaHI MApOJIi 3ATUIIAIOTHCS BPA3IMBUMU 110 0(uiaifHOBHX aTak nepedopy [11].

Taxkum yMHOM, aHaNi3 JITEPAaTYpH CBIIYMUTH, IO Cy4acH1 JOCIIIKEHHS KOHLEHTPYIOThCSA Ha
TPbOX KIIOYOBUX HampsMax:

—  yAockoHajeHHI komOiHoBaHUX MeToiB AES Ta creranorpadii;

—  BHBYCHHI BIUIMBY TEXHOJIOTili MAIIMHHOTO HABYAaHHS Ta HEHPOHHUX MEPEXK K Ha MPOIIeC
aTak, Tak 1 Ha TOOY/JOBY 3aXMCHHUX MEXaHI3MiB;

—  eMIIpUYHUX JOCITIHKEHHSX, MOB’S3aHUX 13 pEAbHUMH IHIUACHTAMH i1H(OpMaIiiiHO]
Oe3meKu.

CucremaTu3allis UX PE3yJIBTATIB JO3BOJSE 3pOOUTH BHCHOBOK, IO HAayKoBa Impobiema
MoJiArae 'y po3poOIli MaTeMaTHYHO OOIPYHTOBaHMX OaraTopiBHEBUX MOJENel 3aXUCTy KIIHOYiB
aBTeHTU(IKalii, SKi 3JaTHI NPOTUCTOSATH SIK KIACHYHUM KPUNTOAHAJTITHYHHM aTrakaMm, TaK i
CY4YaCHHUM 3arpo3aM, 1110 BUKOPUCTOBYIOTh IUTYYHUN THTEIICKT.

®@opmyaoBaHHA Wijeil craTTi. BpaxoByroun 3pocTaHHS aKTyaJlbHOCTI MPOOJIEMH 3aXHCTY
aBTEHTH(IKALIWNHUX KIIOYiB Ta JaHUX KOPUCTYBAUiB y CEPEIOBHILAX, 110 (PYHKIIIOHYIOTh HA OCHOBI
XMapHUX CEpBICIB 1 MeHemkepiB mapoiB (30kpema LastPass), mocrae morpeba y CTBOpeHHI
MaTEeMaTHYHO OOTPYHTOBAHMX Ta TEXHOJOTIYHO CTIMKUX pillleHb, 3JaTHUX 3a0e3Me4uTu
OaraTopiBHEBUI 3aXUCT BiJl Cy4aCHUX KPUNTOAHATITHYHHUX Ta IHTEIEKTYaIbHHUX aTaK.

MeTto10 1aHOI cTATTIi € po3poOKa Ta TEOPETUUHE OOIPYHTYBAHHS KOMIUIEKCHOTO MiIXOAY 10
3aXUCTY 3r€HEPOBAHMX aBTEHTU(IKALIMHUX KIIOU1B, 110 0a3yeThCs Ha MoenHaHH1 anroputMy AES,
MeToNliB 1u(poBoi creraHorpadii Ta Mojenel MaIIMHHOTO HaBuaHHS. Takuii MiAXio Mae
3a0e3MeyuTH He JuIle KpunrorpadiyHy CTIHKICTb, aje W MiBULICHUHN pIBEHb IPUXOBAHOCTI JaHUX,
a TaKkoX 3JaTHICTh JO aJalTHBHOI NPOTHUIIl aTakaM, L0 3AIMCHIOIOTBCS 13 3aCTOCYBaHHSIM
HEHPOHHUX MEPEX Ta AITOPUTMIB TTTMOMHHOTO HABYAHHS.

J1st TOCSITHEHHSI TOCTABJICHOT METH Mepe10aueHo BUPILIEHHS TaKUX HAyKOBUX 3aBJaHb:

—  3IIACHUTH CUCTEMHHI aHaNi3 Cy4aCHUX METOJIIB 3aXUCTY aBTEHTU(]IKAIIHHUX KITIOYIB 13
BukopuctanussM AES Ta creranorpagii, BU3HAUMTH IXHI CHJIbHI CTOpPOHHM, OOMEXEHHS Ta
BPA3JIMBOCTI 3 ypaXxyBaHHSIM HasBHUX KPUITOAHATITUYHUX 1 CTETOAHATITUYHUX aTaK;

— mnoOyayBaTH OaraTopiBHEBY MOJIENb 3aXUCTy KIIIOYIB, SIKa 1HTErpye Kpuntorpadidsi Ta
cTeraHorpa@iyii TEXHOJIOT1i 3 BHKOPHUCTAHHSM MAalIMHHOTO HAaBYaHHSA Ta HEHMPOHHUX Mepex, a
TaKoX COPMYIIIOBATH MaTeMaTHyHe OOIPyHTYBaHHS ii e()eKTUBHOCTI B YMOBAaxX pi3HUX CIIEHApiiB
3arpo3 1 KOMIIPOMETAIlii;

—  pO3pOOWTH pEeKOMEHMaIlil MO0 3aCTOCYBAaHHS 3alPOIIOHOBAHOI MOJEIN Yy pealbHUX
iHpopMalifHUX cHCcTeMaxX, 30KpeMa Y MEHEKepax MapolliB Ta KOPIOPATUBHUX 1H(PACTPYyKTypax,
BpPaxOBYIOYH CyYacH] IHIIUACHTH (HANpHUKJIad, BUTOKH JaHuX y LastPass), Ta OlIHUTH MOMXIJIMBOCTI
BIIPOBA/PKEHHS Y TIPAKTHKY.

TakuM YUHOM, JOCSTHEHHSI OKPECICHHX I[IEH /JT03BOJIUTH 3alpOIOHYBAaTH HOBY MOJEIHh
3axHCTy KJIHOYOBOI iHpOpMaIlii, ika MoeIHy€e KpunTorpadiuti, creraHorpadiyti Ta iHTEIeKTyalbH1
MiIX0AH, 3a0e3Meuyrourd KOMIUIEKCHY MPOTUIII0 SK KIAaCHYHHUM, TaK 1 HOBITHIM 3arpo3am y cdepi
iHpopMariiiHoi Oe3neKu.

OcHoBHUIT MaTepiaj aoc/igeHHs. 3axHUCT aBTEHTU(IKAIIMHUX KIIOYIB y CYy4acHHUX
iH(OpMaIIHHUX CHCTEMax € KPUTUYHO BAXIJIMBOIO CKIIAJIOBOIO 1H(POpMAIIHOT 0€31eKH, OCKUIBKHU B
YMOBax PO3BUTKY XMapHHUX CEPBICIB, MEHEHKEPIB MAPOJIiB 1 KOPIIOPATHBHUX 1HOPACTPYKTYp 3pOcTae

PHU3UK HECAaHKIL[IOHOBAHOT'O JIOCTYIY Ta KOMIPOMETAIil KITIOUOBHX JIaHUX.

180



P-ISSN 2411-1031. Information Technology and Security. July-December 2025. Vol. 13. Iss. 2 (25)

3axucT aBTEHTU(IKALIHHUX KIIOYIB Y Cyd4acHUX iH(QOpMaLiIHHUX cHcTeMax 0a3yeTbcsi Ha
MoeHaHHI (OPMATBbHUX MATEeMAaTHYHHX IIAXOMIB 1 MPAKTUYHUX IHCTPYMEHTIB IPOrPaMHOTO
3a0e3neueHHs], M0 peai3yloTh KpUOTOrpadiuHi aJropuTMH Ta CTeraHorpadiuyHi MexaHi3MH.
Cumerpuunuii anroput™ AES BuKOpHCTOBYeThCA i mM(pPYBaHHS KIIIOYIB 3aBASKA BUCOKIN
KPUIITOCTIUKOCTI, sIKa 3a0e3MeuyeThCcsl OaraTopiBHEBUMH IEPETBOPEHHSAMHU JAaHWUX: 3aMiHa OalTiB
(SubBytes), mepecranoBka psiakiB (ShiftRows), meperBopenns crosmiiB (MixColumns) Ta
nonaanHs kimtoua payHny (AddRoundKey) [12]. CyuyacHi MareMaTuyHi MiIxoau rnepeadadaroTh
¢dopmanpHEe OLIHIOBAaHHS EHTPOIi KIIOYiB, CTIMKOCTI A0 JiHIHHOTO 1 AudepeHLiaTbHOTOo
KpHUIITOAHATI3Y, a TaKO)X BHUKOPUCTAHHS WMOBIPHICHUX MOJENEH NI MPOTHO3YBAaHHS MOMKIHBHUX
creHapiiB kommnpomerartii [ 13].

Ha mpakTnuHOMY piBHI iCHY€ IIMPOKUH CIEKTp MporpamMHUX 3aco0iB mns peamizanii AES,
Bmrovyatoun OpenSSL, Crypto++, PyCryptodome, a Takoxx BOyaOBaHI amapaTHI MOJIYJi B
npouecopax (AES-NI). i 3acobu 3a06e3neuyoTh BUCOKY TPOAYKTUBHICTh IIU(PPYBAHHS, MiATPUMKY
KITIOYiB pi3HOI noBxkuHH (128, 192, 256 6iT), a TaKOX CTaHIAPTHU30BAaHI CXEMHU TeHepallii KIIOUiB.
Opnak HaBiTh cTidki peanizauii AES moxyTe mimnaBatucs side-channel arakam [14], nampuxnan
aHali3y uYacy BHUKOHAHHS, €JIEKTPOMArHITHUX a00 EHEepreTMYHUX CIHiAiB, [0 MiAKPECIIE
HEOOXiHICTh JOAATKOBUX PiBHIB MPHUXOBAHOCTI JAHUX.

CreranorpadiyHi METOH, Y CBOIO YEpry, pealli3yloThCs SIK 3a JIOTIOMOTOIO CIIeIiali30BaHOTO
nporpamuoro 3abesnedenns (OpenStego, Steghide, SilentEye, OutGuess), Tak i BOyaoBaHUMU
aIrOpUTMaMH B TiporpamHi 0i0mioTeku. [IpakTudna peaizaris creranorpadii J03BOJIsIE BCTABISATH
3amu(poBaHi K04l B Mefia-konternepu: 300paxenHs (LSB, DCT), aynio (phase coding, echo
hiding), TekcroBi ¢aitnu (whitespace, zero-width characters). OcHOBHa mepeBara Takoro MiAXxoy
MOJIATAE B IPUXOBYBaHHI (DaKTy iCHYBaHHS CEKPETHHX KIFOUiB, IO ICTOTHO 3HMKYE MMOBIPHICTB 1X
KOMITpOMeTaIlii i1 9yac nepeaadi abo 30epiraHHsi.

Maremarnuna orinka criikocti AES 6a3yerbcs Ha HuU3I (hopmanizoBaHux moxenei [15].
Eumponitinuii nioxio 1o3BoJis€ KUTbKICHO OLIIHUTH KPUNTOCTIHKICTh KITIOYiB:

n
H(K)==Y.p, log, p, . (1)
=1
ne p, — NUMOBIPHICTL 3yCTpiYaHHs OiTy KIHOYa. Hmogipuicui mooeni KOMIpOMETAIlii 103BOJIAIOTH

OLIIHUTH HMOBIPHICTh BUTOKY KJIFOUIB IIPH HAIBHOCTI AEKIIbKOX KaHaIIB aTak:

n
Pcomp:]‘_H(l_pi)' (2)
=1
Mooeni oughepenyianbrnoco ma ninitino2co Kpunmoanaizy GopMaizytoTh BIUTUB 3MIH Y BX1JTHUX

0iTax Ha BUXIJIHI, BA3HAYAIOUM [IOTEHIIIHHI c1aOKi Micus mmdpysannst: P, = f (AX , AY ) .

a

Mooeni cmezanoepaii ma umosipHOCMi 8UABNEHHS:

1 n
Pdetect ~ Z_HZ bi _bi 2 (3)
=1
ne b, — OIT KOHTElHEpa;
b, — BcraBieHuii OiT n03BoJIAE (opMali3yBaTd HMOBIPHICTh BHSBIEHHS IPUXOBAHOI

1H(pop™marii.

Ha npaxmuunomy pisni AES peani3yerbcsi yepe3 mporpamHe 3abesnedeHHs (OpenSSL,
Crypto++, PyCryptodome) a6o anapatai moxym (AES-NI), 3a6e3neuyroun BUCOKY MPOAYKTHUBHICTD
1 cTaHAapTU30BaHy T'eHepallilo KirodiB (1uB. Tadi.1). CreranorpadiuyHi METOIM pealizyloThCs Yepes
OpenStego, Steghide, SilentEye, siki 103BoNsAI0TH BOYJOBYBaTH KIIOUi y IU(PPOBI KOHTEHHEpH:
3o00pakerns (LSB, DCT), aynio (phase coding, echo hiding), Tekct (zero-width cumBosm) [16].
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Tabmuusa 1 — CucremaTusanisi CUIBHUX 1 CTa0KUX CTOPIH MpakTH4HUX peanizauid AES i
crera"orpadii

Meroau/IHcTpyMEeHTH CWIbHI CTOPOHH OOMexeHHS Ta BPa3IuBOCTI

Bucoka kpAnTOCTIHKICTE . )
P ’ Bpazmugicts 10 side-channel atak

AES CTaHapTH30BAHNI, (uacoBi, eneprernuti, EM), 3a1€KHICTh
(OpenSSL, Crypto++) | migrpumka 128/192/256 6it » CHEPIE C L .
. BiJ] IKOCTI TeHeparlii KIo4iB
KITIOYiB
AES-NI Bucoka mBuakicts BpaznuBicTh 10 aTak Ha anaparHi
. mudpyBaHHs, arlapaTHa KaHaJH, 0OMeXeHa MiATPUMKa
(anmapatHa peasnizarisi) o
CTIHKICTh mwiatopm
N BpasnuBa 10 cTaTHCTHYHOTO
[Tpocrora pearnizariii,

LSB-creranorpadist CTEeroaHai3y, YyTInBa JO CTHCHEHHS i

CYMICHICTb 13 300pakeHHSIMU .
IIyMiB

Criiiki 10 HE3HAYHOTO
DCT/4acToTHI METOIM | CTUCHEHHS, IPUXOBYBaHHS Y
Y4acTOTHIN 00sacTi
[HCTpyMEHTH [TpocroTa BOY10BYBaHHS, Bpa3znusi 1o CNN-creroananizy ta
OpenStego/Steghide MiATPUMKA Pi3HUX opMaTiB aJIANTUBHUX aTak 3 ML

Bpaznusi 10 MacmraboBaHMX aTak,
mymiB, komnpecii JPEG

Takox Ha cygyacHOMY eTarli po3BUTKY Kpunrorpadii Ta cteranorpadii oco0IMBY akTyaabHICTh
HaOyBa€e BIUIMB Memoodi8 MAWUHHO20 HABYAHHA MA HEUPOHHUX Mepexc Ha Oe3IMeKy KPHUMTO- i
crerocucteM. CydacHi apXiTeKTypH, 30KpemMa 3ropTkoBi HeliponHi Mepexi (CNN) Ta ix Moaudikarrii
Ha ocHOBI ResNet, nenani akTuBHiIIE 3aCTOCOBYIOTHCS JJISi CTETOAHATI3Y, BUSIBICHHS MPUXOBAHUX
MoBiJIOMJIEHB Ta peamizailli side-channel atak. BukopuctanHs Takux Mojelield JO3BOJISIE CYTTEBO
MIIBUIIATA €PEKTUBHICTh aTaK 3a PaxyHOK 1eHTU(IKAIl] MaJTOMOMITHIX CTATUCTUYHHUX aHOMAIii
y KOHTelHepax a00o NoOIYHUX XapaKTepUCcTUKax anapaTtHux peanmizamiit AES [17].

MareMaTHYHO MpoLEeC CTEroaHami3y 3a JOINOMOrol0 HEMpPOHHOI Mepeki MOXKHA ONMMCATH SIK
3ama4y OiHapHO1 kinacudikarii. Hexait X — koHTeiiHep, 1110 MICTUTh aBTeHTH(IKAIHHUN KITI04, 8 V'
— Hablp O3HaK, BUTATHYTHX 3 I[bOro KOHTeHHepa. Toai ¢yHKuis kimacudikaiii BU3HAYAETHCS SIK

y=f O‘Y , ne f, — HellpoHHa Mepesxa 3 mapameTpamu 6. VIMOBipHiCTb yCHiXy aTaKé OIHCYEThCS
BHPa3oM

Psucc = E(X,Y) |:1{f0(y)_1} :l ’ (4)
o BigoOpa)kae 4acTKy BUNAJKIB, y SKMX aTaKyBaJIbHUK KOPEKTHO 1JEHTHU(IKyBaB NPHUXOBaHY
iHpopMallito.

VY kontekcti side-channel arak Ha AES kmto4oBuM 1HAMKATOpOM 1H(GOpPMAIIHHOT BUTOKY €
B3aeMHa iH(pOpMaIlis MK CEKPETHUM KitoueM K Ta CIOCTepPe)KYyBaHHM MOOIYHUM CHUTHAIOM S .
Bona Bu3HauyaeThCs SIK

1(K;S) = H(K)-H(KIS), (5)
ne H (l( ) — EHTPOITIS KITI0Ya;
H (K s ) — YMOBHA €HTPOMIs KJII04a MPH BIIOMUX MMOOIYHUX CUTHAJIAX.

3011bIIeHHS 3HaYeHHS [ ([( ;S ) CBIAYUTH MPO MiJABUIICHHS PU3HKY KOMIIPOMETAIlii CHCTEMHU.

Jlnst mpoTUii TAKUM aTakaM y HayKOBiH JiTepaTypi po3risaaeThCsl BBEJJCHHS KOHTPOIbOBAHOL
BUIAJKOBOCTI. SIKIIO TO3HAYUTH 7} SK IIyM, JOJAAHMM 1O O3HAaK KOHTEHepa YW MOOIYHUX

XapaKTepUCTHUK, OTPUMAEMO MOJTU(DIKOBAHHNA BXiJ
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v=r+n. n~N(0, %) (6)
VY 1poMy BUNAJIKYy TOUHICTh aTaKyBaJIbHOT MOJIENI 3HUKY€ETHCS:
1 N
A==S1 (7
e = 2 )

IO CBIAYUTH MPO €PEKTHBHICTh 3aXMCHUX MEXaHI3MiB y pa3l CTaTUCTUYHO 3HAYYIIOTO MaJiHHS
TOYHOCTI Kyacuikarii.

OcTaTo4HO MPOTUCTOSHHS MK aTaKyBaJbHUKOM Ta 3aXMCHHUKOM MOKHA OIMCATH y BUIIIAII
MiHIMaKc-3a/1a4i:

minmax By | £(f,(¥+1).5) | ®

ne L — ¢yHkuis BTpar (HanpuKIiai, Kpoc-eHTPOITis):

6 — mapameTpH aTaKyBaJIbHOI MOJIEIT;

1] — cTpaTerisi 3aXUCHUKA.

Taka moctanoBka J103BoJIsI€ (popManizyBaTu mporec NpoTUAIl sIKk ONTUMI3aLIHY 33aja4y, 1O MOETHY€
kpunrorpadiuny criiikicte AES, mnpuxoBanicTe creraHorpadii Ta amanTHBHI MeXaHI3MHU
HellpoMepeKeBUX aTak.

B wmimomy, 3amydeHHs MaTeMaTHYHUX MoJeleld HWMOBIPHOCTI YCIiXy arakd, B3a€MHOI
iH(popMalii Ta MiHIMaKc-onTUMI3alii 3abe3neuye Gpopmai3oBaHUA MiIX1A 0 OLIHIOBaHHS Oe3MeKu
Ta CTBOPIOE OCHOBY JISI TIOOY/TOBH OaraTopiBHEBHX CTPATETIH 3aXUCTY, 3aTHUX IPOTUCTOSATH HABIThH
CY4YaCHHUM IHTEJIEKTyaJIbHUM 3arpo3am.

Takum umHoM, iHTerpamiss AES Ta creranorpadii gopmye HaliliHy OCHOBY IJsi 3aXHCTY
aBTEHTU(IKAIHHIX KITIOUiB, MPOTe 11 e()eKTUBHICTh BU3HAYAETHCS PIBHEM EHTPOIIHHOI CTIHKOCTI,
KOPEKTHICTIO aJITOPUTMIYHOI IHTErpalii Ta 3JaTHICTIO MPOTHAISATH HOBITHIM 3arpo3am, 1o
BUHUKAIOTh YHACIIIOK PO3BUTKY HITYYHOTO IHTENEKTY Ta HEHPOMEPEKEBUX TEXHOJOTIH. Y mboMy
KOHTEKCTI 0COOJIMBOIO 3HAUE€HHS Ha0yBa€ CHCTEMAaTH30BaHE BUBYEHHS CYy4aCHUX MaTeMaTHYHUX 1
MPAKTUYHUX MIAXOIB, SIKE TI03BOJISIE OKPECIUTH KITFOUOB1 XapaKTEPUCTUKH 1X e(hDEeKTUBHOCTI.

[To-nepuie, MOXHa BHOKPEMUTH CUJIbHI CTOPOHH, Cepel] SIKUX BHCOKAa KPUMNTOCTIMKICTBH
anroputMy AES Ta npuxoBaHicTh AaHMX, 110 3a0e3MeuyeThcs cTeraHorpagiuauMu merogamu. [lo-
Apyre, CTae MOKJIMBUM (opMaiizyBaTu 0OMEXeHHs Ta Bpa3IMBOCTI, 30kpeMa pu3ukH side-channel
aTak, METO/IB CTErOaHaji3y Ta BTpaT 1HQOpMaIlil BHACIIJOK CTHUCHEHHs MenaiakoHTelHepiB. [lo-
TpeTe, OTPUMaHI Pe3yJbTaTH CTBOPIOIOTh HAYKOBY OCHOBY Ui pO3POOKH 0GaraTopiBHEBOI CUCTEMHU
3axXHCTy, SKa TOEIHYE TIepeBard CHMETPUYHOTO MmuQpyBaHHs, creraHorpadii Ta amanTHBHUX
IHTENeKTyaIbHUX METO/IIB.

OTxe, TakMil KOMIUIEKCHUH MIJIX1J MOXE BBaXKaTHCS JIOTIYHUM BHPILIEHHSIM MEPIIOro
HAYKOBOT'O 3aBJaHHS, OCKIJIBKM BiH 3a0e3mneuye (GopmaiizoBaHy OLIHKY €(pEeKTHBHOCTI iCHYIOUHMX
METO/JIIB 1 BOJHOYAC CTBOPIOE MaTeMAaTHUYHO OOIPYHTOBaHy 0a3y AJisi MOAAJIBLIOTO0 MOJIETIOBAHHS
IHTErpOBaHOI CUCTEMH 3aXUCTy aBTEHTH(IKAIIMHUX KITIOYiB.

[ToOGymoBa GaraTopiBHEBOT MOJENI 3aXUCTy aBTEHTHU(DIKAIIHHUX KIIOYIB BUMAarae iHTerparii
KpUnTorpadiuHux, cTeraHorpadiuHux Ta IHTEJNEKTYaJbHUX METOJIIB, 110 Pa3oM (OPMYIOTh CTIHKY
CUCTEMY MPOTHIL SIK KIaCHYHUM, TaK 1 HOBITHIM 3arpo3am.

Cumerpuunuii anroput™m AES 3a0esnedye 0a30By KpUNTOCTIMKICTb, 3BOASYM HMOBIPHICTH
psiMOTro nepebopy 0 €KCIIOHEHIIIITHOTO PIBHS 3aJIeXHO BiJ JOBXHMHM Kitoya. CreraHorpadiunuit
1ap BUKOHY€ (YHKIII}0O MaCKyBaHHs, IPUXOBYIOUM caM (pakT iICHYBaHHS 3allM(POBAHUX KITIOUIB Y
MYJIbTUMEIINHUX KOHTeWHepax. MalluHHe HaBYaHHS Ta HEHpoMepex eBl TEXHOJIOTII MOXYTh OyTH
3aCTOCOBAHI K aTaKyBaJbHUKAMU JJIs cTeroananidy Ta side-channel arak, Tak i1 3aXMCHUKaMH IS
BHUSIBJICHHS aHOMaliii abo mMOOyIOBM aJanTHBHUX MEXaHi3MiB MNpoTuaii. Mojenb IOBHHHA
BpPaxoBYBaTH JyaliCTUYHY posib ML-KOMIIOHEHTIB 1 OytyBaTucs Ha CyBOpPiif MaTeMaTH4HIi OCHOBI.

dopmaiizaliis MOYMHAETLCA 3 OMKMCY MpocTopy Kirowie K, me Bumaakosa Benuuuba K

XapaKTepU3y€eTbCsl EHTporielo H (K ) Ta MiH-eHTpomie H_ (K ) =-log max, P, (K :k). LTi
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MOKa3HUKH 33/1a10Th 0a30BY Herepen0auyBaHiCTh KIIOYiB 1 BU3HAYaIOTh CKIIAIHICTh brute-force aTax.
VY BUMaaky noOIYHMX BUTOKIB iHpOpMaIii S, eheKTHBHA HEBU3HAYCHICTh 3HUKYETHCS 10 YMOBHOI

enrpomii A (K s ) , a IH(opMaIliifHUI BUTIK OMUCY€ETHCS B3a€EMHOIO iH(popMarieto (5). 3acTocyBaHHs

HepiBHOCTI DaHO 103BOJNSE OLIHUTH HIDKHI MEXI WMOBIPHOCTI TMOMHJIKM aTaKyBaJbHUKA HpU
BIJTHOBJIEHHI KJIFOYiB.
Hpyrum piBHeM OararopiBHeBoi mozeni € creranorpadis. dopmanbHO 337a4a BUSBICHHS

IpHUXOBaHOi 1H(GOpMaIii 3B0AUTECA 10 ABOXTinoTe3Horo recty H : X ~ P npotn H : X~ P, ne
P — po3momin 4MCTOro KOHTEWHepa, a P — po3nonin creroo0’exra. BusBieHHs Ha OCHOBI
BITHOIICHHSI MPaBIONOIIOHOCTI L(X ) =P (X ) /P (X ) MiAKOPSETbCA ACUMITOTUYHUM OIliHKAM

NOMUJIOK uepe3 auBepreHuiro KynpOaka-JleitOnepa: HMOBIpHICTD NMOMHMIKM THMY | crmajgae sk
exp(—nDKL (PS

P ) 3a OOMEXEHb Ha

c

P )) 3aBnaHHsA 3aXUCTy HojArae y winimisamii D, (PS

JIOITYCTHME CITOTBOPEHHS KOHTEHWHEpA.

Oco0iuBy CKJIaIHICTh CTBOPIOIOTH HEelipoMepekeBi netektopu, 30kpeMa CNN ta ResNet, siki
peali3yloTh CTETOaHali3 4epe3 Kiacudikailito o3Hak KoHTeHHepiB. DOpMaIbHO 1€ OMUCYETHCS SIK
3ajaya MiHiMizamii GyHKIIi BTpaT, MpH IbOMY HEUPOMEPEKEBl NETEKTOPU Peai3yloTh MPaBUIIO

Kiacuikamii y = fO(Y ), Y - Bextop osmak, f, — mogens CNN/ResNet. HmosipHicts yemixy

aTaKyBaJIbHUKa-KJIacu(ikaTopa 3aJaeThCsl Yepe3 OUiKyBaHY TOUHICTh a00 (yHKiro BTpat (4). s
BEJIMKUX BUOIPOK 3aJI€KHICTh TOYHOCTI BiJl BIZICTaHI MK PO3MOALIaMHU allPOKCUMY€EThCS (PYHKITIEIO

Bin (1D, . 3i cBOro GOKy, 3aXMCHHK BBOJMTb IapaMeTPH BHIIAAKOBOCTI 77 (IIyM, IEPETACOBKH,

ajBepcapianbHi MpHUKIaaK) Ta KoHgirypamiro cucteMd S, a 3a1a4a onTHMI3aIii GOpMyITIOeThCS Y
BUTIISLA1 MiHIMaKc-3a1a4i:

minmax E(X,y)[[,(fo (T(X;U,S)),y)} 9)

nS 6,B

nig OOMEXEHHSIMH Ha JIOIyCTUME CHOTBOPEHHS D(T (-))SDma 1 Ha BHTpaTu pecypcy

X
C(n,S)SCmaX .

3BeICHHs yCiX PIBHIB B IHTETPOBAHY CHUCTEMY [JO3BOJIAE€ OLIHUTU 11 €PEKTUBHICTH uYepe3
arperoBaHy WMOBIPHICTh NMPOTHAIl aTakaM. ArperoBaHa CTIMKICTb CHCTEMH BIJHOCHO 3arposu

3a4a€ThCA K
Rmtal(t):l—ﬁ(l—f?i(t)), (10)

ne R, (t) — IMOBIpHICTh HeWTpai3allii 3arpo3u Ha piBHi / (kpumnTo, crero, ML-MOHITOpHHT).

[Ipu HasBHOCTI KOpeALid MiX pPIBHAMHU 3aCTOCOBYIOTH KOpPEISLiNHI MOMpaBKH ab0 HEpPIBHOCTI
BKJIFOUEHHS-BUKIIIOUEHHS JUIsl KOPEKTHUX OLIHOK. Taka opmanizaiis J03BOJIsi€ IMOPIBHIOBATH
aJIbTepHATHBHI KOH(Irypalii 3aX1cTy Ta BU3HAUYATH ONTUMaJIbHI NANITPH apaMeTpiB AJIs 33aHOTO
PIBHS PU3UKY.

HaBenena marematnyHa MOJIENb 33aJa€ MPAKTUYHI BUMOTH: BHCOKa CHTPOIis Kiroua H (1( ),

MiHiMi3alis B3aeMHOi iHopmamii 7/ (1( ;S ), onrtuMmizamisi BOYJOBYBAJIbHUX CTpaTeril HUIIXOM

MiHimMizanii D, (PS HPC ) pu 0OMEKEHH1 CITIOTBOPEHHS, a TAKOXK 3aCTOCYBaHHS aJBepcapialbHOTO Ta

cToxacTHuHoro 3axucty Bix NN-arak. BrnpoBamkeHHS Takux cTpaTerii poOuTh OaratopiBHEBUI
3aXUCT NPUAATHUM JUISI IPAKTUYHUX CHCTEM YNPABIIHHS KIIOYaMU Ta MEHEJKEPIB MMapoJIiB.

Hwmxue, Ha puc.l, HaBeIEHO KOHLENTyalbHYy OJIOK-CXeMy OaraTOpiBHEBOi MOJIENI 3aXHUCTY
KJTIOYIB.
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I'enepanis aBreHTUdIKALITHOTO
KITI09a

Mudpysanus AES

CreranorpadiyHe MpUXoByBaHHS

Amnainiz ML/NN (BusIBIEHHS aTak)

MaremaTnuHe MOAEIIIOBAHHS
CTIHKOCTI

BigHoBieHHs KiTroya
(aBTOPM30BAHUIA AOCTYTI)

Pucynok 1 — brok-cxema OaratopiBHEBOI MOJIeIi 3aXHUCTy KIIIOUIB

bnok-cxema BimoOpakae CTPYKTYpHO-(DYHKI[IOHANbHY IOCIIOBHICTh IMPOLECIB Yy MexKax
3arponoHoBaHoi Mojeni. Ha Oori BimpaBHUKa 31IHCHIOETbCS TeHepallis aBTEHTU(IKALIHHOTrO
KJII0Ya, SIKUH MPOXOJUTH €Tal CUMETpUYHOro ImupyBaHHS 3a anroputmoM AES. V pesynbrarti
dbopmyeTbest KpunTorpadiyHO 3aXUIIEHUN KIIIOY, IO Jlajdl 1HKAICYJIOEThCS B MeEIIaKOHTEHHED
LUIIXOM CTeraHorpa@iqHoro npuxoByBaHHsA. OTpUMaHUM KOHTEHHEpP NepenaeThCsi KOMyHIKalIiHUM
KAaHaJIOM, SIKHH MOTEHLIMHO MoO)Xe OyTH CKOMIPOMETOBaHMHM a0 NiJJaHUN aHaJTITUYHOMY
MOHITOPHHTY.

Ha cTopoHi MOTEHIINHHOrO 3J0BMUCHHUKA INepeadadaeTbCs BUKOPUCTAHHS 1HTEJIEKTYyalIbHUX
MEeXaHI3MIB Ha OCHOBI HelpoHHuUX Mepex (3okpema CNN, ResNet) ans gerekTyBaHHS
creraHorpadgiyHuX 03HaK abo peaizailii aTak MOOIYHMX KaHATIB, CIPSIMOBAHUX Ha BiJIHOBJICHHS
KIII0Ya.

Boanouac Ha 6o11i 3axucHUKa (PYHKIIOHYIOTh CHCTEMH MOHITOPUHTY, TOOYA0BaHI HA METO/1axX
MalIMHHOTO HaBYaHHS, 110 aHANI3yIOTh Tpadik 1 MOBEAIHKOBI MaTepHU 3 METOI BHUSBICHHS
aHoMaJliif, OpMyIOTh AN TUBHI MOJITUKY pearyBaHHs Ta peayli3yloTh CTOXaCTHUHY paHIOMi3alliio
napameTpiB KOHTelHepa.

Takum 4rHOM, 3aPOIIOHOBAHA APXITEKTYpa peallizye KOHIIEIiI0 TMHAMIYHOTO OalaHCyBaHHS
MK KpUOTOrpagiqHor0 CTIHKICTIO Ta MPUXOBAHICTIO JaHUX.

[i maTemaTuuma (opmanizalis IDyHTYyeTbCS Ha amapaTi €HTpOIii, B3acMHOI iH(popmallii,
JMBEPreHIlii Ta ONTUMI3AIiTHUX METO/IB, 10 CTBOPIOE HAYKOBO OOIPYHTOBAHY OCHOBY JJISl OLIHKU
e(EeKTUBHOCTI Y PI3HHUX CIIEHapisX KommpomerTamrii. [HTerparis MalMHHOrO HaBUaHHS 3abe3nedye
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THyYKe aJalTUBHE pearyBaHHA Ha 3MiHHI CLEHapii aTrak, MiHIMI3yloud HMOBIPHICTH YCHINIHOT
KOMIIPOMETAIlil HaBiTh Yy BUIIA/IKaX 3aCTOCYBAHHS 1HTEIEKTyaIbHUX CTETOAHAIITHYHUX MO/ICIIEH.

Po3pobka pexomeHpaariii 1moa0 BIPOBAKCHHS 3alPOIOHOBAHOI OaraTOpiBHEBOI MOJEm y
peanbHi 1HPOPMAIHI CcHUCTeMH mepeadavyae KOMIUICKCHMM TiAXiJ, M0 OXOIUTIOE TEXHIYHI,
opraHizaimiiiHi Ta KpunrorpadidHo-mMareMatuyHi acrekTd. OcoOnuBY yBary ciij HPUAUIMTH
CHUCTEMaM YIIpaBJiHHA HapoisiMu, TakuM sk LastPass, Bitwarden a6o 1Password, siki 30epiratothb
BEJMKI 00CATM KOH(DIACHIIIMHUX JaHUX KOPHCTYBadiB 1 € OO0’€KTOM IJABHIICHOTO PH3UKY
KoMrpomeTartii. Bizomi iHITUACHTH BUTOKY AaHUX, SIK-OT mopymeHHs oe3neku LastPass y 2022 porti,
3aCBIIYMIIM BPA3JIUBICTh HAaBITh BUCOKO3aXUIICHUX CEPBICIB Y pa3i HEIOCTATHHOI'O KOHTPOJIO HAJ
aBTeHTU(]IKAMIMHIMYU KIIFOUYaMHU, a TAKOXK BIJICYTHOCTI €(DEKTHUBHMX MEXaHI3MiB cTeraHoTrpadiqHOro
MPUXOBYBaHHS KIFOUOBO1 iH(OpMAaITii.

3acTocyBaHHs 3alpOIOHOBAHOI MOJENi B MOAIOHMX CHCTeMax Mae€ 3JIHCHIOBATHCS 32
MIPUHIIUIIOM 1HTErpoBaHOi Oe3nekH, e kpuntorpadiunuii pisers (AES) Binnosinae 3a popmaibHy
CTIMKICTB KITIOUiB, a cTeranorpadivyHuii piBeHb 3a0€31e4ye NpUX0BaHICTh 1X ICHYBaHHS y BHYTPIIIHIX
abo xmMapHHX cxoBumax. Ha nqogaTkoBoMy piBHI MalllMHHOTO HaBYaHHS peajli3ye€ThCsl aJalTUBHUN
KOHTPOJIb aHOMAJIii — 30kpeMa, gyepe3 CNN-Mmo e a0 aBTOSHKOIEPH, [0 aHAJTI3YIOTh TTOBEIIHKOBI
MaTePHUA JIOCTYIy JO KIIFOUOBUX CXOBHII 1 BHUSBIISIOTH TOTEHIIHHI CIPOOM HECAHKIIOHOBAHOTO
nocrymy. s cucreM Ha 3pa3ok LastPass 1ie mo3Bossie BusBisiTH ataku Tuiry credential stuffing, side-
channel leakage a6o data exfiltration Ha paHHiX cTafisx.

3 MareMaTU4YHOi TOYKH 30Dy, JOIUIBHO ONMHCAaTH C(PEKTUBHICTh BIPOBADKCHHS Yepe3
IHTeTpaIbHy (QYHKIIIO PUHKY:

n
Rsys = zwi ) P1 °
i=1
ne P — IMOBIpHICTb yCmiXy araku /-ro tumy (Hampukiaza, brute-force, side-channel,
CTEroaHaiis);
@, — BaroBui KOE(DIICHT, IO XapaKTepu3ye€ BIUIMB KOHKPETHOIO DPU3MKY Ha CHCTEMY.

Beenenns 6araTopiBHEBMX MEXaHI3MIB 3HIKYE 3HAUCHHs Py KOXKHOMY CIIEHapii, mo ¢opmamizye
3MCHIIICHHS 3araibHOrO pH3uKy R . Jlis TMPakTHYHOI OLIHKH C(EKTHBHOCTI IPOIOHYETHCS

MIPOBOJIUTH €KCIIEPUMEHTAIIbHE MOJICTIOBAHHS B CEPEIOBUIIAX, HAOIMKEHHUX 10 KOPIIOPATUBHUX, 13
BUKOPHUCTAHHSIM pealliCTUYHHUX JaHUX TpadiKy Ta MeniakoHTerHepiB [18].

Jlyis KopropaTUBHUX 1HQPACTPYKTYpP 3alpOlOHOBaHA MOJENb MOXeE OyTH BIpPOBAIKEHA y
BUIIISIII MOAYJSE O€3MEeYHOro YMpaBIiHHSA aBTEHTU(IKAIMHUMU TOKEHAaMH, IHTETPOBAHOIO Y
cucteMy €auHOi ineHTudikarii kopucryBadiB (SSO) abo miatdopmu kepyBanHs kirodamu (KMS).
Ha piBHi peanizanii AES pekoMeHI0BaHO BUKOPUCTOBYBATH anaparHe npuckopenns (AES-NI a6o
ARMvVS Crypto Extensions), Toai sik cteraHorpagiqHuii KOMIIOHEHT MoXke OyTH peaji3oBaHui 3a
nonomororo 0i61iorek OpenStego abo Steghide nyst BOY10ByBaHHS KITIOUIB y Ci1y>k00B1 Meniadaitnu
cucremu. HelipomepexxeBuit Moyb Moxke OyTu modyaoBanuii Ha 6a3i TensorFlow a6o PyTorch,
BUKOHYIOUM (DYHKIIiIO TTOBEAIHKOBOTO aHali3y Ta CaMOaJanTallii 10 3SMiHHUX YMOB 3arpos.

Oco6muBO BaXJIMBUM € aCHEKT B3aeMOAIl MK pIBHSAMHM 3aXHUCTy. Y 3allpONOHOBaHIN
apxitektypi AES Buctynae nepBuHHUM KpunrorpadiyHuM 6ap’epom, cTreraHorpadiqHuil piBeHb —
3aco00M NpuXoBaHO! nepenayi abo 30epiraHHs, a MOAYJIb MAIIMHHOTO HABYaHHS — €JIEMEHTOM
KOTHITUBHOTO aHaJli3y, IKUH BUSBIISIE 1 MPOrHO3y€e aHOMaii. Taka TpueuHA CTPYKTypa BiANOBiAa€e
npuHunam defense in depth i1 Zero Trust Architecture, ne *0JIeH piBEHb HE BBAXKAETHCS O€3yMOBHO
HaJIHHAM, & CUCTEMA TTOCTIIHO OIIHIOE BJIIACHY CTIHKICTb.

Or1iHKa MOKJIMBOCTEH MPAKTHYHOTO BIPOBAKEHHS TOKAa3ye, M0 KOMOIHOBaHA MOJENb €
TEXHIYHO peajli3oBaHOI0 B yMoBax cydacHux IT-indpactpykryp. Bona moxe OyTtu iHTerpoBaHa y
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cepenosuia koprnopatuBHoro tumy (Microsoft Azure AD, AWS IAM, Google Workspace), a Takox
y MPUBATHI CXOBUIIIA aBTEHTU(DIKAMIIMHUX TaHUX, 30KpeMa MEHEKepHr napotiB, cepsicu DevjecOps
1 cCHCTEeMH MOHITOPUHTY AOCTYIy. OCHOBHHUM BUKJIMKOM 3aJIMIIAE€THCS OAaHC MIX MPOIYKTHBHICTIO
Ta KPUNTOCTIMKICTIO, IO MOTPeOye ONTHUMI3aIlli aJropuTMIYHHUX I[apaMeTpiB Ha OCHOBI
(dbopmatizoBaHUX MOJIEIICH PU3UKY Ta aJAIITUBHOTO HABYaHHS HEMPOHHUX MEPEK.

OTxe, BIPOBA/PKEHHS 3alpOIOHOBAHOI OaraTopiBHEBOI Mojeii 3abesnedye He JIUIIe
M1 IBUIIICHUHA PIBEHb CTIMKOCTI aBTEHTU(IKAIIHUX KIIIOYIB, a i (JOpMy€ METOIOJIOTTYHY OCHOBY IS
MoOY/TOBY 1HTEJIEKTYaJIbHUX CUCTEM YIIpaBJIiHHS Oe31ekor0. Bukoprcranus cum06103y kpurrorpadii,
creraHorpadii Ta MalIMHHOTO HABYAHHS CTBOPIOE YMOBHU ISl MPAKTUYHOTO IEPEXOIy O HOBOI
napajurMy aAanTHBHOI 0e3MeKH, 3JaTHOI TPOTUIISATH IUHAMIYHMM 3arpo3aM y peallbHUX
iH(opMaIiiHUX CepeIOBHINAX.

Pe3yabTaTu gocaigxeHHst. Y X011 JOCTIKEHHS po3p00IeHO OaraTopiBHEBY MOCIIb 3aXUCTY
aBTEHTU(IKAMIHHIX KIIOYiB, IO MOEAHYE KpunTorpadivni, creraHorpadiyai ta HeHpoMepexeni
Metoan. Taka iHTerparis 3a0e3nedye KOMIUIEKCHY CTIHKICTh CHCTEMH 3a pPaxyHOK IMO€THAHHS
(dbopManbHOi KPUNTO3aXHUIIEHOCTI, TPUXOBAHOCT] JaHUX 1 aJalTHBHOTO MOHITOPHHTY Ha OCHOBI
MAIIMHHOTO HAaBYAHHS.

ExcnepumeHTanbHi pe3ynbTaTH TMoOKasanu, mio 3actocyBaHHs AES y mnoemnanni 3i
cTeraHorpadiero 3HIKYE WMOBIPHICT YCIIITHOTO BHUSBICHHS Kiroda Ha 35-40 % mMOpiBHSIHO 3
TpaguIifHIMU cxeMaMu. JloaBaHHs piBHS HEHPOHHOTO aHANi3y JO3BOJIMIIO CKOPOTUTH Yac peakiii
CUCTeMH Ha aHOMaJIbHI Jii 10 0.4 ¢, 0 CBIIYUTH MPO ITiIBUIIICHHS ONMEPATUBHOCTI 3aXKCTY.

Y pe3ynbraTi BIOPOBAKEHHS JOJATKOBUX pPIBHIB TPHUXOBAHOCTI Ta CTOXACTHYHOI
BapiabeNbHOCTI CHOCTEPIrajocss 3HWKEHHS IHTETPaJbHOTO TNOKAa3HWKA PHU3UKY, KUK BigoOpaxkae

BIIJIMB 6aFaTOp1BHeBOI IHTCrpaIill Ha 3araJibHy UMOBIPHICTb KOMIIpOMETAI1l — Rsys Yy CCPpEAHBOMY Ha

0.5, 1110 CBITYUTH PO CHHEPreTUYHE MiABUILEHHS 3arajbHOI CTIMKOCTI CUCTEMH.
Jnist KiIbKICHOT OLIHKK €(eKTUBHOCTI 3aIIPOIIOHOBAHO KPUTEPINA €HTPOIIHHOI CTIMKOCTI:
H  =aH +pH +yH

total
He H_,H,H & — xpunrorpapiuna, creranorpagiuda Ta MaIIMHHO-HABYalbHa EHTPOIIII

BIMOBIAHO.
OnTtumanbHe criBBigHOLIEHHS mapameTpiB (o :f:y =0.4:0.35:0.25) 3ale3neuye OamaHC MIX
0€31eKO0I0 Ta MPOTYKTUBHICTIO.

MopentoBaHHg y KOPHOPATUBHOMY CEPEIAOBHII MMOKA3aJ0 MOXJIMBICTh MacIITaOyBaHHS
cucTteMu 06€3 KPUTUYHOTO BIUIMBY Ha MIBUAKOMAIO (30UIBIIEHHS Yacy JOCTYMy HE mepeBHuILye 7%).
[le poOuTh MOJENH MPUIATHOIO O BIPOBAKEHHS y MEHEKepax MmapoitiB, KoprnopatuBHux SSO-
wiatgopmax Ta piHaHCOBUX cucTemax [19].

Takum 4YMHOM, pe3yJlbTaTH MiATBEP/UKYIOTh, IO 3alpollOHOBaHA MOJENb 3a0e3mneuye
aJlanTUBHUNA, €HTPOMNiHO 30aJaHCOBaHMU 1 MPAKTHMYHO pPEeai30BaHUM 3aXHMCT KIIOYiB, 3AaTHUH
e(pEeKTUBHO NPOTUIIATH Cy4yaCHUM KOMOIHOBAaHHMM aTakaM y peajbHUX yYMOBax (YHKII1IOHYBaHHS
1H(pOpMaliifHO-KOMYHIKALlIHHUX CUCTEM.

IlepcnekTHBHM MOAAJIBINMX AOCTiIzKeHb. [Toganbun 1ocHiKeHHs Yy MeXax MpeCcTaBIeHOl
TEMAaTUKHU JOLIBHO CIPSAMYBAaTH Ha MOTTMOJIEHE MaTeMaTHYHE MOJICIIOBAaHHS MPOIIECiB B3a€MOJIIT
MK KpunTorpaiyHUMH, CTeraHorpadiyHUMHU Ta I1HTEIEKTyaJlbHUMH KOMIIOHEHTaMHU CHUCTEMH
3aXHCTy aBTEHTHU(IKALIHHUX KIOYiB. 30Kpema, MNOTpedye po3BUTKY (QOpMajabHHMNA amapar
OLIIHIOBAaHHS HMOBIPHOCTI YCHiXy aTak 13 BHUKOPUCTaHHAM METOJIB TIJMOOKOr0 HaBYaHHSA Ta
moOy0BU HEHMpPOHHUX JETEKTOpiB, 10 BUMAarae iHTerpauii Teopii WMoBipHOCTEH, 1HPOpMaIiitHOI
EHTPOITI] Ta aJJalTUBHOI ONTUMI3aIlii.
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[TepcrieKTHBHUM HAMPsSIMOM € PO3pOoOKa alanTUBHUX CHCTEM, 3JaTHHX J0 CAMOHAaBUaHHS Ha
OCHOBI ICTOPUYHHX JAHHUX NP0 aTaKU Ta BHUSBJICHI aHOMAJIii B KaHAJIaX MMepeIaBaHHs, 110 JJO3BOJIUTh
peanizyBaTd JIHWHAMIYHE HAJAIITYBaHHS DPIBHIB MPHUXOBAHOCTI Ta KpUNTOTrpadivyHOi CKIIATHOCTI.
BaxmBoro 3a1a4er0 Takoxk € I00yJ0Ba EHEPreTUYHO e(PeKTUBHUX pealtizallid TAaKKMX CHCTEM JIIS 1X
BHKOPHUCTAHHS Y BOYJOBaHMX Ta MOOUTHPHUX CEPEAOBHIINAX, JI€ OOUHMCIIOBAIBHI PECYpCH 0OMEKEHI.

OxkpeMoi yBaru 3aciiyroBy€ CTBOPEHHSI €IUMHOI yHi(iKOBaHOI MOJeJi OIliHIOBAaHHS PHU3HKIB
KOMITpOMETAIlli KJIIOYiB, SIKa BPaxOBYBaTHME HE JIMIIE KPHUIITO- 1 CTETOAHAIITHYHI 3arpo3u, a u
COIIIOTEXHIYHI (aKTOpH, IO CYNPOBO/DKYIOTh IHIMICHTH BUTOKY JAHUX Yy KOPIIOPATHBHHUX
MEHEDKepax MapojiB, 30kpeMa mnomiOHux g0 LastPass. IloemnanHs 1ux HanpsMiB BIIKpUBA€E
MOJKJIMBICTh ()OPMYBaHHS HOBOTO KJIACy IHTEJIEKTYyallbHO-KPUNTOTPa(iuHUX CHCTEM, 3MaTHHUX [0
MIPEBEHTUBHOT'O pearyBaHHs Ha MOTCHIIIHHI 3arPO3H.

Takox pe3ysbTaT MPOBEACHOTO OCIIKECHHS MOXKYTh OyTH BUKOPUCTAaHI SIK METOJI0JIOT9YHA
Ta HAyKOBO-ITPAKTUYHA OCHOBA JIJISl PO3POOIICHHS HAI[IOHATLHUX CTaHIAPTIB 0€3IIEYHOTO YIIPABITIHHS
kpunTorpadiuHIMH KIIOYaMH B yMOBaxX Iu(poBoi TpancdopMmarlii. Ix BIpoBakeHHs CIpHATHME
MiABUILEHHIO PiBHA JTOBIpU 10 iH(OpMAIiiHOT iIHQPACTPYKTYPH AEPKABHOTO Ta KOPIOPATUBHOTO
CEKTOPiB, 3a0€3MeUyI0UN KOMIIEKCHY CTIHKICTh KPUTUYHHUX CUCTEM JI0 Cy4acHUX Kibep3arpos.
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TATIANA FESENKO
YULIYA KALASHNIKOVA

MATHEMATICAL ASPECTS OF THE COMBINED APPLICATION OF THE AES
ALGORITHM AND STEGANOGRAPHIC METHODS IN AUTHENTICATION KEY
PROTECTION

The article examines the mathematical foundations of the combined application of the AES
algorithm and steganographic methods in the protection of authentication keys. It is shown that the
use of symmetric encryption ensures a high level of confidentiality and cryptographic strength, but
has limitations in cases where communication channels remain accessible for adversarial analysis. To
mitigate these risks, the integration of steganographic techniques is substantiated as an additional
security layer that enables concealing the very existence of protected data. A mathematical model of
the combined approach is proposed, taking into account the entropy characteristics of the keys,
probabilistic estimates of AES resistance to attacks, and indicators of steganographic concealment
capacity. An analytical evaluation of the proposed approach demonstrates a reduction in the
probability of unauthorized disclosure of authentication keys compared to traditional protection
methods. The obtained results have practical significance for the development of multi-level
cybersecurity architectures in access control systems, cloud services, and password managers such as
LastPass, where the secure storage and transmission of authentication keys are critical.

Keywords: cybersecurity, neural networks, machine learning, cryptography, steganography,
authentication keys, password manager.
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