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€BI'EH XKMBUJIO,
IOPIN KYUMA

MATEMATHYHE MOJAEJIIOBAHHSI IHTEJTEKTYAJIBHO-KPUIITOT' PA®ITYHOT' O
3AXUCTY ABTEHTUO®IKAINIMHUX KJIIOYIB

Y crarti OOIpYHTOBaHO HAayKOBO-METOJMYHI 3acalid MaTeMaTUYHOTO MOJICTIOBAHHS
IHTENEKTYaIbHO-KPUNITOrpapiYHAX CUCTEM IPEBEHTUBHOTO pearyBaHHs Ha 3arpO3H KOMIIPOMETaIlii
aBTEHTU(IKALIHHUX KIIIOYiB. 3alpOIIOHOBAHO y3arajbHEHY KOHILENTYaJlbHy MOJEIb, 110 1HTErpye
KpunrorpadiuHi  MexaHi3MH  CHMETpUYHOTO mudpyBaHHs (30Kpema amroput™m  AES),
creranorpadivuHi METOU MPUXOBYBAaHHS KPUNTOTpadiuHMX MapaMeTpiB Ta IHTENEKTYaIbHI MOIYJIi
MPOTHO3YBaHHA aTak, cdopmoBaHi Ha 0a3i MeETOMIB TIMOOKOro HaB4YaHHA. Po3polOieHuit
MaTeMaTHYHUH amapaT IPyHTYEThCS Ha CHHTE31 MOJOXEHb Teopii HMOBipHOCTEH, iH(POpMAaIiiHOI
SHTPOIIii Ta aJanTUBHOI ONTUMI3aIlil, 10 3a0e3Mneyye KUTbKICHY OLIHKY PU3HMKIB KOMIIPOMETAIIil Ta
(dopMyBaHHS AMHAMIYHUX CTpaTerii pearyBaHHs B yMOBax 3MIHHUX 3arpo3. OcoOiuBy yBary
npualieHo Gpopmanizallii mpoleciB aJanTUBHOTO HAJAIITYBAaHHS PiIBHA KPUNITOTpadivHOI CKIIaTHOCTI
Ta CTYNEHsI IPUXOBAHOCTI 3aJIC)KHO BiJl pe3yJIbTaTiB IHTEIEKTYAIbHOTO aHami3y TpadiKy i BUSBICHHS
aHOMaJIii y KaHalax mNepelaBaHHs NaHUX. PO3rIsHYTO MiAXOMU A0 MOOYJOBH €HEPreTUYHO Ta
00YHCITIOBAIbHO e(heKTUBHUX peaiizalliidl TaKuX CUCTeM i BOYIOBaHUX 1 MOOLIBHHUX CepEIOBHII 13
oOMexxeHuMH pecypcamu. OTpuMaHi pe3ysIbTaTH 3aKIagaloTh HAYKOBE MIATPYHTS ISl pO3pOOICHHS
HOBOTO KJIACy 1HTEJIEKTYaIbHO-KpUNTOrpadivHNX CUCTEM, 3IaTHHUX JI0 CAMOHABYAHHS, aTallTHBHOTO
yIpaBlliHHA NapamMeTpamMu O€3NeKHM Ta MPEBEHTUBHOI'O pearyBaHHsS Ha MOTEHILiHI 3arpo3u
KOMIIpoMeTallii aBTeHTH(IKAIIMHUX JaHUX Y AWHAMIYHOMY 1H(QOpMaIifHOMY ITPOCTOPI.

KurouoBi cioBa: kibepOe3neka, HEHUpOHHI MEpekXi, MaTeMaTUYHE MO/ICIIOBAHHS,
IHTENeKTyalbHO-KpUnTOrpagiyia cucTeMa, NMpeBeHTUBHE pearyBaHHs, aBTEHTH(iKaliiHI Kioui,
SHTPOMIiHMI aHami3, aalTHBHA ONTHUMI3allisl, INTUOOKE HaBUAHHSI.

IlocranoBka  mpobaemu. CyyacHi  cucTeMu  aBTeHTU(]IKamii Ta  yHpaBIiHHSA
KpUNTOTrpagiuHUMH KIIOYaMHu MepeOyBaroTh IiJ] MOCTIHHUM TUCKOM 3 OOKY 3pOCTar04oi KidbKOCTI
Kibep3arpo3, 30Kpema IUIECHIPIMOBAHMX aTakK, CHPSIMOBAHHMX Ha KOMIIPOMETAIllI0 KIFOYOBOI
iHpopmanii. TpaauuiiiHi kpunrorpadiyHi MIAXOAM, TONPU BUCOKY MaTeMaTHYHY CTIHKICTb,
BUSIBIISIIOTHCSI HEJOCTATHHO €(EKTUBHUMHU Y TUHAMIYHUX CEPEJOBUINAX, /1€ XapaKTep aTak IIBUAKO
3MIHIOETBCS, a KaHaJdM MepelaBaHHs JaHUX MiAJAI0THCS CTErOAHATITUYHOMY aHalizy 3 OOKy
3JI0BMUCHHKIB. J[01aTKOBOT ckilagHOCTI HaOyBae mpobiieMa y 3B’SI3Ky 3 MOIIKMPEHHSIM BOY/I0BaHUX,
MOOUTBHHUX Ta €HEProoOMEKEHHX MPHUCTPOIB, Y SKUX peaji3allisi MOBHOIIIHHUX KPHUNTOrpadiuHMX
MEXaHi3MiB 4acTO HEMOXJIMBA 0€3 KOMITPOMICIB Mi>K PiIBHEM 3aXUCTy Ta MPOAYKTHBHICTIO.

VY Mexax cydacHOi mapaaurMu iH@opmailiiiHoi 0e3nexu aenaini OuIbloi akTyaabHOCTI HaOyBae
KOHIICTIIIisI IPEBEHTUBHOTO pearyBaHHs, IO Iepeadavyac He JINIIe BUSBICHHS Ta OJIOKyBaHHS aTak, a
i IXHE MPOTHO3yBaHHA Ha OCHOBI I1HTEJEKTYaJbHOTO aHai3y IMOBEAIHKOBUX 1 CTaTUCTHMYHUX
XapaKkTepUCTUK 1H(GOpPMAIIHHUX TOTOKIB. 3aCTOCYBaHHS METOJIB MAaIIMHHOTO Ta TJIUOOKOIro
HaBUYaHHS y KpuOTOrpadiyHUX CHUCTEeMaxX BiJKPHUBAE MOMXJIHBOCTI JJII MOOYAOBH CaMOHABYAIBHHX
apxiTeKTyp, 37JaTHUX JUHAMIYHO 3MIHIOBATH pPiBEHb MPHXOBAHOCTI, CHTPOMINHHY CKJIAaJHICTb Ta
napamMeTpy mupyBaHHs 3aJI€KHO BiJl OLIHEHOTO PiBHS PU3UKY KOMITpOMETAIlii.

Boanouac BiacyTHICTB (hopMasi3oBaHUX MaTeMaTUYHUX MOJIeIeH, ikl O OMUCYBaI B3aEMOJII0
MK KpunTorpadiyHUMH, cTeraHorpadiyHUMH Ta iHTEIEKTYaJIbHUMH KOMIIOHEHTAMHU B €IMHOMY
TEOPETUYHOMY TIOJi, YCKIIATHIOE CUCTEeMHHMM MiAXiJ A0 MOOYyJIOBH TakuX pilleHb. HemocTaTHbo
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PO3pOOJICHNM 3alUINAEThCA TAKOXK amapaT KUIbKICHOTO OLIHIOBaHHS WMOBIPHOCTI yCHiXy aTak i3
BUKOPUCTAHHSM METOMIB TIJIMOOKOro HaBYaHHS, 00 OOMEXKye MOXKIMBOCTI aHANITUYHOTO
MIPOTHO3YBAHHS PU3HKIB.

TakuMm 4YHMHOM, IIOCTa€ HAayKOBO-IPAaKTUYHA IMpoOJIeMa MaTeMaTHYHOTO MOJIEJIIOBAHHS
IHTENEeKTyalbHO-KpUNTOrpagiyHUX CHCTEM IPEBEHTUBHOIO pearyBaHHs, CIPSMOBAHOTO Ha
(dhopMyBaHHS y3aralbHEHOTO amapaTy aHali3y, OLIHIOBAaHHS Ta ONTHUMI3aIlii mapamMeTpiB Oe3neKu B
yMOBaX JMHAMIYHMX 3arpo3. [i po3B’si3aHHs CTBOPHMTH MEPEIYMOBH I PO3POOJIECHHS HOBOTO KJIaCy
aJlaTUBHUX CHCTEM 3aXUCTY, 3[JaTHUX OO0 CAMOHABYaHHs, MependaueHHs MOTCHLIWHUX aTak 1
MiHiMi3alii pU3MKIB KOMIpOMeTalii aBTEHTU(DIKALIMHUX KIIOYIB y CKJIATHUX 1H(QOpMALIHHIX
cepe/loBUILAX.

AHaji3 ocra”HHiX gocailkeHb Ta mnyoOsaikauniid. IIpenverHa o6nacte KOMOiIHyBaHHS
KpuntorpadiqyHuX Ta CTEraHorpadiyHUX TEXHIK 13 THTEICKTyaIbHUMHU MOIYJISIMU aHai3y IIBHIKO
€BOJIIOLIIOHY€E Ha MEePETHHI MPUKIAJAHOT MaTeMaTUKU, Teopii iHpopmarlii Ta MaIMHHOTO HaBYaHHS.
Icropuyno mertomonoriunuii GpyHmameHT creraHorpadii i creroaHamizy 3akiaJeHO KIACHYHUMU
IpaLsMy, 10 CPOPMYIIIOBAJIM CTOXAaCTUYHI Ta CTATMCTUYHI HIAXOAM O BUSBJICHHS BOYAOBaHHMX
MOBIAOMJICHb Yy U(PPOBUX 00’ €KTAX; Ii MiIXOIU 3aJIUIIAIOTHCS PEICBAHTHUMH SIK TEOpETHYHA 0a3a
IUTSL TIOJAITBIIOT (popmartizalii IMOBIpHICHUX MoJenel crero-curaany [1].

[TapanenbHO BiIOYBA€ThCs IHTEHCUBHUN PO3BUTOK INTMOMHHUX HEHPOHHUX apXiTEKTyp K Y
poni MexaHi3MiB npuxoByBaHHs (neural steganography), Tak i1 y pom pgerekropiB (neural
steganalysis). Hackpi3Hi apxiTekTypHi pimensas, 30kpema HiDDeN, mpoaemMoHcTpyBamu
KUTTE3/IaTHICT METO/IIB, IO HABUAIOTHCA 0€3MOocepeIHhO Ha 3a7a4l BOyI0ByBaHHS U BiTHOBJICHHS
iHpopMalii B CIIOCTEPE)KyBaHUX CUTHAJAaX, OJHOYACHO 3MIHIOIOYM KJIACHYHI MPUITYIICHHS PO
CTaTU4HI MOJIEJIl IOMUJIOK 1 TyMy B KaHaii. Po3BuTok apxitektyp nerekropis (SRNet, Yedroud;-
Net Ta iH.) moka3aB MiABUILIEHHS €EKTUBHOCTI BUSBICHHS 32 PaXyHOK IMTUOOKHX MPEICTABICHb, ajle
TaK0X BUOKPEMHUB IIpobsieMy popManizallii CTaTUCTUUHUX TapaHTii Ta 3AaTHOCTI MoJienei 30epiratu
e(eKTUBHICTb y pa3i Bapialliil mapaMeTpiB KaHally Ta AMHAMIYHUX aTak [2].

VY xpunrtorpadiuHOMy MEHEIKMEHTI KIIOYIB Ta HOPMATHUBHOI NPAKTUKH IOMITHY pPOJIb
BIJIIFPAlOTh CHEI[lalbHI PEKOMEHJAIlll II0/I0 KEepyBaHHS KJIIOYOBUM MarepiaioM, sKi HaJaloTh
OPIEHTUPHU U1 BU3ZHAYEHHS )KUTTEBOTO UKy KJIIOUiB, HOJITUK POTALii Ta MPOLETypH OLIHIOBAHHS
pusuky. 3okpema, pekomenaiii NIST 13 MeHeKMEHTy KITI0UiB (hOpPMaTi3yIOTh KJIacu MPOUEeayp 1
METPHK, 10 € HEOOXITHUMU JUIs 1HTerpauii B aanTHBHI CUCTEMH KOHTPOJIIO Ta aBTOMAaTH30BaHOTO
NPUAHATTS pillleHb HI0J10 KpUnTorpadiyHuxX napameTpis. [loegHaHHS TakKUX HOPMATUBHUX MIIXO0/IIB
13 METO/laMU KUIbKICHOTO OIIIHIOBAaHHSI PU3HMKY € Ba)JIMBUM KPOKOM JJIsl MPAaKTUYHOI peaizarii
IHTeNeKTyalbHO-KpUnTorpagiyHux cuctem [3].

AHaNITAYHI 3BITH MDXHApOJIHUX Ta HAIIOHAJIBHUX areHIId CIIy),aTh KOHTEKCTHOIO OIMOPOIO
JUISL TEXHIYHUX JOCHTIIKEHb, OCKUIBKH BOHU LTIOCTPYIOTh AUHAMIKY 3arpo3 Ta MPIOPUTETHI ClieHapii
komnpomerariii. 3Bitu ENISA 3 popmyBanns «Threat Landscape» migkpeciaroloTh 3pocTarody poJib
aJallITUBHUX Ta COI[IOTEXHIYHUX BEKTOPIB arak, [0 CTUMYJIOE MOTpedy Yy MpPEeBEeHTUBHUX
IHCTpyMEHTax 13 MPOrHO3HOI0 aHaliTHKow0. AHanoriuHo, marepiaqn CERT-UA Ta cyMmiKHHX
HaI[lOHALHUX CITYK0 (IKCYIOTH JTOKai30BaH1 ClieHapii aTak i Ha/Ial0Th IaHi PO peaibHi IHIUICHTH,
SK1 JOIUIBHO 3aly4aTd SK eMIipHuHi HaOopu JUid HaBYaHHS W ampoOaiii JeTeKTOpiB Ta PU3MK-
Mojenen [4].

Y HayKOBIH JiTeparypi Ta MPUKIJIAIHUX 3BITaX BUOKPEMITIOIOTHCS KUJTbKAa CHCTEMHUX IPOTaiiH,
[0 BHMAaraloTh MaTeMaTH4YHO OOIpyHTOBaHMX pimieHb. [lo-mepiie, BiACYTHICTH YHI(IKOBAHOTO
CTOXAaCTHUYHOTO amapary JUisi OJHOYAaCHOTO ONHCy HMOBIPHOCTI KOMIIpOMeTallii KIIIOYiB,
XapaKTEPUCTUK CTETO-TIOMUJIOK Ta TOBEIIHKOBUX O3HAaK aHOMaIi Tpadiky yHEMOKIHBIIIOE
(dbopmalibHY arperarfito pu3uKy; 1€ BIAKPUBAE MUISX 0 PO3POOKH OAaraTOBUMIPHUX MAapKiBCHKHX,
iepapxiuHuX Oa€cOBUX UM CHPSUKEHUX croxacTMuHuX Mognened. Ilo-gpyre, HedopmamizoBana
«amanTuBHa KpunrorpadidyHa BapTICTh» — IMOKa3HUK, IO TOB’SA3Y€ OOYMCIIOBAIbHI/€HEPreTHYHI
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BUTPATH 3 OUIKYBaHUM ITiIBUIIIEHHSIM CTIHKOCTI, III0 YCKJIATHIOE OaraToKpuTepiaabHi ONTUMI3aIliiH1
3amaui B pecypcHo-ooMmexxkennx cepenoBumax (IoT, moOGineHi mpuctpoi) [S]. Ilo-tpete, icHye
HarajabHa MoTpeda B aHANITUYHUX IHCTPYMEHTAX JJISl KUTBbKICHOI OIIHKH pOOAaCTHOCTI HEHpPOHHUX
J€TEKTOPIB (30KpeMa, TEOPETUYHHUX MEK ITOMUJIIOK MEPILOTro i APYroro poay) y 3MiHEHUX KaHAJIbHUX
yMOBax; JUIsl LIbOIO HEOOX1HE 3aCTOCYBaHHsS METOJY BEJIMKUX BIIXMJIEHb Ta KOHLEHTPALIHHHX
HepiBHOCTEH [1].

CuHTE3 TEOPETUYHUX 1 MPAKTHYHUX HAIPAIOBaHb BUMAra€ MiKAMCLUUIUIIHAPHOTO MiAXOAY:
MOETHAHHS TPUKIIATHOI Teopii WMOBIPHOCTEH, CHTPOIMIMHOIO aHaiily, METOJIB ONTUMI3alii Ta
CYy4acHUX TEXHIK MAalIMHHOTO HaBYaHHS (TIMOMHHI apXiTEKTypHu, OHJIAHH-HABYaHHSA, NETEKTOPU
aHomauiiil). lle mepenbauae sk TeopeTHUHE NOBEJECHHS BIACTUBOCTEH 3alpOIOHOBAHUX MoJelei
(KOHBEpreHIlisl aJanTUBHUX MPOLEyp, FapaHTil 3HIKEHHS PU3UKY ), TAK 1 CTBOPEHHS PEITIKOBAaHUX
OcHUMapKiB: HAOOpPIB aTak, CHMYJbOBAaHMX KaHAIIB 13 PEATICTUYHUMHU IIEPETBOPCHHSAMHU Ta
eHepreTuYHux npodiiB anmapatHux miargopm. Kpim Toro, 11 3ade3mneueHHs MPUKIATHOT [IIHHOCTI
HEOOXiTHO CIHIBBiIHECTH HAYKOBI BUCHOBKHM 3 BUMOTAaMH Ta PEKOMEHAALISMU CTaHAAPTH3YIOUMX
OpraHiB, 10 BU3HAYaTHMe MPUUHATHI HOPOTH PU3KKY Ul BIPOBAKECHHS aallTUBHUX MEXaHI3MIB
y OIPOMHUCIIOBUX cucTeMax [3].

Omxe, Orisa JITEPaTypw W aHATITUYHUX 3BITIB MIATBEPIKYE HEOOXITHICTH IOMATBIIOTO
MaTeMaTUYHOIO  OMNpAalfoBaHHs  Ta  EKCIEpUMEHTaJbHOI  ampoOaiii  1HTEIEeKTyallbHO-
KpuUnrorpagiuHux MiAXOIIB: pO3pOOJCHHA y3arallbHEHHX CTOXAaCTHYHHX MOJENEeH pH3HKY,
dopmarizaiis METPUK «aJanTHBHOI KpUOTOrpadiuHoi BapTOCTI», TEOPETUYHE OOTPYHTYBAHHS
poOacTHOCTI HEMPOHHHMX JIETEKTOPIB 1 KOHCTPYIOBAHHS EHEPro-e(peKTUBHUX AaINTOPUTMIB IS
BOYJIOBaHUX CUCTeM. BUKOHaHHS WX 3aB/aHb CTBOPHUTH HAIHY HAyKOBY OCHOBY JJISl IPAKTUIHOT
peatizallii MpeBeHTUBHUX CUCTEM 3aXHCTy aBTeHTU]iKaliiHuX Kkimtouis [1], [3].

Metow faaHoi cTaTrTi € po3poOJeHHA Ta OOIPYHTYBAaHHS MaTeMaTHM4YHOI MOJei
IHTEJIEKTYyalbHO-KpUNTOrpad1yHOI CUCTEMH IPEBEHTUBHOI'O pearyBaHHs Ha 3arpo3u KOMIIpoMeTarlii
aBTeHTU(IKALIHHUX KIIIOYiB, KA 3a0e3Meuye 1HTerpauio KpunrorpadiuHux, creraHorpadiyHux ta
THTENEKTyaTbHUX KOMIIOHEHT Y €JHHOMY a/IallTABHOMY CEPEIOBHIIII 3aXHUCTy JaHHX.

JUis  [OCATHEHHsSI [OCTaBJIE€HOI MeETH TIependayeHO BHPIMIEHHS TaKUX HAyKOBUX
B3a€MOIIOB’SI3aHUX 3aB/IaHb!

AHANIMUKO-KOHYEeNnmyaibHe 3a60aHHs, O TOJATaE y CUCTEMATH3allii CyJacHUX IMiXO/IB JI0
KpUNTOTpa(iuHOro Ta cTeraHorpadiyHOro 3axucTy Ta KPUTUYHOMY aHali3l METOAIB TJIMOOKOTro
HaBYaHHS [yl BUSBJIECHHS, IPOrHO3YBaHHS Ta MOMNEpeKEHHS aTak Ha aBTeHTHU(DIKaLiIiHI MeXaH13MH,
13 aKIEHTOM Ha (OpPMYBaHHI TEOPETUYHUX KpPUTEPIiB €()EKTHBHOCTI JNETEKTOPIB 1 aJFOPUTMIB
MPUXOBAHHS, 110 3a0€3MeUyI0Th OCHOBY JJIsi MaTeMaTU4YHOI hopMaltizallii alanTUBHUX CUCTEM;

Mamemamuro-mo0enosanlvhe 3a60ants, IKe oJsArae y maAroToli (opMaai30BaHOTO anapary
JUIS ONUCY B3a€EMOJIi KpUNTOrpaiuHUX, cTeraHorpadiuHuX Ta IHTEJIEKTYyaJlbHUX KOMIIOHEHTIB
CHCTEMH LIUIAXOM MOOYJ0BU 0araTOBUMIpPHUX CTOXAaCTHUHUX MOJENEH, 0 03BOJISIOTh KIIbKICHO
OLIIHIOBAaTH MMOBIpHICTH KOMIIPOMETAIIIl KJIFOU1B, PO3pax0OByBaTH 1H(OpMaLiiHy €HTPOIIII0 KaHaTiB
nepefayi Ta ONTHUMI3YBaTH NapaMeTpH CHCTEMH 3a JONOMOrOI0 aJalTHUBHUX MPOLEAYp 3
ypaxyBaHHSM ICTOPUYHUX JaHUX MPO aTaKku Ta BUSBJICHI aHOMAJTIi;

IHOICEeHEePHO-NPUKIAOHEe 3A80AHHs KOTPE TIONATAE y pO3pOOJICHHI apXITEKTypHUX pIIIEHb Ta
MoJiesIell €HepreTMYHoO U o0uMCciIIoBaIbHO e(eKTHBHOI peanmizamii cucteMu JUisi BOYyAOBaHHX 1
MOOUTBHHUX CEpeOBUII 3 OOMEXEHMMH pPecypcaMH, i3 akIEHTOM Ha MeXaHi3MaX aJalnTHBHOTO
HaJalITyBaHHS pPiBHA KpUOTOrpadiuyHOi CKIATHOCTI Ta CTYNEHs MPHUXOBAaHOCTI 3aJe€KHO Bij
pe3yJIbTaTIB IHTENEKTYyabHOIO aHallizy Tpadiky i BUABIEHHS aHOMAaJiil y KaHalax mepejaadi, 110
3a0e3neuye AMHAMIUHE OaJaHCYBaHHS MIX O€3MEeKOI0 Ta PECYpPCHOI0 €(hEeKTUBHICTIO.

OTxe, MOCATHEHHS OKpPECICHUX IIUIeH JO3BOJIUTH peali3yBaTH 3a3HAuCHI 3aBAaHHS Ta
CTBOPUTU HAYKOBO OOIPYHTOBAaHY OCHOBY Uil ()OPMYBaHHS HOBOT'O TOKOJIIHHS 1HTEIEKTyaJlbHO-
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KpUNTOrpadiuHuX CHCTEM, 3[JaTHUX J0 CaMOHAaBYaHHSA, IPEBEHTUBHOTO pearyBaHHs Ta MiHiMi3arlil
PH3HKIB KOMITPOMETAIlil aBTeHTH(IKAIIHHUX KIFOUIB y AMHAMIYHOMY 1H(GOPMAIIITHOMY CEpeIOBHIII.

OcHoBHHUIT MaTepiajg JociailzkeHHAA. Y cydacHUX iH(GOpPMAIiIHUX CHCTEMaxX 3axHCT
aBTCHTU(]IKAMMHNX KIIOYIB € KPUTUYHOIO 33J1a4yelo, 10 MOTpeOye KOMIUIEKCHOTO MiAXOMdY,
iHTerpyrodoro kpumnrorpadivni, creraHorpadivyai Ta iHTENEKTyalbHI MeTonu. Ilepmmm etamom
JOCHIJUKCHHSI € aHAIITUKO-KOHIENTyallbHa CKJIaJIoBa, sKa CHPSIMOBAaHA HA CHUCTEMAaTH3aLII0
Cy4YacHHX IMIJIXOJIB J0 KpUNTOrpadiqyHOr0 Ta CTEraHOrpaiqHOro 3aXHUCTy, a TAKOX KPUTHUYHHMA
aHaJi3 METOJIB INIMOOKOr0 HABYAHHS JJIsl BUSBJICHHS, MPOTHO3YBAaHHS Ta IMOMEPEKEHHS aTaK Ha
aBTEHTH(}IKaII{HI MEXaHi3MHU. 3 MaTeMaTUYHOT TOYKHU 30Dy 1€ Tiepeadoadae popMatizallito CHCTEMU
SIK CYKyITHOCT1 KOMIIOHCHTIB

c={C.GC,,...C,}, (1)
ne C,...,C, —xpuntorpadiuai MoIymi;

C,.,...,C, —creraHorpaiuHi METOM NPUXOBYBAHHS KJIIOUiB;

C,.....,C, — IHTeJIeKTyalbHi IETEKTOPH aTaK.
EdekTuBHICTh KOXXHOTO KOMIIOHEHTA OLIIHIOETHCS Yepe3 (PYHKIIIF0 KOPUCHOCTI:
U(Cz) = a)lljdetect - a)2])false + 6()3H (Cl) s (2)
ae P, — UMOBIPHICTb KOPEKTHOIO BUSIBIIEHHS 3aIPO3H;
B,,.. — IMOBIpHICTb XHUOHOTO CIpALIOBaHHS;

H (C,) — entpormist kaHaiy mepesadi;
®,,®,,0, — BaroBi KoeQilieHTH, 10 BiZOOpaXkaroTh IPIOPUTETHICTH OKPEMHX KPHUTEPIiB.

Takwuii miaXix 103BOJIsE KUTBKICHO OIIHIOBATH €(DEKTUBHICTH ACTEKTOPIB Ta aJITOPUTMIB MPUXOBAHHS,
10 € OCHOBOIO JIJIS MOOY/TI0BY aJJalTUBHUX CUCTEM [6].
s  ¢dopmamizainii MpPOrHO3YBaHHS aTaK 3aCTOCOBYETHhCS CTOXACTHYHHMI miaxim, e

HWMOBIpHICTh KOMITpOMETAIil KIIOYIB R (t) y yaci ! BU3Ha4YaeTbes SK:

R(z) :l—f[(l—Pcomp (C.t))
Py (Ct) = f (A(1). X (1).U(C,))

e 7\(t) — {HTEHCHUBHICTb aTaK;

; )

X (t) — MapaMeTpy KaHally repejaui;
f () — (QyHKILS, 1110 IHTETPYE BIUIUB YCIX KOMIIOHEHTIB CUCTEMH.

Taka croxacTuuHa MOJEINb J103BOJIsiE (hOpMalli3yBaTH piBeHb PU3UKY KOMIIPOMETALlii Ta BpaXOBYBAaTH
B3a€MO3B’ 130K MIXK €(DEKTHBHICTIO 3aXUCTY Ta XapaKTepPUCTUKAMU KaHAITy.

[HTenexTyasbHI MOYJIi MPOTHO3YBaHHS aTak, MoOy0BaHI HA METOJaX TJIMOOKOro HaBYaHHS,
OLIIHIOIOTh MMOBIPHOCTI aHOMaNid y KaHajax Iepefadi KIIO4YiB 1 BIUIMBAIOTh Ha IapamMeTpH
KpunrorpadiuHoro Ta creraHorpagiqaoro 3axucry. GopManabHO, aJalTUBHE PETyIIOBaHHS MOXKHA
OTHCAaTH Yepe3 ONTUMIZAIINHY 3a71a49y:

mgax:;U(Cl.,@)—a-g{Cm(Cjﬂ), 4

ne 0 — BekTOp mMapaMeTpiB aganTarii;
c (Cl.,é’) — 00YHCITIOBAJIbHI Ta €HEPTETUYHI BUTPATH;

res
o — Koe(dilieHT Baru pecypcHoi eheKTUBHOCTI.
Po3B’s13aHHS i€l 3a1aui 3a0e3neuye AuHamMiuHe OalaHCyBaHHS MK piBHEM O€3IeKU Ta peCypCHUMU
OOMEKEHHSIMH.
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OcobnuBa yBara CKOHIIGHTpPOBaHa Ha iHTerpamii kpunTorpagidHux Ta cTeraHorpadiyHux
METO/IB Yepe3 KOMOIHOBaHy TpaHc(opMalliro KIrova:

K, =g(E(K), $(K),6), (5)
ne E (K) — kpunirorpadiune mudpysanus kiroda (AES);

S(K) — creranorpadiuyHe NpUXOBaHHS;

6 — mapaMeTpu aJanTUBHOIO HAJIANITYBaHHS, II0 BU3HAYAIOTh PIBEHb MPUXOBAaHOCTI Ta
CKJIATHOCTI U PyBaHHS 3aJISKHO BiJl CTAHY CUCTEMH Ta BUSBJICHUX aHOMAJIIi.

TakuM YWMHOM, aHAJITHKO-KOHIIENITYalbHA CKJIQI0Ba TOCIIDKEHHS (POopMye MaTeMaTWYHHIA
(byHIaAMEHT ISl TOANIBIIOI PO3POOKH aIanTUBHOI IHTENEKTYaIbHO-KPUIITOrpadivyHOI CUCTEMH, /1€
kpunrorpadivyai Ta creraHorpadidyHi KOMIIOHEHTH B3a€MOJIIOTH 13 IHTEJIEKTYaIbHUMU MOIYJISIMH,
3a0e3neuyroun IPEeBEHTUBHE pearyBaHHS Ha 3arpO3u KOMITPOMETAIlii aBTeHTU(IKAI[IHHUX KITIOYiB Ta
KUTBKICHY OILIIHKY PU3UKIB y TUHAMIYHOMY iH(OpMaIliifHOMY cepeIoBHIIIi.

B ocHOBI MaTeMaTUKO-MOIETIOBATILHOTO €TaIy AOCTIIKEHHS JICKHUTh HEOOX1IHICTh OOy 10BU
enuHOrOo  (OpPMAli30BAHOTO  amapary, 34aTHOTO  ONWCAaTH  CKJIAagHY  B3aEMOII0  MIiX
KpUNTOTrpadiuHUMH, CTEraHOTPapiuHUMHU Ta IHTEICKTyaIbHUMH KOMIIOHCHTaMHU CHUCTeMHU. Takuid
MiJIXi7 JO3BOJISIE HE JIMIIE KUIBKICHO OIIIHIOBATH PHU3MKH KOMIIpOMeTallii, ajie ¥ 3abe3neuuTH
MIIIPYHTS Uil QIalTUBHOTO KepyBaHHS OE3MEeKOI0 B YMOBaX JHHAMIUYHUX 3arpo3 Ta OOMEKCHHX
O0YHCITIOBAILHUX pecypciB. BiamoBigHO, MeTOH IbOrO €Taly € MareMaTu4Ha Qopmanizaiis
MIPOIIECiB, IO BU3HAYAIOTH IHTEIPOBAHY MOBEIIHKY CUCTEMH B 4aci, 3 ypaxyBaHHM i CTOXaCTHUYHOI
npUpOIH, iHPOpMaIiiHOT eHTpOTii Ta PaKTOPIB EHEPreTUIHOT €PEKTHBHOCTI.

B pamkax KOHIENTyalIbHOT TEPEYMOBH MOICITIOBAHHS IIPOTIOHYEThCS iHPOPMAIiHHO-3aXHCHY
CHCTEMY pO3IJIAAaTh SIK KOMIUIEKCHY TUHAMIYHY CTPYKTYpY, Y SKiii KpunTorpadidfi aaroputMu

(6’ ) , cTeranorpadiuHi MeToau (Q ) Ta 1HTEJEKTyalbHI MEXaHI3MH aHali3y (.7 ) B3a€EMOJIIOTH Y

CMUJILHOMY YaCOBOMY Ta IPOCTOPOBOMY IIOJII.
Taky cucreMy MO>KHA MTPEICTAaBUTH SIK BEKTOP CTaHIB
s(0)={e(v)., (1), 7 (1)}, (6)
7€ KOXHa CKIaJoBa (YHKIIOHYE Yy CTOXaCTHYHOMY CEpEIOBHILI, OINUCYBaHOMY HaOOpOM
BUIIAIKOBUX TapaMeTpiB & (t), sK1 BU3HA4YalOTh IHTEHCHBHICTh aTak, pPiBeHb IIyMy B KaHalax,
EHTPOMIIHY HAaCUYEHICTh JIaHUX TOMIO.

TakuM 4YUMHOM, NOCIHIIKEHHSI CIHUPAETHCS HA IMapajurMy CTOXAaCTUYHOTO MOJIEIIOBAaHHS, y
MeXax sKOi IOBeJIiHKa CHCTeMH € pe3yJbTaTOM B3a€MOJii JeTepMIHOBAaHMX IPOIECIB
(aNrOpUTMIYHUX MPOLETyp) 1 BUNAJAKOBUX 30ypeHb (30BHIMIHIX aTak ab0 BHYTPILIHIX (QIIyKTyaIlii).

OyHaaMeHTOM il aHalizy e(EeKTHBHOCTI 3aXHCTy € MWMOBIPHICHA OIIHKAa pPHU3HKY
KOMIIpoMeTallii KirodiB. BBaxkaemo, 1m0 JUIsl TPhOX HE3AJIEKHUX IMIJICUCTEM — KpHUNTOrpadiuHoi

(PC) , cTeraHorpagiqaoi (PG) Ta IHTEJNEKTyaIbHOT (P]) — IHTerpajibHa HMOBIPHICTh KOMIIPOMETALIi]

BHU3HAYAETHCS SIK:
Pawp(6)=1= TT (1-2(¢)). ™
{C.6.1}
OnHak y peaJlbHUX YMOBAxX MiXk MiJICUCTEMAMHU CIIOCTEPIraeThcss HEKOPEIbOBaHA a00 YaCTKOBO
KOpEJbOBaHa MOBE/IIHKA, 1110 BAMArae BBEJICHHs KOSPI[iEHTIB MKKOMIIOHEHTHOT 3aJIEKHOCTI P,

P 1-TI- R0+ Em, 2005 ) ®

Take cTpykTypyBaHHs A03BOJIIE€ (HOpMaTi3yBaTH CHHEPTEeTUYHI €(PEKTH, KOJIH B3aEMOIIS
KpuUnrorpagiuHux i creraHorpaiyHUX MEXaHI3MiB CHpHUS€ B3a€EMHOMY IIiJICHJICHHIO 3arajibHOI
CTIHKOCTI CHCTEMH, L0 MAa€ KIFOUOBE 3HAUCHHS JJIs TOOYJOBU aJaliTUBHUX CTPYKTYP 3aXHUCTY.
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HactynuuM eranmoMm € oOLiHIOBaHHS iH(OpPMAIliifHOT eHTpomii KaHaliB IMepelaBaHHs, sIKa
BH3HA4Ya€ piBeHb HemepeadadyyBaHOCTI JaHMX 1, BIJANOBIHO, WOTEHIIHHY CTIMKICTh [0
KpUnToaHamizy. JluHamiuHa eHTpOIisi CHTHATy Y MOMEHT 4acy BU3HAYAETHCS:

H,(X)==2p,(¢)iog, o, (¢) 9)

ne  p (t) — UMOBIpHICT MOSBH , -IT'O CUMBOJILHOTO CTaHY.
l

s cteraHorpadiyHUX KaHaJliB OLi/IbHO BUKOPUCTOBYBAaTH YMOBHY €HTPOIII10:
H (X]$)=-2p(2.5 )10g, p, (). (10)
[

ne 8 — CyKYIHICTh PUXOBAHUX CUTHAIIIB.

MeTo10 € AOCSATHEHHS MaKCUMaJIbHOI YMOBHOI €HTpOMii pu 30€peKeHH] TOIMyCTUMOTO PiBHS
HaJTHIIIKOBOCT1, TOOTO

OH (X|S)
oS ) (11)
H (X |S ) — max

110 3a0e3neyye MiHIMaabHy HMOBIPHICTh BUSBIIEHHS CTETaHOTPA(PIUHUX CTPYKTYP.

et mOKa3HUK BUKOPHCTOBYETHCS SIK YACTHHA OaraTOKpUTEpiabHOI ONTHMI3allii, 10 BU3HAYa€e
KOMITPOMIC MIXK O€3IEeKOI0, MPUXOBAHICTIO Ta 0OYHCIIOBATBHOIO BapPTICTIO.

[HTenexTyanbHUN KOMIIOHEHT CUCTEMH (DOpMY€E aJanTUBHY MOJIEINb OBEIIHKHA aTaKyBaJIbHOTO
CepeIOBHIIA.

B ocHoBi nexuts OaiieciBcbka opMyIia OHOBICHHS allOCTEPiOPHUX HMOBIPHOCTEH:

P(o]a)p(4)

440% Po] (12)

ne A —mopig araku, a [, — CyKynHICTb JETEKTOBaHUX aHOMAJIIM.

[HTeHCHBHICTB aTaKk }\t OIMUCYETHCA HyaCCOHiBCLKI/IM mponecom:

(Att)k e M
—k! , (13)

a i MOTOYHE 3HAUYEHHS KOPUT'YETHCS Ha OCHOBI pe3yJbTaTiB MNIMOMHHOTO HABYAHHS, SIKE MOJEIIOE
3aJIe)KHICTh MI’K TTOBEJIIHKOIO aTaKyBaJbHUX areHTIB 1 JUHAMIKOIO BPA3JIMBOCTEHN CHCTEMU.

Takum 4YWMHOM, CHCTEMa TIOCTITHO OHOBJIIOE CBOi amOCTEPIOPHI OIIHKU  PHU3HKY,
BUKOPHUCTOBYIOUM aJaTHBHI HEWPOHHI MpoLeIypd Yy pealbHOMY uyaci, Io 3abe3mneuye
CaMOHaBUYAIBHUN XapaKkTep 0€3MEeKOBOT0 CEPEIOBHIIA.

Jns  iHTerpauii  kpunrorpadiyHoi, creraHorpadiuHoi Ta IHTENEKTyalbHOI IiJICUCTEM
3aCTOCOBYETHCS OaraTOKpUTEpiaIbHUI MiJXi] ONTUMI3alii y BUIIIAI HIJIbOBOT (PYHKIIIT:

min/(0)=a,R(0)+a,C,,. (0)-a,H(6), (14)

P(k arak3at)=

ne R (0) — OYIKYBaHUHN PU3UK KOMIIPOMETAIIIi;
Coomp (0) — BUTPaTH 0OYUCIIIOBAIBHUX PECYPCIB;
H (0) — EHTpOIIiIiHA CTIHKICTb KaHaIy;
o, — BaroBi KOE(MIIIEHTH, 110 BU3HAYAIOTh PIOPUTETH CUCTEMH.

s 3abe3meuyeHHs CTiliKoi afanTaiii BHKOHYETbCS yMOBa MOHOTOHHOTO 3HMKCHHS
¢dbyHKITIOHATTY:
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Mso Vi (15)
dt b b

10 TapaHTY€ ACUMIITOTUYHY CTa0IIBHICTh POIIECY HABYAHHS CHCTEMH.

VY pa3i BUKOPHUCTaHHS CTOXAaCTHMYHHX I'PaJi€HTHUX METOJIB HaBYaHHS IIeW KPUTEPili BUKOHYE
POJIb JTIOKATLHOTO MpUHIMITY JIsSTyHOBA, 110 3a0e3meuye 301KHICTh TapaMeTpiB HaBITh 32 HASIBHOCTI
CTOXaCTHUYHOTO IIyMY B JaHUX.

Jlisi TIOBHOTO OIKCY B3a€MOJIii KOMIIOHEHTIB CHCTEMa MOJEIIOEThCS 4Yepe3 piBHSIHHS
CTOXaCTHUYHOI TUHAMIKH:

‘”th(’):A(t)x(t)+3(t)U(t)+w(t), (16)
ae X(t) — BEKTOp CTaHiB cucteMH (piBeHb KpHUNTOrpadiuyHOi CKIATHOCTI, EHTpPOMiiiHa

HACUYCHICTh, IHTCHCHBHICTb aTaK);

U (t) — BEKTOp KepyBaHb (IlapaMeTpH aJanTariii);
W(t) — CTOXAaCTHYHI BIUTMBH 30BHIIIHBOTO CEPEOBHIIA.

CucreMa € cTiliKOI0, AKIIO p(A(l)) <0, TOOTO BIACHI 3HAYEHHS MATPHIli IIEPEXOJIIB MAIOTh

BiI’eMHyY JailicHy dacTuHy. Lle rapanTye acMMnTOTHYHY 301KHICTH CTaHIB CHCTEMH JO CTIHKOI
TpaeKTOPii HaBiTh MPU 30BHINIHIX 30ypEHHSX.

Takum ymHOM, TOOymOBaHAa MaTeMaTHMYHAa Mojeib 3a0e3nedye (opmamizaiilo MpoIeciB
B3a€MO/IiT MXk KpHNTOrpadiyHUMHU, CTETaHOTpadiYHUMHU Ta HEHPOHHIMH KOMIIOHEHTaMU CUCTEMH,
JO3BOJISIFOYM  KUTBKICHO OIIIHIOBATH HMOBIPHICTE KOMIIPOMETAIlil aBTEHTHU(IKALIHHUX KIIOYIB 1
BU3HA4YaTU €HTPONINHHY CTIMKICTh KaHaIIB epeaayi.

3anponoHOBaHUN MiJXiJ] CTBOPIOE MOXKJIMBICTH 3/A1MCHIOBAaTH aJaNTHBHE KepyBaHHS
napamMeTpamMu O€3NeKH 3 ypaxyBaHHSM ICTOPHYHUX JAaHUX IMPO aTakd Ta TUHAMIKY BHSBIICHHX
aHoMaJiii, 3a0e3nedyroud MpU IbOMY ONTHUMAJbHUN OallaHC MK pIBHEM KpUITOrpadidHOro
3aXHCTy, CTYIIEHEM NPUXOBAHOCTI Ta €HEPreTUUHOI0 €(EKTUBHICTIO. Y CYKYMHOCTI IIi BIACTUBOCTI
(GOpMYIOTH TEOPETHKO-aHATITUYHUN (yHIAMEHT ajs MOJANbLIOr0 Mepexony OO0 1HKEHEpHO-
MIPUKJIAHOTO PiBHS, J€ peani3yroThCs apXITEKTyPHI, aITOPUTMIUHI Ta IPOTPaMHO-anapaTHi PilIeHHS
IHTEJIEKTYyalbHO-KPUNTOrpad1yHOI CUCTEMH MPEBEHTUBHOTO pearyBaHHSI.

[mKeHepHO-TIPUKIIAIHA CKITAI0Ba JOCHIHKEHHS CIPsIMOBAaHA Ha MPAKTUYHY IMIUIEMEHTAIIi0
pO3po0JIEHNX MaTeMaTWUYHMX NPUHIMIIB Yy BUIJISAI apXITEKTypHO 3aBEpIIEHOI CHUCTEMH,
OINITUMI30BaHOT JIIs1 pOOOTH Y BOYZOBAaHUX Ta MOOUIBHUX CEPEOBUIIAX 13 0OMEKEHUMHU PECYPCAMHU.
OcHOBHa MeTa LIbOTO €TaIly MOJSArae y CTBOPEHHI TEXHIYHO Y3TOKeHOi 1HQpacTpyKTypH, 3AaTHOT
OUHaAMIYHO  OallaHCyBaTH  MDK  pIiBHEM  Oe€3leKkw, OOYHCIIOBAaJbHOK  CKIATHICTIO  Ta
€HEeprocrnoXupanHsAM. [Ipm 1bOMYy KIIOYOBY pOJb BiAIrPalOTh MEXaHI3MU  aJalTHBHOTO
HaJIAIITyBaHHA TapaMeTpiB KpUNTOrpadiuHUX 1 cTeraHorpadiuHuX MPoIECiB 3aJIEKHO BiJ TOTOYHUX
YMOB CEPEIOBHINA Ta PE3YJIHTATIB IHTEICKTYATHbHOTO aHAII3y TpadikKy.

3anporoHoBaHa apXiTEKTypa CHUCTEMHU TMPEACTAaBICHA Ha CTPYKTYpHiH cxemi (puc. 1), me
BIJOOpaXXEHO B3a€EMOJII0 MK TpbOMa pIBHAMH — CEHCOPHHUM, aHANITUKO-PETryJIATOPHUM 1
KpunrorpadiuHo-aganTUBHUM. [IOTOKM JaHUX 1 CUTHaIM KEpyBaHHsS peali3oBaHI Yy BHIJIAL
JIBOHAIIPABJICHUX 3B’SI3KiB, IO 3a0€3MeUy0Th 3aMKHEHE KOHTYPHE KepyBaHHS Oe3MeKOBHUMU
napaMeTpamy B peaJbHOMY 4aci.
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PiBeHb ceHcopHoro 300py
JTaHUX

IIpocTip o3HaK

|

AHaJITHKO-PeryJIsiiTOPHUI piBeHb

. . MoayJsb redepaiii o3HaK
Hincucrema 0ydepuzanii y patt

(bopMyBaHHS CTATUCTHYHUX,
TOIOJIITMYHUX Ta IOBEIIHKOBUX
JIECKPUIITOPIB)

(TuMuacoBe 30epiraHHs NOTOKIB 1
MaKeTiB JaHUX )

v

MoayJib BUSIBJICHHSI aHOMaJIii Moayab ajanTHBHOI NOTITHKH
(HelipoMepexKeBe MOZENIOBAHHS (1MHaMIYHE HaJIAIITYBaHHS
JUISL BUSIBIICHHSI aHOMaJTiii ) napameTpis 6e3nexn)

.

Kpunrorpadiyno-azanTuBHuii piBeHb

JUHaMiYHe MU(PPYBaHHSA

OHOBJICHHS
KpunTorpadiuHuX KJIIOYiB

creranorpadis

Puc. 1 — CtpykTypHa cxema TpUpIBHEBOI apXITEKTYpH 1HTEJIEKTyalbHO-KPUNTOrpadiyHOi CHCTEMU

SIk 3a3HayaeThCs, 1HXKEHEPHO-NIPUKIIAJHA peaji3allis IHTerpye pe3ysbTaTH IOMNepeHiX
MaTeMaTUYHUX Ta aHaJITUKO-KOHIIENITYaJbHUX €TamiB JOCHIDKCHHS, (OPMYIOYH  €IWHE
(byHKITIOHATTEHE CepeIOBUIIIe, 3aTHE 10 CaMOa IanTallii, MpOTHO3yBaHHS Ta AMHAMIYHOT OITUMI3aIlil
napaMmeTpiB O€3MeKu B peaJIbHOMY 4acl.

Taka iHTerpauis ¢GopMye CHUHEPreTHYHHUN 3B’S30K MIK TEOPETUYHHMHU MOJENISAMU Ta
MPUKIQIHAMU MEXaHI3MaMHU YIPaBIiHHS pU3MKaMH, 3a0e3Medyodr IUTICHICTh MpOoILecy aHalizy,
MPOTHO3YBaHHS Ta pearyBaHHS Ha KiOep3arpo3u. 3aBIsSKM I[OMY CTBOPIOETBCS HAyKOBO
OOIpyHTOBaHa OCHOBa [UIi pPO3pPOOJIEHHS EHEPreTHYHO Ta OOYMCITIOBAIBHO e(EKTUBHHUX
KpUNTOTpa(iuHUX CHCTEM HOBOI'O MOKOJIIHHS. 3alporOHOBAaHWM MiAXiA BIIKPUBAE MOXKIMBOCTI
MPaKTUYHOI peastizallii TaKuX CUCTeM Y MOOUIbHUX, BOYJJOBAHUX 1 PO3MOITICHUX 00UHCIIOBATBHUX
Cepe/loBUINAX, Ji€ TPaJAULifHI METOAM KPUNTO3aXHCTy € HAJAMIPHO PECYpCOEMHHMH Ta He
3a0e3MeuyroTh TOCTATHHOTO PIBHS aJalTUBHOCTI A0 AMHAMIYHUX 3MIH MPOQLIIO 3arpo3.

Omxe cucrema mnepeadayae TPHUPIBHEBY apXITEKTypy, IO TO€AHYE (GYHKIIOHATBHY
PO3MOAIIEHICTD 1 THYYKICTh YIPABIiHHS MOTOKAaMH JaHUX Y PEXHUMI PEaIbHOTO yacy, a came:
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Pigenv cencoprnozo 300py oanux — 3abe3nedye oOpoOIEHHS MOTOKIB iH(pOpMAIlii 3 JATYUKIB,
MOOUTHHUX TIPUCTPOiB abo By3miB loT-iHdpacTpykTypu (TemmeparypHi cerncopu, GPS-Tpekepw,
cmapt-kamepu, BLE-Gpacietu Tomo) [7]. Ha upomy piBHI 31iHCHIOETBCS TIepBUHHA (PiIbTpariis
CUTHAJIIB Ta BUSBJIICHHS aHOMAJIil 13 3aCTOCYBaHHSM JITKOBAaroBUX aJlTOPUTMIB, Takux sk EWMA
(Exponentially Weighted Moving Average) abo Z-score detection, 10 103BOJISIE 3MEHIIHTH
HABAaHTA)XCHHS Ha aHAITUKO-PETYJISATOPHUN piBeHb. JlOJATKOBO BHUKOHYIOTHCS TPOIEAYypH
YCYHEHHS IIyMiB, imeHTU(dIKaIli Ta 3alIOBHEHHS IPOIYIICHUX 3HAYEHb Ta HOpMali3alii JaHuX y
dbopMaTax, mpuIaTHUX YIS MOAANBIN0i 00poOku (Hampukian, JSON abo CBOR).

PiBens BukopucroBye nporokoian MQTT, CoAP abo AMQP miis eneproedexTuBHoi nepenadi
JTaHUX Yy IEHTPaJbHUN BY30JI. Y CHCTEMax 13 BHCOKOK 3aTPUMKOIO, @ TAKOXK B YMOBaxX OOMEKEHHX
pecypciB moxke 3acrocoByBatuch DTN (Delay Tolerant Networking) 3 Meroro MiHiMi3alii
MPOIYCKHOTO HaBaHTAKEHHSI.

VY pesynbrati dopMmyeTbes aTpuOyTHUM npoctip X = {4&1, &, ... aan}. [Tonepennst 06poOKa
OIHCYETHCS SIK:
® (X, (t)) = Norm(Filter (., (1)), (17)
ne  Filter — ¢yHKIis 3rmamKyBaHHs IIyMY;
Norm — Hopmadmizaiis 10 yHi(1KOBaHOT IIKaIN [O, 1]

B nmonanbmoMy BEKTOp CEHCOPHUX CIIOCTEPEKEHb MEPEAAETHCS 10 aHATITUIHOTO MOIYJIS JJISt
MOIAJIBIIIOTO 1HTEJIEKTYATBHOTO aHAII3Y.

Ananimuxo-pe2ynamopuuii  pieenb — BUKOHYe imeHTu(ikarito, kinacudikamito Ta
MPOTHO3YBAaHHS 3arpo3 HAa OCHOBI METOJ/IB MAIIMHHOTO HaBYaHHSA. TyT (yHKIIOHYE MOIYIb
rboKoro anamnizy Tpadiky, KUl BUKOPUCTOBY€E MOJIENI BHILY

fo(X)=y, yel0.1],

o€ Y — OlliHKa WMOBIPHOCTI BUHUKHEHHSI aHOMAaJIbHOI aKTUBHOCTI [8].

Ha nipoMy piBHI peani3yeThCsl cMcTeMa aJlalTUBHUX TPUTEpiB, 10 (GOpMy€e peryirordi CUTHAIN 10
KpUNTOrpadiuHOTO PiBHS 3aJIEKHO BiJ AWMHAMIKM BHUSIBICHUX aHOMaNii. Y pasi 3pOCTaHHS PU3UKY
KOMIIpOMETAIlii MoOJeNb 1HIIiIOE€ MiABUINEHHS piBHA mu@pyBaHHA a0o 3acTOCYBaHHS
cTeraHorpa@iuHux MPUXOBYBaJILHUX MPOLETYP.

AHaNITUKO-PETYJIATOPHUNA pPIBEHb € IIEHTPAJIbHOIO JIAHKOK CHCTEMH, IO 3abe3rnedye
IHTENeKTyalbHUI aHali3 IMOTOKOBUX J@HUX, BUSABICHHS BIJXWIEHb Y TMOBEAIHILI CHCTEMHHMX
KOMIIOHEHTIB Ta (h)OPMYBAaHHS KEpPYIOUMX BIUIMBIB Ha KpUITOrpadidHO-afanTHBHMIA piBeHb. Moro
poboTta 0a3yeTbcsi Ha MPUHIIMIIAX OMEPAaTUBHOI 0OPOOKHM NMaHUX (Stream-processing), TIIUOMHHOTO
HaBYaHHS Ta a/IallTUBHOTO YIIPABIiHHS PU3UKAMHU.

1. O0po6ka mMOTOKOBHUX JaHUX Yy peajabHoMy uyaci. Ha mpomy erami peamizyeTbest
BHCOKOIIPOAYKTUBHA 0OpOOKa MOTOKOBUX JAHUX Yy PEXKUMI PeabHOrO 4Yacy 3 BUKOPUCTAHHAM
TEXHOJIOTiH stream-processing, Takux sik Apache Kafka Streams a6o Apache Flink. [ToToku nanux

D, z{d,,dz,...,dm} 00pOoOJISIIOTECS 3 ypaXyBaHHSIM 4acoBOi MOCIIJOBHOCTI HAJAXOJDKEHHS, IO

JI03BOJISI€ 3/1IMCHIOBATH KOHTEKCTHO-3AJIC)KHUN aHaTi3 MOAIM 1 BUSBISATH KOPEISIIHHI 3aJIeKHOCTI
MK HOJISIMH B CUCTEMI.

2. Jlerekuisi aHoMaJiiii 3aco6amMu rjM00KOro HaBYaHHs. MexaHi3M BHSBJICHHS aHOMAaJid
0a3yeThCs HA 3aCTOCYBaHHI MOJIeNel TIMOOKNX HEHPOHHUX Mepex [9], 30kpema:

— Autoencoder — 115t pEKOHCTPYKITi HOPMAJIbHOT MOBEIIHKHU Ta OI[IHIOBAHHS BIIXHJICHD Yepe3

IIOMMIIKY BiHHOBHeHHﬂI
2

£, =“Xl—Xt : (18)

e X

, — BXIJJHMI BEKTOp aTpHOyTiB;
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X — ioro peKOHCTPYKITis.

— LSTM (Long Short-Term Memory) — Ui aHaii3y 4acOBHUX IOCIIIOBHOCTEH MEPEKEBUX
MOJIi} Ta BUSIBJICHHS JIOBTOTPUBAINX 3aJICKHOCTEH.

— GNN (Graph Neural Networks) — miist MmoieroBaHHST TOMOJIOTTYHHUX 3B S3KIB MK BY3J1aMHU
MepeKi IIPH aHaJli31 CTPYKTYPOBaHOTO Tpadiky.

Kpurtepiem BusBICHHS aHOMAalii € MEPEBHILEHHS MOXMOKH PEKOHCTPYKII ab0 BiIXWUIICHHS
HMOBIPHOCTI HOPMAJIBHOT MOBEIIHKH BiJl AOMTYCTUMOTO TIOPOTY:

550 = XeO (19)

Aac Q — MHOJKMHA BHUSIBJICHUX aHOMAaJIii.

anom
3. [IporHo3yBaHHs aTaK y yacoBiii mepcnekTuBi. /{1151 omiHIOBaHHS HMOBIPHOCTI TIOSIBH aTaK
y Maii0yTHOMY YaCOBOMY 1HTE€pBaJi BAKOPUCTOBYETHCSI CTOXACTUYHA MOJICIIb TPOTHO3YBAHHS:

P(4,.,.X,) (20)
Jae P(At+ " |X I) — YMOBHA IMOBIpHICTh BUHUKHEHHS aTaKu 4epe3 kK 4acoBHUX KPOKiB, BUXOISUH 31

CTaHy CUCTEMU |X , Y MOMEHT Yacy f.

L1 Mozienh 1O3BOJISIE HE JIUILIE BUSIBIISATH IOTOYHI 3arpo3H, a i nependoayaT MOXKIIUBI CIieHapii
aTak, o GopMye OCHOBY JUIS TPOAKTHUBHOTO YIIPABIIIHHS OE3MEKO0.

4. AjanTuBHe peryJIi0BaHHs KpunTorpagiynoro HapanTa:keHns. Peanizaiiis anantTuBHOro
KepyBaHHS OE3MEKOBUMHU TapaMeTpaMu 3IHCHIOEThCS udepe3 Moayib Security Controller, sikwmit
peaizye MOJMITHKY IPUXHATTS PillleHb Y BUTJISII BiZOOpaKeHHSI:

7:f(X,)>C, (21)
ne f (X t) — ()yHKIIiS OLIHIOBAHHS PU3UKY HAa OCHOBI IOTOYHOTO CTaHY CHCTEMH;

C

KJIIOYIB Ta CTYMiHb CTEraHOrpaivyHOr0 MPUXOBYBAHHS.

B umimoMy TexHiuHa ~ apXiTeKTypa aHaJIITHKO-PETYJSTOPHOIO  pIBHS  mependadae
0araTOKOMIIOHEHTHY OpraHi3alilo OOYMCIIOBAJIBbHUX MPOLECIB, Yy SKIH migcucreMa Oydepusarii
nanux (Data Buffering Subsystem) BUkoHye (QpyHKIiI}0O THMYacOBOTO 30epiraHHs MOTOKIB 1 NMaKETIB
JAHUX JUTS iX MOJaJIBIIOI MaKeTHOT abo MiKpoIakeTHoi 00poOKu; Moayb TeHepailii o3Hak (Feature
Extraction Engine) 3a0e3nedye (GopMyBaHHS CTaTUCTUYHMX, TONOJOTIYHUX Ta MOBEIIHKOBHX
JIECKpUNITOPIB MEPEKEBOro Tpadiky, L0 CTBOPIOIOTh OaraTOBUMIpHUM NpocTip aTpuOyTiB Uis
aQHATITUYHOI MOJEINi; MOAYJh BUsABICHHS aHomaniii (Anomaly Detection Engine) peanizye
HelflpoMmepekeBe MOJETIOBaHHS Ha OCHOBI oOuMciroBanbHuX TpadiB TensorFlow a6o PyTorch,
3a0e3Meuyrour BUCOKOTOUHY JIETEKII10 HETUIIOBUX MAaTEPHIB Y YaCOBUX PsI/Iax 1 MEpeKEBUX rpadax;
HAaTOMICTb MOJIyJb ajnantuBHOl mnomtuku (Adaptive Policy Module) 3aiiicHioe auHamiuHe
HaJIAIITYBaHHS MapaMeTpiB Oe3NeKH MUIIXOM PO3B’sA3aHHS ONTUMI3AIIiHUX 3a7a4y 3a JOMOMOTIOI0
CTOXaCTUYHOTO TPaJIEHTHOTO METOy a00 aJlrOPUTMIB MIJKPIILUIIOBaIbHOTO HaBYaHHS (Q-learning),
110 TapaHTye€ CTIMKY alanTallilo CUCTEMH JI0 3MiH CEepEeIOBHUIIIA Ta XapaKTepy aTak.

MaremaTnuHe (OpMYITIOBaHHS MPOLECY NMPUUHATTS pIllleHb B aJaNTHBHIM CUCTEMI 3aXUCTY
0a3yeTbcs Ha MPUHIIMII AMHAMIYHOI ONTUMI3Aallii, 10 3a0e3euye paioHaaIbHUI OanaHc MK piBHEM
KpUnTorpadiuHoi CKJIAIHOCTI Ta CIIOKMBAHHIM OOUYHMCIIIOBAJIBHUX PECYPCIB y pealbHOMY daci. Y
KOHTEKCTI PECYpPCHO-OOMEXEHUX CEPEIOBHUII TaKa ONMTHMI3AIS € KPUTUIHO BAXKJIUBOIO, OCKIIBKA
MEPEBUIICHHST  JIOMYCTHMOTO TOPOTY HABaHTAXEHHS MOXE TMPHU3BECTH JIO  Jlerpajarii
MPOAYKTUBHOCTI a00 BTPATH 3AaTHOCTI CUCTEMH pearyBaTH Ha aTaKH BYacCHO.

®dopmali3oBaHO MpoOLEC NPUMHATTA pIilIeHb BHU3HAYAEThCA Yepe3 3afady MiHiMizamii
OUIKyBaHUX BUTpAT TNpHU 30EpeKCHHI 3aJaHOTO PIiBHSA OE3IEKH, IO BUPAKAETHCS HACTYITHOIO
ONTHUMI3ALIHOI0 MOJEILIIO:

. — BEKTOp KpuntorpaQiyHuX MapaMeTpiB, IO BKIIOYA€ PIBEHb HMIM(PYBAHHSA, JTOBXKHUHY
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C =arg rcfleirgE[aR(Ct)—ﬁS(Ct)|f(Xt)], (22)
ne  R(C,) — dynkuis BHTpaT pecypciB (CHepreTHYHMX, OOUMCIIOBANBLHHX ab0 YACOBHX), IIO
3aexars Bil 00paHoi kpunrorpagiunoi koudpirypauii C, ;

S (Ct ) — (hyHKLIA 04iKyBaHOI €pEeKTUBHOCTI 3aXUCTY, sIKa BiJoOpakae HMOBIPHICTh YCIIIITHOTO

3armo0iraHHs aTakam 3a OTOYHUX YMOB;

E [] —MaTeMaTH4YHE Cl'IOI[iBaHHﬂ, AKE YCEPCAHIOE PE3YyJIbTaTU 3a iCTOpI/ILIHI/IMI/I JaHUMHU 100

aTaK, aHOMaJIiii 1 HABAaHTAXKEHHS CUCTEMHU;
a Ta [ —BaroBi Koe(DilliEHTH, 1110 BU3HAYAIOTH IPIOPUTETHICTH Mi’K MiHIMi3aIli€F0 PECYPCHUX

BHUTpPAT 1 MAKCUMI3aIlI€r0 PIBHS OS3MEKH BIIMOBITHO.
VY npakTuuHIN peanizalii s MOAEIb IHTerpy€eThCsl B MOIYJIb aIlaTUBHOI oJiTHKH (Adaptive
Policy Module), sikuii Bukonye Ge3nepepBHE OHOBJIEHHS mapamerpiB C, 3rigHO 3 pe3yJibTaTaMH

MOHITOPHHTY Ta IPOrHO3yBaHHs pu3kKiB. DyHKIis pusuky f (X,) Moxe OyTH mpeacTaBIeHa K

HEHpOHHA alpoKcHUMallis, IO OLIHIOE MOTOYHUM CTaH CUCTEMHM Ha OCHOBI BEKTOpPIB O3HaK X,

cOpMOBaHUX 3 TOKa3HUKIB Tpadiky, piBHA EHTPOMii, KOe(IIiEHTIB KOPEJMii Ta CTATHCTHUKU
BIIXWJIEHD.

Takum 4nHOM, IPUHHATTA PillICHb Y CHCTEMI BiIOYBA€ThCS HE JETEPMiHOBAHO, a aJallTUBHO-
CTOXaCTHYHO, 3 ypaXyBaHHAM iCTOPUYHOTO KOHTEKCTY, MIHJIMBOCTI aTaKyBaJIbHOTO CEPEOBHUIIA Ta
BHYTpIIIHIX 0OMexkeHb Ha pecypcu. Lle no3Bonsie 3a0e3neunTH OUHAMIYHE OamaHCYBaHHSA MiX
0e3mekol0 Ta e(QEKTUBHICTIO, KOJIM piBEHb KpUOTOrpadivHOl CKIAJHOCTI, TOBKHMHA KIIOYIB i
napaMeTp CTeraHOrpagigYHOTO MPUXOBYBAHHSA KOPUTYIOTHCS aBTOMAaTHYHO 3AJIC)KHO BiJl TOTOYHUX
YMOB 1 IPOTHO30BAHOT'0 PiBHS 3arpo3.

OTtxe, cucrema 3a0e3neuye AUHaMIYHE OalaHCyBaHHS MIXK piBHEM O€3MEKH Ta EHEpreTHYHO-
00YHCITIOBAJIEHOIO €(EKTUBHICTIO, aJalTYIOUUCh 10 3MiH CEpelOBUINA Ta PIBHS 3arpo3 y pexumi
peanabHOro yacy.

Kpunmoepagiuno-aoanmusnuii  pigen» — peanizye MeEXaHI3MH JHUHAMIYHOTO BHOOPY
napameTpiB MU(PYBaHHS, TOBKUHH KJIIOYIB k Ta CTyNEHs MPUXOBAHOCTI § BIJMOBITHO A0 QYHKIIT
PHU3HUKY

R(t)=aP (1)+ BE(t), (23)

ne P (t) — OLIIHKa IMOBIPHOCTI KOMITPOMETAIIi1;

c
E (t) — €HEProCIOKMBAHHS CUCTEMH, a KOEQILieHTH «
[ — BU3HAYaIOTh BaroMicTh OE3MEKH Ta eHEProe(heKTUBHOCTI.
3anexHO BiJg TOTOYHOTO 3HAYEHHS R(t) — CHCTeMa BHUKOHY€ aBTOMAaTHYHE HalallTyBaHHSI

KpunrorpadiuHoro nmpodino, mo 3ade3nedye KOMIpPOMic Mik 0€3MeK0r0 i MPOAYKTHUBHICTIO.
l'onoBHa merta piBHS — MIATPUMKA ONTUMAIBHOIO OanaHCcy MK pIBHEM KpUITOrpadiyHOi
CTIMKOCTI Ta eHepreTuuHoo edextuBHicTiO [10].

OcHOBHI (YHKIIOHAJIbHI MOXJIMBOCTI KpUOTOrpadiuHO-aJanTUBHOTO PIBHS MOJIATAIOTH Y
peaizallii THy4KOi Ta IHTEIeKTyaIbHO KEPOBAHO1 MOJIITUKH 3aXHCTY, CIIPSIMOBAHOI Ha 3a0€3TeUeHHS
CTIMKOCTI CUCTEMH JI0 3MIHHOTO CHEKTpa 3arpo3 Ipu 30epeskeHHI 00YHCIIOBANIbHOT €()eKTHBHOCTI.
Ha upomy piBHI BinOyBaeTbcs [OWHaMIYHE HaJalITyBaHHS airoputMiB mudpysanas (AES,
ChaCha20, RSA, ECC) BiANoBiAHO 10 MOTOYHOTO PiBHS PHU3MKY, IO BU3HAYAETHCS HA OCHOBI
aHATTUYHUX JAHUX Mpo Tpadik, 4aCTOTy aHOMAJiil Ta MOBEIHKOBI MAaTE€PHU MOTEHLINHHUX aTak.
Takwuii miaxig T103BOJISIE CUCTEMI B PEKHMI PEaTbHOTO Yacy 3MIHIOBAaTH KpUNTorpadiuyHy MOJITHKY —
HaNpuKJIaa, MiJBUILYBaTH CTIMKICTh MpH (ikcamii 3poCTaHHS aKTHBHOCTI BOPOKUX BY3IIB a00
3HI)KYBATH KpunTorpadiyHe HaBaHTAKEHHS MPH BIJICYTHOCTI 3arpo3.
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OnHUM 13 KJIIOYOBUX MEXaHi3MiB € OHOBJICHHS KJIIO4WiB 3a npuHuunoM “Context-Aware Key
Rotation”, mo nepenbdavyae aBTOMaTHYHY 3MiHY KpUNTOTPaGidHUX KIFOYIB 3JICKHO BiJ] KOHTEKCTY
004YHCIIeHb, Yacy KHUTTA cecii abo piBHS AOBIpH A0 KoMyHikauiHoro xanamy [11]. Lle mo3Bosse
MIHIMI3YBaTH PU3HKH KOMITPOMETAIIil KJFOUiB Ta MiJBUIIYE CHTPOMIIHHY CTIMKICTh KpUNTOrpadiaHoi
M1JICUCTEMU.

BaxnuBOIO CKJIAIOBOIO TAKOXK € I1HTErpallisi cTeraHorpadiqHoro miapy, sSKuil 3adesrnedye
MIPUXOBYBAHHS CIY)KOOBMX Ta ayTeHTHU(IKAIIHHUX METAAaHUX Y JETITUMHOMY MEPEKEBOMY
tpadiky. Takuil miaxing ycKJIagHIO€ TMACUBHUN aHaNi3 JAaHUX 3 OOKY 3JOBMHCHHKIB, OCKLIBKH
CUTHATYpPHU CIY>XKOOBUX IMaKETiB MACKYIOThCs B iH(popMaliitHoMy mrymi [12], o iCTOTHO MigBHILy€e
MPUXOBAHICTh CUCTEMH.

Jlnst 3MEHIIEHHST O0YMCITIOBAJIBHUX BUTpPAT 1 3a0e3medeHHs poOOTH B yMOBaxX OOMEKEHHX
pecypciB 3aCTOCOBYETBCS amapaTHe NPUCKOPEHHs KpHUITOrpadivyHUX oOrepalii 3a IOIOMOIO
texHosorit ARM Crypto Extensions Ta Intel AES-NI [13], mo 103Bossie onTUMI3yBaTH MIBUIKICTb
mmdpyBaHHs/nemppyBaHas 03 3HIKESHHSI PIBHS O€3IMeKH.

VY CyKymHOCTI 1l MeXaHi3MH (OpPMYIOTh aJanTUBHO-KpUNITOrpadiuHe AP0 CUCTEMH, 3/1aTHE
3a0e3MeYuTH CTIMKICTh J0 aTak Pi3HOTO PIBHS CKIAJHOCTI, JOTPUMYIOUUCH MPU [IbOMY MPUHIIUITIB
€HEeproe)eKTUBHOCTI Ta aBTOHOMHOCTI (DYHKIIIOHYBaHHs B MOOUTHHUX 1 BOYJJOBAaHUX CEPEIOBHUIIIAX.

dopmaiizoBaHa MoJIelb 3MIHM KpUNTOrpadiuHOl CKJIAJHOCTI OMHUCYE IUHAMIKY afamTaiii
CHCTEMH B Yaci BIAMOBIIHO 1O TOTOYHOTO CTaHy 3arpo3 i pecypcHux ooOMexxeHs. [Iporiec oHOBIEHHS
napaMeTpiB BUBHAYAETHCS PEKYPEHTHUM CITiBB1THOIICHHIM

CH1=CI+77-VJ(Ct), (24)
ne  J(C,)=aR(C,)-BS(C,) — uineoBa dyHkuis ontumizawuii, ska BizoOpakae GanaHc Mix

BUTpaTaMu pecypcis R(C

\) Ta edexruBHicTio 3axucty S(C,);

n — KoedilieHT ajanTauii, 110 BHU3HA4Ya€ IIBUJKICTh KOPHUTYBaHHS KpHUNTOrpadiuyHUX
rapameTpis.

Takum 4MHOM, cHcTeMa TUHAMIYHO 3MIHIOE PiBEHb KpUITOTpadiuHOi CKIaIHOCTI 3aJIEKHO Bij
OLIIHKM MTOTOYHOI'O CTaHy O€3MeKU: MPHU 3pOCTaHHI PU3UKY CUCTEMa 30UIbIIY€E piBEHb MHPPYyBaHHSI
(migBuiryroun £ ), a mpu 3HWKCHHI 3arp03 — ONTUMI3Y€ BUTPATH peCypciB (3MeHIIy0uH ¢ ). Takuii

niaxig 0a3yeTbcss Ha MPUHLUIAX CTOXAaCTHMYHOI ONMTHUMI3allli Ta MOke OyTH peai3oBaHMI depe3
METOJM I'Pa/IiEHTHOrO cITycKy abo agantuBHoOro Q-learning, o 3abe3neuye ctabiibHy 301KHICTh 1O

OINITUMAJIBHOT'O CTAHY Ct .

3aBIAKM Takii MOAYJIbHINA CTPYKTYpl cHCTeMa 3/laTHA MiJTPUMYBATH JUHAMIYHY PiBHOBary
MIXK O€3IeKOI0 Ta €PEeKTUBHICTIO, 3a0€3Meuy0Yl KOHTEKCTHO-3aJIe)KHE OHOBJIEHHSI TapaMeTpiB 0e3
BTPATU MPOJYKTHUBHOCTI, 10 € KPUTHYHO BAXKJIMBUM JJIsi BOYJOBAaHUX 1 MOOUIBHUX CEPEIOBHII i3
00MeKEHUMH 0O0UNCITIOBATbHUMH PECYPCaMH.

[HTerpamnist Mixk piBHSIMH CHUCTEMH € KJIFOUOBUM aCIEKTOM i PYHKIIIOHAIBHOI Y3TOIKEHOCTI Ta
3a0e3neueHHs IUTICHOCTI MpOIECiB 3aXMCTy JaHUX. B3aeMoJis MiX CEHCOpPHUM, aHaJTITHKO-
PETYJISITOPHUM Ta KpUNTOrpadiyHO-aJaNTUBHUM PIBHAMHU pealli3yeThCs uepe3 yHi(ikoBaHy MOIIEBY
mmHy (Event Bus), 1mo miarpuMye acHHXpOHHUIT OOMiH MOBiOMIIEHHSIMH, JI03BOJISIIOYM CHCTEMI
e(peKTUBHO MacHITa0yBaTUCS Ta MiHIMI3yBaTH 3aTpUMKHU 0OpoOku curHaiiB. Taka apxiTekTypa
CHpUsi€ JEKYIUIIHTY KOMIIOHEHTIB, 3MEHIIYIOYH MDKMOIYJbHY 3alie)KHICTh 1 MIJBUIIYIOUU
Ha/IIHHICTh CHCTEMH B YMOBaX 3MiHHOT'O HABaHTAXXEHHS Ta Herepea0auyBaHUX MOMIMN.

®dopmalibHO Mpollec IHTerpaii MoKHa MOJIaTH SIK KOMIIO3HIIII0 ONepaTopiB, 110 BigoOpaxkae
MOCIIJOBHY 00pOOKY, aHaii3 1 KpUnTorpadiuHy aganTaiio BXiIHUX JaHUX:

Y, =W (On (P (X,))) (25)
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ne @ — omepaTop MEepBUHHOI 00pOOKH, IKUH BUKOHYE HOpMaTi3alliro, GiIbTparliio mymiB Ta

sensor
MEPETBOPEHHS JJAHUX Y CTPYKTYpOBaHy (opMmy;
©®,, — olepaTop IHTENEKTyalIbHOI aHATITUKY, 1110 3aCTOCOBY€ METOIU IITMOOKOr0 HaBUAHHS JUIs

BHSIBJICHHSI aHOMAJTIH Ta OI[IHIOBAHHS PiBHSI 3arpo3;

W ype — MEXAHI3M JMHAMIYHOI KpUNTOrpadivuHOl ajanTauii, sKuid ONTHMI3ye mapameTpu

g pyBaHHs, KIOYOBO1 pOTAallil Ta MPUXOBAHOCTI BIMOBIAHO 0 IOTOYHOTO CTaHy CUCTEMHU.

VY rtakiii Mozeni iH(GOpMAIiiiHI MOTOKM MepeNaloThCs 3TiAHO 3 MPUHLUUIAMU OIEPATUBHOTO
MporpaMyBaHHS, J€ KOKHA MO/1is 1HII1F0€ OHOBJICHHSI CTaHy HACTYIHOTO piBHsl. Lle no3Bossie nocsartu
CUHXpOHI3aIil MK MaTeMaTHUYHOK  MOJCIUII0  PU3UKY, HEHPOHHOI  aHANITUKOK  Ta
KpunTorpadiqHUM MOJTyJieM, 3a0e3MeuyoUr 3aMKHEHUH KOHTYP KEpyBaHHS O0€3MEKOI0 B pEaIbHOMY
qaci.

Pe3yabTaT 1BOro JOCHIAAKeHHSl. Y pe3ylnpTaTi MPOBEIACHOTO JOCTiKEHHS OyIio
PO3pO0IICHO UTICHY KOHIIEIIIIO ITO0Y/I0BH aIaITUBHOT CHCTEMH 3aXUCTY 1H(POPMAIIiT ISl peCypCHO-
OOMEXEHHMX CEepeOBHI, IO IHTerpye Kpunrorpadidi, creraHorpadiyHi Ta IHTEIEKTyalbHI
KOMITOHCHTH B €UHY apXiTekTypy. OTpuMaHi pe3ysbTaTh BiJOOPaKAIOTh MOCIiJOBHE BUKOHAHHS
TPHOX B3aEMOIIOB’SI3aHUX €TalliB — AHANITUKO-KOHIIETITYaIbHOT0, MATEMaTHUKO-MOICIIOBAIILHOTO Ta
1HKEHEPHO-TIPUKJIAIHOTO, KOXEH 13 SKUX c(opMyBaB BIAaCHHI HayKOBO-TEXHIYHHMH BHECOK Y
CTBOPEHHS CHCTEMH.

3arasiom, OTpUMaHi pe3yJbTaTH MiATBEPIKYIOTh MOXKIMBICTH peajizailii eHEepreTH4Ho Wi
00YHCITIOBAIEHO €)EKTHBHOT CUCTEMH aJalITUBHOTO 3aXHCTY, 3/1aTHOI 10 CAMOOIITUMI3allil B yMOBax
3MIHHOT'O CEepeIOBUIIIA Ta 0OMex)eHuX pecypcis [14]. 3anmporoHoBaHa MOIETh CTBOPIOE OCHOBY IS
MOJAJBIINX EKCIEPUMEHTAIBHUX JOCHIKEHb, & TAKOXK JAJIS 1HTerpaiii y mMpoMHCIOBI Ta MOOLIBHI
iH(popMamiiiHO-KOMYHIKaLilHI 1IHPPACTPYKTYPH.

IlepcnekTHBH MOAAJBIIMX J0CTiIKeHb. [loganbin qociKeHHs 30cepeIKyBaTUMYThCS Ha
PO3LIUPEHH] TEOPETUKO-METOJIONOTIYHOT 0a3u aJanTUBHUX CHUCTEM 3aXHUCTy 4epe3 1HTerpaliro
TEXHOJIOTI HITY4YHOIO IHTEJNEKTY, MOCTKBAaHTOBOI KpunTorpadii Ta MexaHi3MiB CaMOHABYAHHS.
Ocob6nuBy yBary Oyzae MNPHAUIEHO PO3POOJEHHIO KBAaHTOBO-PE3UCTEHTHHX KPHUNTOrpadiuHMX
MIPOTOKOJIIB 1 TIOpUAHMX MojeNell IIMOOKOro HaBYaHHS, 3JaTHUX JUHAMIYHO MPOrHO3YBAaTU Ta
3armo0iraTi arakam y pealbHOMY daci. [lepCrlieKTMBHMM HampsMOM € TaKOX BUKOPWUCTAHHS
posnonineHux peectpiB (OmokueitH, DAG) nns 3a0e3neueHHS JOBipeHOro OOMIHY JaHMMH Ta
IIPO30POCTI 3MIH MapaMeTpiB OE3NEKH.

VY npuKIagHOMY acleKTi AOLUIBHUM € JI0CIIPKEHHS €HepreTHYHO ONTHUMI30BaHUX apXiTEKTyp
13 pO3MOAUIOM OOYMCITIOBAIbHUX HAaBAaHTAKEHb MK MepUpEepifHUMM Ta XMapHUMH BY3JIaMH, a
TaKoX CTBOpeHHS Lu@poBux ABiHHUKIB Oe3neku (Digital Twins) mist MojentoBaHHS MOBENIHKH
CHCTEM Y 3MIHHMX YMOBax 3arpo3. [loanbuinii po3BUTOK IIbOTO HAMPSIMY CIIPUSATUME (GOPMYBAHHIO
IHTENeKTYalIbHO-aBTOHOMHHX CHCTEM KiOep3aXHUCTy HOBOT'O IMOKOJIIHHS, 3/[aTHHUX JI0 caMoaJianTariii,
MIPOTHO3YBAHHS Ta CAMOCTIMHOI ONTUMI3aIlii, 10 3a0€3MeUnTh I IBUIICHHS PIBHS JOBIpH, CTINKOCTI
Ta eHeproe(eKTUBHOCTI iIHPOpMALIHHUX 1HPPACTPYKTYD.
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YEVHEN ZHYVYLO,
YURII KUCHMA

MATHEMATICAL MODELING OF INTELLECTUAL AND CRYPTOGRAPHIC
PROTECTION OF AUTHENTICATION KEYS

The article substantiates the scientific and methodological foundations of mathematical
modeling of intellectual-cryptographic systems for preventive response to authentication key
compromise threats. A generalized conceptual model is proposed, integrating symmetric encryption
mechanisms (in particular, the AES algorithm), steganographic methods for concealing cryptographic
parameters, and intelligent attack prediction modules based on deep learning techniques. The
developed mathematical framework is grounded in the synthesis of probability theory, information
entropy, and adaptive optimization principles, enabling quantitative assessment of compromise risks
and the formation of dynamic response strategies under variable threat conditions. Special attention
is given to formalizing adaptive adjustment processes of cryptographic complexity levels and degrees
of concealment, depending on the results of intelligent traffic analysis and anomaly detection in data
transmission channels. Approaches to building energy- and computation-efficient implementations
of such systems for embedded and mobile environments with limited resources are also examined.
The obtained results establish the scientific basis for developing a new class of intellectual-
cryptographic systems capable of self-learning, adaptive security parameter management, and
preventive response to potential authentication data compromise threats in a dynamic information
environment.

Keywords: cybersecurity, neural networks, mathematical modeling, intellectual-
cryptographic system, preventive response, authentication keys, entropic analysis, adaptive
optimization, deep learning.
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